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## 4.4 Management capability exposure governance

### 4.4.1 General

As precondition for Management Service exposure governance offer, producer of management capability exposure governance should have access to:

An association between information about specified management service components and instances of management services.

NOTE: The detail creation of an association is left for implementation and out of scope of 3GPP standardization.

Management capability exposure governance provides exposure governance on basic elements of management function service based interface:

1) Management service component type A

2) Management service component type B

3) Management service component type C

As described in Figure 4.4.1 left hand part, when there is a Management Service A exposure without exposure governance, Management Service A Consumer (e.g. an authorized internal MnS consumer in the Network Operator (NOP) domain) can access all management capability offered by Management Service A Producer.

As described in Figure 4.4.1 right hand part, when Management Service A is exposed with applied exposure governance it becomes Management Service A'. Management Service A' Consumer, which may be 3rd party such as other operator, other management system, AF, other administrative domain, etc. can access Management Service A' after following steps:

- Management Service A, exposed by Management Service A Producer, is consumed by Management Service A Consumer;

- Management Service B, exposed by Management Service B Producer, is consumed by Management Service B Consumer (e.g. operator) who is authorized to access offered management capabilities exposure governance(s);

- Management Service B Consumer (e.g. operator) request a specified exposure governance on Management Service A;

- Management Service A' Producer produces Management Service A' based on applied exposure governance on consumed Management Service A.

NOTE: The Management Service A Consumer, the Management Service A' Producer and Management Service B Producer can be represented as a single Management Function e.g. a single MnF as EGMF providing management capability exposure governance).



Figure 4.4.1: Management capability exposure governance applied on exposed Management Service A

### 4.4.2 EGMF functionality

The Exposure Governance Management Function (EGMF) supports the following independent functionality:

- Exposure of capabilities and events:

- Management capabilities and events may be securely exposed by EGMF for 3rd party e.g. other operator, other management system, Application Function.

- External exposure can be categorized as Fault Supervision capability, Performance Assurance capability and Provisioning capability.

1. The Fault Supervision capability is for allowing external fault supervision management services consumer to obtain fault supervision data report and have control on fault supervision data via Fault Supervision management services (see TS 28.545 [28]) exposed by EGMF.
2. The Performance Assurance capability is for collecting real-time performance data (see performance measurements and assurance data defined in TS 28.552 [5] and KPIs defined in TS 28.554 [6]) that can be consumed by applications with specific purposes for external exposure via the EGMF to detect the potential issues.
3. The Provisioning capability is for allowing external network management services consumer to obtain certain management capability to manage the network (e.g., network slice instance provisioning, see TS 28.541 [4] and 28.531 [8]) through the exposure interface via EGMF.

- Exposure of analytics: MDAF analytics may be securely exposed by EGMF for external 3rd party.

- Translation of internal-external information:

 It provides a means for the 3rd party to securely provide information to 3GPP network management system, e.g. Expected UE Behaviour, 5G UE group information and service specific information (e.g. Network Slice type with different flavours: Silver, Gold, Platinum). In that case the EGMF may authenticate and authorize and assist in throttling the 3rd party.

 It translates between information exchanged with the 3rd party and information exchanged with the internal network management function. For example, it translates between service specific identifier and internal network management information such as S-NSSAI, PLMN Id.

 In particular, EGMF handles masking of network management and user sensitive information to external 3rd party according to the network management policy.

- The EGMF receives information from other network management functions (based on exposed capabilities of other network management functions). EGMF stores the received information as structured data. The stored information can be accessed and "re-exposed" by the EGMF to 3rd party like other network management functions and Application Functions, and used for other purposes such as analytics.

A specific EGMF instance may support one or more of the functionalities described above and consequently an individual EGMF may support a subset of the APIs specified for capability exposure.

### 4.4.3 EGMF services

When the operator decides to expose a management service (eMnS), the operator selects the MnS(s) to be exposed, including which operations and which data. As part of the solution, the operator may use the MnS discovery service to collect information. The operator exposes the MnS and registers it with the eMnS discovery service, the eMnS discovery service may be implemented using an EGMF. The eMnS discovery service consumer sends a request using the eMnS discovery to obtain the eMnS data.

|  |
| --- |
| **Next modified section** |

## 4.7 Management service discovery

### 4.7.1 Introduction

The MnS consumer in an operator’s management system or as external 3rd party customer needs to discover the availability of MnS instances provided by other MnS producer(s). In order to enable the MnS instances to be discovered by MnS consumer, the MnS needs to be discoverable to the operator’s management system when the MnS instance become operative.

|  |
| --- |
| **Next modified section** |

# A.3 Utilization of management services by Exposure Governance Management Function (EGMF)

Exposure Governance Management Function (EGMF) offers following management capability (Figure A.3.1):

- Exposure governance

In Figure A.3.1, EGMF produces exposure governance management capability that operators can apply on Management Function (MnF) 1 MnS for exposing different derivation of MnF 1 MnS to:

- MnF 2 (e.g. from another Operator) and

- 3rd party (e.g. from vertical industry).

NOTE: Exposure governance can be controlled by a policy for different type of MnF 1 MnS consumers (e.g. other operator, other management system, 3rd party, other administrative domain, etc.)



Figure A.3.1: MnF-1 Management Service (MnS) exposed through Exposure Governance Management Function 1 (EGMF 1) and through Exposure Governance Management Function 2 (EGMF 2)
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