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1	Decision/action requested
The group is asked to agree the text in detailed proposal.
2	References
Not applicable
3	Rationale
This contribution proposes solution on the relation to other SA5 work/study item.
4	Detailed proposal

	First change


[bookmark: _Toc89699941][bookmark: _Toc81671600][bookmark: _Toc89291436]5.5	Key Issue #5: Relation to other SA5 work/study items
[bookmark: _Toc89699942]5.5.1	Description
The work conducted in the FS_NSCE is related to other Rel-17 SI/WIs, including:
· MSAC (Management Service Access Control), on the access control aspects inherent to exposure to 3rd parties. NSP shall expose capabilities to NSCs in a controlled, secure and auditable way. 
· OAM_NPN (Management of Non-Public Networks), when the network slice is used for the provisioning of a PNI-NPN. In this case, the modes 1b defined in [3] applies. 
· eMEMTANE (Management of enhanced tenant concept), on the need to associate tenants to different NSCs, and manage the corresponding information in the NRM. 
· 5GDMS (Discovery of management services in 5G), on the need for NSCs to discover capabilities available for consumption.
The work in FS_NSCE is to leverage outcomes from the Rel-17 study/work items which are listed above. It seems these study/work items provides most (if not all) the ingredients for the network slice capability exposure topic, so the mission of FS_NSCE should be to find out the recipe to combine them and provide overall exposure picture.
[bookmark: _Toc89699943]5.5.2	Potential solutions
5.5.2.1	Potential solution #1: Relation to MSAC
This clause describes the relation to MSAC. How the MSAC takes effect in the context of management capability exposure should be discussed based on two different use cases, i.e. exposure via BSS, exposure without going through BSS.
In the case that exposure always goes through BSS, once the NSC successfully makes the contract with the NSP regarding management capability exposure via BSS (e.g. via Service Catalog), the NSP_BSS generates the information of the exposed MnSs the NSC ordered and sends the information to the OSS_SML together with the service order. Based on the information, the SML generates the access token and send it back to the BSS for authorizing the customer for access certain exposed MnS.
In the case that exposure happens without going through BSS, once the NSC successfully makes the contract with the NSP regarding management capability exposure via BSS (e.g. via Service Catalog), the NSP_BSS generates the information of the exposed MnSs the NSC ordered and sends the information to the OSS_SML together with the service order. Based on the information, the SML generate the access token and send to the proper authorization producer which take control of the authorization of the NSC. In this case, the product ordering may be conducted via the interaction with an embedded BSS functionality on the OSS.
5.5.2.2	Potential solution #2: Relation to 5GDMS
This clause describes the relation to 5GDMS. The relationship between MnS discovery service and eMnS discovery service should be discussed based on two different use cases, i.e. exposure via BSS, exposure without going through BSS.
In the case that exposure always goes through BSS, eMnS data is generated by the NSP_OSS and is registered to an external eMnS discovery service producer or an internal eMnS discover service producer. If internal eMnS discovery service producer is applied, the eMnS discovery service producer can be within the same MnF where the MnS discovery service producer locates. Alternatively, the eMnS discovery service producer may be located in a dedicated MnF (e.g. EGMF). Once the NSC successfully makes the contract with the NSP regarding management capability exposure, the NSP_BSS obtains the eMnS data from either external or internal and identifies the eMnS producer on behalf of the NSC. 
In the case that exposure happens without going through BSS, eMnS data is generated by the NSP_OSS and is registered to an external eMnS discovery service producer or an internal eMnS discover service producer. If internal eMnS discovery service producer is applied, the eMnS discovery service producer can be within the same MnF where the MnS discovery service producer locates. Alternatively, the eMnS discovery service producer may be located in a dedicated MnF (e.g. EGMF). Once the NSC successfully makes the contract with the NSP regarding management capability exposure, the NSC gets access to the internal or external eMnS discovery service producer in order to get eMnS data. 
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