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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
Not applicable
3	Rationale
This contribution proposes a number of changes to clause 7 solutions to improve readability and understanding. The following changes are proposed: 
-	In first bullet in clause 7.1 it is proposed to change the following: ”authentication” with “authentication and authorization”, as it is generally accepted they go together and in this case is not an exception. Also a clarification has been added that it concerns the address of the MnS. 
-	The description in 7.2 has been updated to improve readability and understanding, an Editor’s note has been added for additional clarification.
4	Detailed proposal

	First change



[bookmark: _Toc85752217]7	Possible solutions for network management capability exposure
[bookmark: _Toc85752218]7.1	Possible solution for “exposed MnS support to discovery systems”
The steps of the solution are as follows: 
1. A MnS consumer configures using the appropriate MnS (for example the generic provisioning service) the details of the external discovery service location and other supporting details (for e.g. authentication and authorization). Further, the detail on which parts of which MnS (component A)  IOCs and which instances of the corresponding MOI (component B) and corresponding data (component C) can be registered with the discovery service/system.  As an example, the operator may want to register her the ability to provision (Management object A) a particular slice type (NSSAI-ID) at a certain coverage area (coverageArea item 6.3.3 TS28.541) with some additional details (example: supported latency or maxNumberofUEs or delayTolerance) to an external discovery service or system. 
In addition to the information of what is externally registered, information relating to the address of where the appropriate management service to access the exposed MnS also needs to be provided. This could be default information based on the authentication of the operator in the external discovery system or in case of a trusted discovery the address of where to access the actual exposed management service. 
2. The 3GPP Management System registers the exposed management component A, B and C as configured in step 1 to the appropriate external discovery service/system. 
3. Eventually, if any of the exposure details change – for example the same slice type can now be supported in a new coverageArea – the registration to the external discovery system may now need to be updated.  
[bookmark: _Toc85752219]7.2	Possible solutions for eMnS discovery service
This clause provides potential solutions for the use case of eMnS discovery service (see clause 5.3). It is assumed that the MnS discovery service has been deployed. 
To enable communication between eMnS consumers and eMnS producers, eMnS consumers need a mechanism to discover eMnS producers that are available in the 3GPP management system, this is called eMnS discovery service.
When the operator decides to expose a management service (eMnS), the operator must decide which MnS(s) should be exposed, which internal MnS operations should be abstracted/filtered, and which internal MnS data should be abstracted/filtered. As part of this decision, the operator may use the MnS Discovery Service to collect information. The operator exposes the MnS and registers it with the eMnS discovery service, this may be done using an EGMFThe operator designs and implements an EGMF which is capable of exposing the eMnS. The EGMF publishes the eMnS data to the appropriate discovery service/system (e.g. eMnS discovery service producer). 
The eMnS discovery service consumer sends a request to appropriate discovery service (e.g. eMnS discovery service producer) to obtain the eMnS data. 
Editor’s Note: Whether the use of an MnS discovery service to collect information about services for exposure is subject to standardization by SA5 is FFS.
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	End of changes
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