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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TR 28.824 Study on network slice management capability exposure v0.3.0
[2]	TS 28.557 Management of non-public networks; Stage 1 and stage 2 v1.1.0

3	Rationale
There is a use case of exposure of network slice as a product in TR 28.824 [1], as follows:
- Company-V plays the role of NSC (Network Slice Customer)
- Company-A plays the role of NSP (Network Slice Provider) and NOP (Network Operator).
[image: ]
In the above figure, it is a simplicity scenario in which the NSP and NOP is played by a same company A. In the NPN scenario, the roles of NPN management, e.g. NPN-SP and NPN-OP, can be played by a same or different management entities. For example, an NPN-SP A can be played by a company-A and NOP-A can be played by a different company X. 
In the following example case:
[bookmark: _GoBack]-	NPN-SP A acts as a management service consumer who obtain the allowed management capability to manage the NPN A provided by NPN management service producer (e.g. NPN-OP A).
-	Another NPN-SP B acts as a management service consumer who obtain the allowed management capability to manage the NPN B provided by NPN-SP A as the NPN management service producer.
[image: ]
It is proposed to add solutions to support exposure of management capability of NPN in draft TS 28.557 [2].
4	Detailed proposal
This document proposes the following changes in TS 28.557 [1].
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[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 28.530: "Management and orchestration; Concepts, use cases and requirements".
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[8]	3GPP TS 28.531: "Management and orchestration; Provisioning".
[9]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[10]	3GPP TS 38.473: "NG-RAN; F1 Application Protocol (F1AP)".
[11]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol specification".
[12]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[13]	3GPP TS 28.554: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)".
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6.3.x Solution for exposure of management capability of PNI-NPN
Authorized NPN management service consumer can obtain certain management capability to manage the NPN (e.g., provisioning, monitoring) from NPN management service producer according to their pre-defined agreements.
-	Using exposure of generic provisioning management services (see clause 11.1 of TS 28.532 [1x]) and management services for provisioning of networks and network slicing (see clause 6 of TS 28.531 [8]), NPN-SCs can dynamically change the configuration parameters and policies related to performance monitoring.
-	Using exposure of generic fault supervision management service (see clause 11.2 of TS 28.532 [1x]) and generic performance assurance management service (see clause 11.3 of TS 28.532 [1x]), NPN-SCs can create certain measurement jobs and select the type of data analytics and performance to be monitored, e.g., performance related to various traffic types, geographical areas, different device types, for a specific group of devices, for certain traffic congestion situation and analytical KPIs related to performance predictions.
Depending on different scenarios, an NPN role can play management service consumer or management service producer simultaneously. For example, an NPN-SP A can be management service consumer and management service producer simultaneously for the following cases in figure 6.3.x-1.
-	NPN-SP A acts as a management service consumer who obtain the allowed management capability to manage the NPN A provided by NPN management service producer (e.g. NPN-OP A).
-	Another NPN-SP B acts as a management service consumer who obtain the allowed management capability to manage the NPN B provided by NPN-SP A as the NPN management service producer.
[image: ]
Figure 6.3.x‑1: Example of NPN role as MnS consumer and producer simultaneously
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