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1
Decision/action requested

The group is asked to discuss and approve the proposal.
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Rationale

The purpose of this pCR is to further analyze the impact on specifications for National Roaming and based on this analysis provide some recommendations.

Clause 5.2.2 Identified problems should only report issues within the 3GPP management system, as well as issues related to the solution for National roaming. 

Clause 7.2 Solution for National Roaming needs to be described.
Based on these changes, conclusions and recommendations also needs to be Update.
An editorial change is also proposed to move possible solutions for the national roaming scenario from 7.2 to separate clause.
4
Detailed proposal

	Start of 1st Change


5.2
Network slice use in multiple networks scenario 2

5.2.1
 National Roaming Description
CSP-A wishes to provide a communication service using NOP-A. NOP-A does not have network slice coverage in  these geographical areas that are required by the CSP-A. CSP-A has a national roaming agreement with CSP-B to allow subscribers of NOP-A to roam into NOP-B. 

NOTE: National roaming is an agreement between two MNOs, and both may have the roles of CSP, NOP, and NSP.

As part of the agreement with CSP-B, CSP-A requests CSP-B to support a communication service for inbound roamers with certain capabilities. CSP-A need to inform CSP-B about the S-NSSAI(s) used by inbound roamers and for the capabilities required for this communication service. CSP-B needs this information first of all to check (with NOP-B) on the NetworkSlice instance(s) to be used by the inbound roamers and whether there is a need to map the CSP-A S-NSSAI(s) to CSP-B S-NSSAI(s).  CSP-B may issue the request to its own 3GPP management system Exposure of management capabilities and interaction between companies is further studied in SI FS_NSCE.

5.2.2
Identified problems



For national roaming, 3GPP management system , needs to enable consumer to provide S-NSSAI(s) information in order to map CSP-A S-NSSAI(s) to CSP-B S-NSSAI(s).

	Start of 2st Change


7..Possible solutions for network slice using multiple networks scenario 2 – national roaming


When receiving request for inbound roaming for network slice, CSP-B can issue an AllocateNsirequest (see AllocateNsi operation defined in clause 6.5.1 in TS 28.531) to ask to allocate a NetworkSlice instance to fullfil its network slice related requirements.
Considering that CSP-A has a national roaming agreement with CSP-B to allow subscribers of CSP-A to roam into CSP-B.
Allocation request might include S-NSSAI(s) from HPLMN in order for NOP-B to configure the mapping of S-NSSAI(s), Assuming that VPLMN and HPLMN have an SLA to support non-standard S-NSSAI values in the VPLMN as stated in TS 23.501[5]. 
	Start of 3st Change


8.1 
Conclusions

The following issues are identified in this study

· Depending on agreements between Network Operators, one Network Operator may expose management capabilities to the other Network Operator. This issue is in the scope of Work Item FS_NSCE.

· The network slice NRM in TS 28.541 [2] needs to be updated:

· To allow use of NetworkSliceSubnet to realize a network slice subnet as a service
· To support modelling of external network slice constituents

· The concepts clause (4.1) in 28.530 [4] needs to be updated and extended with NSSaaS, and role descriptions in clause 4.8 needs be updated to cover both NSaaS or NSSaaS.

· There is a need to correct any usage of network slice or NetworkSlice instance that is not consistent with definitions in TS 28.530 clause 3.1 or TS 23.501, focusing primarily on TS 28.530 and TS 28.531.

· 
· The Network Resource Model defined in 28.541 [2] should be updated to support granular isolation requirements on the network slice.

· The Network Resource Model defined in 28.541 [2] should be updated to support grouping of network slices with same isolation requirements and security level.

· NRM for Edge Configuration Server should include S-NSSAI for the edge application service. This issue is in the scope of Work Item FS_Eedge_Mgt.
· The NetworkSlice IOC defined in 28.541 [2] should be updated to support service level edge protection requirements.

· The NetworkSlice IOC defined in 28.541 [2] should be updated to support Network Slice Specific Authentication and Authorization (NSSAA) requirements.
· The Information model definitions for network slice NRM ServiceProfile defined in 28.541 [2] should be extended to support S-NSSAI mapping for National Roaming scenario.
· The Information model definitions for network slice NRM CNSliceSubnetProfile defined in 28.541 [2] should be extended to support S-NSSAI mapping for National Roaming scenario.
8.2 
Recommendations

The improvements to the Network Resource Model (as described in clause 7) are not currently in the scope of any existing Work Item. It is proposed that the scope of existing Work Item adNRM should be extended to add the following issues

· Support use of NetworkSliceSubnet to realize a network slice subnet as a service
· Support modelling of external network slice constituents

· 
· Improved isolation for a network slice

· Grouping of network slices
· Support for service level edge protection requirements

· Support for Network Slice Specific Authentication and Authorization (NSSAA) requirements
· Support for S-NSSAI mapping for National Roaming.
Needed updates related to concepts and use of new and existing concepts originally identified in the network slicing RAN sharing scenario (clause 5.1 and 7.2) and as also described in conclusions (clause 8.1) are not currently in scope of any work item. It is proposed to make the following updates as part of Work Item MANS:

· Introduction of NSSaaS concept and update of roles in TS 28.530

· Updates related to any usage of network slice or NetworkSlice instance in TS 28.530 or TS 28.531 that is not consistent with current definitions

	End of Change


