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1
Decision/action requested

The meeting is asked to approve this contribution.
2
References

[1]
3GPP TS 28.314 v0.3.0 Management and orchestration; Plug and Connect; Concepts and requirements.
[2]
3GPP TS 32.160 Management and orchestration; Management service template.

3
Rationale

This contribution contains minor updates for TS 28.314 [1]. 

4
Detailed proposal

	First change


4
Concepts and background

4.1
Plug and Connect Concept

4.1.1 
General description

Plug and connect is a list of procedures for connecting the NE to its management system. The basic steps of Plug and Connect are described in clause 6.1.1.

The entities involved in the PnC concept are NE, DHCP server, DNS Server, Certification Authority server, SCS (including the Initial and Serving SCS that could be the same in certain deployment scenarios), Security Gateway.

	Second change


5.1
Business Requirements for Plug and Connect 

REQ_PnC_CON_1 
Plug and Connect shall use standard protocols.

REQ_PnC_CON_2 
VPN tunnels needed for Plug and Connect shall be set-up automatically.

REQ_PnC_CON_3 
The complete key management during Plug and Connect shall be a fully automatic secure procedure, based on procedures defined by 3GPP SA3.

REQ_PnC_CON_4:
It shall be possible to perform the Plug and Connect procedures using secure protocols and procedures between the NE and OAM.

REQ_PnC_CON_5 

An NE shall be able to get its own IP addresses and SCS IP address without manual configuration.

REQ_PnC_CON_6

For Plug and Connect the SCS shall only be accessible by authenticated and authorized NEs.

REQ_PnC_CON_7 

For Plug and Connect the initial and final configuration of the NE (or the information how to retrieve them) shall only be accessible by authenticated and authorized NEs.

REQ_PnC_CON_8 

The Plug and Connect solution shall be usable for IPv4-only networks, for IPv6-only networks and for dual stack IP networks.

REQ_PnC_CON_9
Plug and Connect procedures shall support connection of NEs with and without NAT and via External Networks or Non-Secure Operator Networks.

	End of changes


