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1	Overall description
The ongoing Rel-18 study in FS_NSCALE (TR 23.700-99) is investigating the services and functions of SA6 enablement layer to ensure the efficient network slice capability exposure. That needs SA6 enablement layer act as trusted 3rd party or consumer to invoke control and management plane capabilities from SA2 and SA5 pertaining to network slicing.
SA6 would like to get clarification about the following related to the network slice management service:
· Is SA5 planning to provide an interface to an AF for slice management by a trusted third-party?

2	Actions
To SA5 group.
ACTION: 	SA6 kindly asks SA5 to provide responses to the above questions and requests.

3	Dates of next TSG SA WG 6 meetings
SA6#46-e       15th Nov – 23rd Nov 2021 	e-meeting
