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	1st  Change


[bookmark: _Toc58417398][bookmark: _Toc58411216][bookmark: _Toc50991536][bookmark: _Toc50705665][bookmark: _Toc58417508][bookmark: _Toc58411323][bookmark: _Toc50991643][bookmark: _Toc50705772]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 32.500: "Telecommunication Management; Self-Organizing Networks (SON); Concepts and requirements".
[3]	3GPP TS 28.532: "Management and orchestration; Generic management services"
[4]	3GPP TS 38.321 "NR; Medium Access Control (MAC) protocol specification".
[5]	3GPP TS 28.552 "Management and orchestration; 5G performance measurements".
[6] 	3GPP TS 32.511 " Telecommunication management; Automatic Neighbour Relation (ANR) management; Concepts and requirements".
[7]	3GPP TS 38.300 "NR; Overall description; Stage-2".
[8]	Void
[9]	3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification".
[10]	Void
[11]	3GPP TS 28.531 "Management and orchestration; Provisioning".
[12]	3GPP TS 28.550: "Management and orchestration; Performance assurance".
[13]	3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[14] 	Void
[15]	3GPP TS 32.508: "Telecommunication management; Procedure flows for multi-vendor plug-and-play eNodeB connection to the network".
[16]	3GPP TS 38.133: "NR; Requirements for support of radio resource management".
[17]	Void
[X]	3GPP TS 28.315: "Management and orchestration; Plug and Connect; Procedure flows".
[Y]	3GPP TS 28.314: " Management and orchestration; Plug and Connect; Concepts and requirements”.


	2nd  Change


[bookmark: _Toc50705679][bookmark: _Toc50991550][bookmark: _Toc58411230][bookmark: _Toc58417412]4.2			Self-establishment of new RAN NE in network
[bookmark: _Toc50705680][bookmark: _Toc50991551][bookmark: _Toc58411231][bookmark: _Toc58417413]4.2.1	Introduction
Self-establishment of new RAN NE in network describes the procedure of a new NG-RAN NE can automatically establish when it is powered up and connect to the IP network in multi-vendor scenario, which includes:
-	Network Configuration data handling
-	Plug and connect to management system
-	Self-Configuration
[bookmark: _Toc50705681][bookmark: _Toc50991552][bookmark: _Toc58411232][bookmark: _Toc58417414]4.2.2	Network configuration data handling
Network configuration data handling makes the network configuration data available to the management system support self-configuration process, which may include network configuration data preparation, network configuration data transfer and network configuration data validation. This happens except all of the network configuration data for NE can be generated by the management system supporting self-configuration process.
Network configuration data preparation: This makes the network configuration data ready in operator's network management system who provides the network configuration data. How to prepare the network configuration data in operator's network management system is out of scope of the present document.
Network configuration data transfer: This transfers the Network configuration data from network configuration data Provider to the network configuration data Consumer.
Network configuration data validation: This validates the syntax and semantics of network configuration data. It takes place in the network configuration data Consumer.
[bookmark: _Toc50705682][bookmark: _Toc50991553][bookmark: _Toc58411233][bookmark: _Toc58417415]4.2.3	Plug and connect to management system
Plug and connect to management system connects the deployed NE to its management system providing support for self-configuration process as automatically as possible. The concepts and requirements of plug and connect are specified in TS 28.314 [Y].  The following functionality is included: initial IP Autoconfiguration service, Certificate enrolment, establish secure connection, establish connect to management system providing support for self-configuration process.
[bookmark: _Toc50705683][bookmark: _Toc50991554][bookmark: _Toc58411234][bookmark: _Toc58417416]4.2.4	Self-configuration
Self-configuration puts the NE into a state to be ready to carry traffic in an automated manner. Self-configuration includes following functionality: create self-configuration task, monitor self-configuration process, generate configuration data if needed, download and activate software, download and active configuration data, perform self-test and update network resource model, etc.

	3rd   Change



[bookmark: _Toc50705696][bookmark: _Toc50991567][bookmark: _Toc58411247][bookmark: _Toc58417429]6.1.2	Centralized SON
[bookmark: _Toc50705697][bookmark: _Toc50991568][bookmark: _Toc58411248][bookmark: _Toc58417430]6.1.2.1	PCI configuration
REQ- CPCI-CONFIG-FUN-1 producer of provisioning MnS should have a capability allowing an authorized consumer to configure or re-configure the PCI value(s) for NR cell(s).
REQ- CPCI-CONFIG-FUN-2 producer of provisioning MnS should have a capability to notify the authorized consumer with the PCI value(s) being assigned to NR cell(s).
REQ-CPCI-CONFIG-FUN-3 producer of fault supervision MnS should have a capability to notify the authorized consumer about the detection or resolution of PCI collision or PCI confusion problems for NR cells.
[bookmark: _Toc50705698][bookmark: _Toc50991569][bookmark: _Toc58411249][bookmark: _Toc58417431]6.1.2.2	Requirements for RAN NE plug and connect to management system
The requirements for plug and connect an NE to management system specified in TS 28.314 [Y].
REQ-PnC-CON-1 NE shall be able to get its own IP addresses and MnF IP address without manual configuration during plug and play for a NE connection to the network.
[bookmark: _Toc50705699][bookmark: _Toc50991570][bookmark: _Toc58411250][bookmark: _Toc58417432]6.1.2.3			Requirements for self-configuration of a new RAN NE
REQ-SCM-CON-1 The MnS for self-configuration management shall have the capability allowing MnS consumer request MnS producer to create, query and delete Self-configuration management profile.
REQ-SCM-CON-2 The MnS for Self-configuration management shall have the capability allowing MnS consumer obtain the progress of self-configuration process form MnS producer.

	[bookmark: OLE_LINK2]4th    Change


6.4.2.2.1	Use case for RAN NE plug and connect to management system
The NE described in this use case can be gNB in non-split scenario and gNB-DU in split scenario.
Note: 	The NE within virtualization is not addressed.
The details of this use case are covered in plug and connect use case in TS 28.314 [Y]. 
.
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	After NE installation, connect the NE to its MnF providing support for self-configuration process, and to the External Network(s) as automatically as possible. 
The NE described in this use case can be gNB in non-split scenario and gNB-DU in split scenario.

NOTE: 	The NE within virtualization or other type of RAN NE (e.g. GNB-CU) is not addressed in this use case.
	

	Actors and Roles
	NE
	

	Telecom resources
	IP networks: Non-Secure Operator Network, External Network, and its elements like DHCP server optionally DNS, CA/RA servers, Security Gateway(s) (each protecting one or more Secure Operator Networks), Secure Operator Network(s) including MnF providing support for self-configuration process.
	

	Assumptions
	There is a functional power supply for the NE. There may be one or more IP Autoconfiguration Services like DHCP and Router Advertisements and zero or more DNS servers.
	

	Pre conditions
	The NE is installed. 
IP connectivity exists between the involved telecom resources. 
The involved telecom resources are functional.
The relevant information is stored and available:
-	Vendor Certificate at the NE
-	Operator Certificate at the CA/RA
-	For the External Network or Non-Secure Operator Network:
-	(Outer) IP autoconfiguration information at the IP Autoconfiguration Service
-	FQDN of the initial OAM SeGW at the NE
 and/or
FQDN or IP address of the initial OAM SeGW at the IP Autoconfiguration Service
-	FQDN of the CA/RA servers at the NE
 and/or
FQDN or IP address of the CA/RA servers at the IP Autoconfiguration Service
-	If FQDNs need to be resolved, corresponding IP address(es) at the DNS server(s)
-	For the Secure Operator Network:
-	(Inner) IP autoconfiguration information at the IP Autoconfiguration Service or at the initial OAM SeGW
-	FQDN or IP address of the initial MnF at the NE and/or DHCP Server of the Secure Operator Network.
-	If FQDNs need to be resolved, corresponding IP address(es) at the DNS server(s)
-	Configuration and software for the NE at the MnF(s)
	

	Begins when 
	The NE is installed.
	

	Step 1 (M)
	 If a VLAN ID is available the NE uses it. Otherwise the NE uses the native VLAN where PnP traffic is sent and received untagged
	

	Step 2 (M)
	The NE acquires its IP address through stateful or stateless IP autoconfiguration. This may provide 0 or more DNS server addresses.
	

	Step 3 (M)
	The NE acquires the IP address of the CA/RA server. The FQDN of the CA/RA server may be pre-configured in the NE or the FQDN or IP address of the CA/RA server may be provided by the IP Autoconfiguration Service. FQDNs are resolved through the DNS if necessary. Information provided by the IP Autoconfiguration Services shall supersede those pre-configured at the NE.
	

	Step 4 (M)
	The NE performs Certificate Enrolment.
	

	Step 5 (M)
	The NE acquires the IP address of the OAM SeGW. The FQDN of the OAM SeGW may be pre-configured in the NE or the FQDN or the IP address of the OAM SeGW may be provided by the IP Autoconfiguration Service. FQDNs are resolved through the DNS if necessary. 
	

	Step 6 (M)
	The NE establishes a secure connection (tunnel) to the Security Gateway given by Step 5.
The NE receives its (inner) IP autoconfiguration information (which may be the same as the outer IP address obtained in step2) and optionally the address of one or more DNS servers within the Secure Operator Network from the Configuration Parameters of IKEv2 during tunnel establishment.
	

	Step 7 (M)
	The NE acquires the IP address of the correct MnF by either, issuing a DHCP request including the NE's vendor information, resolving FQDNs via DNS if necessary, or by having a pre-configured FQDN (including the NE's vendor information) resolved via DNS.
	

	Step 8 (M)
	The NE establishes a connection to the provided MnF and acquires its configuration and software if any. 
The configuration may contain an address to another MnF that this specific node shall use as MnF.
The configuration may contain an address to another SeGW that should be used before connecting to the MnF.
The MnF may then
- release the connection to the current MnF and OAM SeGW and then restart (returning to step 1),
- release the connection to the current MnF and OAM SeGW and then return to step 6,
- release the connection to the current MnF and then repeat step 8, or
- continue with step 9.
	

	Step 9 (M)
	The NE establishes a connection to the External Network(s) using the transport (VLAN ID, IP addresses) and security parameters provided in step 8.
	

	Ends when
	Ends when all mandatory steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post Conditions
	One or more secure connections exist between the NE and the MnF and the External Network(s). Via the connection to the MnF the NE can receive further instructions to become operational and carry user traffic, e.g. the administrativeState is set to "unlocked".
	Clause 6.4.2.2.2 Use case for self-configuration of a new RAN NE

	Traceability
	All requirements of clause 6.1.2.2
	




	5th    Change



8.3.2.1	Procedures for RAN NE plug and connect to management system
[bookmark: OLE_LINK9]The Figure 8.3.2.1-1 illustrates the procedure for plug and connect to management system. The NE described in this procedure can be gNB in non-split scenario and gNB-DU in split scenario.
NOTE 1: 	The NE within virtualization is not addressed.
The details of procedure flow and descriptions are covered in TS 28.315 [X].

[image: ]
Figure 8.3.2.1-1: Procedures for plug and connect to management system
1, If a VLAN ID is available, the NE uses it. Otherwise the NE uses the native VLAN where PnP traffic is sent and received untagged.
2. NE invokes the "Initial IP Autoconfiguration" procedure and acquires its IP address through stateful or stateless IP Autoconfiguration. There may be additional information provided to the NE. 
NOTE 2: 	The detailed "Initial IP Autoconfiguration" procedure refers to clause 5.2 of TS 32.508 [15].
3. NE invokes the "Certificate Enrolment" procedure.
NOTE 3: 	The detailed "Certificate Enrolment" procedure refers to clause 5.3 of TS 32.508 [15].
4. NE invokes the "Establishing Secure Connection" procedure and connects to the OAM SeGW.
NOTE 4: 	The detailed "Establishing Secure Connection" procedure refers to clause 5.4 of TS 32.508 [15].
5. NE invokes the "Establishing Connection to MnF" procedure.
NOTE 5: 	The detailed "Establishing Connection to MnF" procedure refers to clause 5.5 of TS 32.508 [15] and MnF act as the role of EM.

	2nd  Change


[bookmark: _Toc58417512][bookmark: _Toc58411327][bookmark: _Toc50991647][bookmark: _Toc50705776]A.1.1	Procedure for plug and connect to management systemVoid
The following PlantUML source code is used to describe the procedure for multi-vendor plug and connect to management system, as depicted by Figure 8.3.2.1-1:
[bookmark: OLE_LINK4]@startuml
title " Plug and connect to management system"
actor NE
participant "IP autoconfiugration server" as IP_Server
participant "public DNS server" as P_DNS_Server
participant "CA/RA" as CA_RA
participant SeGW
participant "secure DNS server" as S_DNS_Server
participant "secure DHCP server" as S_DHCP_Server
participant MnF
alt VLAN ID is available
NE->NE: 1a.use available VLAN Id
Else
NE->NE: 1b.use native VLAN Id
End
Ref over NE, IP_Server: 2. Initial IP Autoconfiguration
Ref over NE, IP_Server,CA_RA: 3. Certificate Enrolment
Ref over NE, IP_Server,CA_RA,SeGW: 4. Establishing Secure Connection
Ref over NE, IP_Server,CA_RA,SeGW,MnF: 5 Establishing Connection to MnF

skinparam sequenceActorBackgroundColor #FFFFFF
skinparam sequenceParticipantBackgroundColor #FFFFFF
skinparam noteBackgroundColor #FFFFFF
autonumber "#'.'"
skinparam monochrome true
skinparam shadowing false
@enduml

	End of  Change
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