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	Reason for change:
	The slice provisioning mechanism defined in 3GPP TS 28.531 needs enhancement as per the following issues:

3.1 Network slice reservation and feasibility check

The procedures of reservation and feasibility check defined in 3GPP TS 28.531 are having several concerns as follows:

· It is not clear what reservation interface is being used here? Where is the reservation request/response defined? Is it expected for NSSMS_Provider to expose that reservation interface?

· It is not clear what reservation interface is being used here? Where is the reservation cancellation request/response defined? Is it expected for NSSMS_Provider to expose that reservation interface?

· It is not clear how the optional step of “option resource discovery and update” can be achieved. There is not operations define for the same.

· The operation “feasibility Ack()” and “feasibility Nak” are not defined. We need both stage 2 and 3 for this to be implementable.

· The concept of feasibility check may refer to either a step in extended bulk provisioning use case such as allocate or modify, or as a separate check that only provides feedback to consumer about feasibility but doesn’t actually change the network, see TS 28.531 clause 5.1.6 and 5.1.21. The procedures need to be clarified.

3.2 Network Slice Subnet MnS producer Capability

As per the NSSI allocation procedures the allocation request shall contain SliceProfile providing requirements for the requested subnet. It is a known fact that SliceProfile is derived from ServiceProfile. NSSMS_Consumer has to derive related subnet requirements (SliceProfile) from slice requirements (ServiceProfile). It is beneficial for NSSMS_Consumer to know the capabilities of the MnS producer.  To support determining the subnet requirements, NSSMS_Consumer can discover/query the capabilities of the MnS producer and based on these decide the requirements for the subnet(s). The following examples explains it in more details:

· Attribute “Latency” in ServiceProfile: Assuming NSMS_P receives E2E latency requirement of 10ms for a slice (6.4.1 of TS28.541). The latency requirement for RAN (RANSliceSubnetProfile.latency) and CN (CNSliceSubnetProfile.latency) need to be derived from this slice latency requirement. The RAN and CN MnS producer may be capable to support the latency of 6 and 4ms respectively. This information can be utilized by NSMS_P to decide on the latency requirement for RAN and CN subnets, which together will achieve 10ms latency. This will not fail the subnets allocation, due to inability of MnS producer to deliver the required requirement, and will greatly improve the efficiency of slice management.

· Attribute “Energy Efficiency” in ServiceProfile: Assuming the Energy Efficiency capability requirement of an eMBB slice is 1000 bits/joule. The performance of an eMBB slice is measured in terms of data volume (bits) as defined in 6.7.2 of TS 28.554. A NSMS_P should be able to derive this requirement for RAN subnet and Core subnet in such a way that it can meet end to end EE requirement of eMBB slice. Hence, a NSMS_P must have latest knowledge of EE capability of MnS producer. Suppose at best the RAN and core MnS producer can provide EE of 400 bits/joule and 800 bits/joule respectively. Then NSMS_P can decide RANSliceSubnetProfile.energyEfficiency as 300 bits/joule & CNSliceSubnetProfile.energyEfficiency as 700 bits/joule because what matters is meeting end to end requirement of EE for requested slice and the allocation will be successful. 
Alternatively, NSSMS_Consumer can decide subnet requirements randomly and then request for feasibility check before sending subnet allocation request. However, this will reduce the efficiency as several feasibility check procedures would be executed to find the optimal requirements for the subnet.

New procedures are needed to actually expose the capabilities of the MnS producer capabilities with respect to the aggregated slice subnet(s) capabilities it manages
The existing procedure for obtaining network slice subnet capability is not implementable. The procedure need to be assessed and fixed accordingly.
3.4 Relationship between slice-specific operations and the slice NRM
Slice management is covered by multiple specifications. TS 28.541 contains a definition of the slice NRM in clause 6. TS 28.531 additionally defines a number of dedicated operations for slice management, e g allocateNsi, see clause 6.5. How these slice-specific operations interacts with the slice NRM needs some further clarifications.
One example is that we have the concept of naming objects with DNs. That is followed in the Slice NRM as in any other NRM. But some operations in TS 28.531 use parameters with names like nSId or nSSId. It is not clear from operation and parameter descriptions if these identifiers are the DNs from TS 28.541 or something different. How is the mapping provided? Note: In the corresponding allocate procedure descriptions it is already stated that the DN of the corresponding NSI or NSSI is returned, see clause 7.2 step 4 and clause 7.3 step 5. There may also be other areas where clarifications related to interaction between slice-specific operations and the slice NRM are needed. This will be further investigated during the WI.
3.5 RESTful Solution Set Issues
TS 28.531 includes a RESTful solution set for the operations defined in clause 6.5 in the same specification. However, this solution is currently not fully aligned with the design rules in TS 32.158 for REST:

· URIs do not exactly follow format specified in clause 4.4.3 (‘URI structure for resources not representing managed object instances’)
· Some parts from the REST SS template in TS 32.158 clause 8 are missing, e g figure with resource structure. There is also no annex with OpenAPI definition for these operations.

3.6 Asynchronous Procedures
Many procedures in TS 28.531 are asynchronous by nature. It may take a long time until a response can be returned. However, procedure descriptions and corresponding operations are currently assuming a synchronous response. No asynchronous design patterns are currently used in TS 28.531.
3.7 Missing Solutions
Many functions that are described with procedures and use cases have no stage 2 and stage 3 solution at all. These functions should be removed or at least tagged with a remark that a stage 2 and 3 solution is still missing.


	
	

	Summary of change:
	Removing inconsistencies throughout the specifcation. 

	
	

	Consequences if not approved:
	Unimplementable specifications

	
	

	Clauses affected:
	6.1, 6.2, 6.3, 6.4, 6.5, 7

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


	1st Modified Section


6
Management services for provisioning of networks and network slicing

6.1
Management services for network slice provisioning

The management services for network slice provisioning are listed in table 6.1-1.

Table 6.1-1: Management services for network slice provisioning 

	MnS Name
	MnS Component Type A
(operations and notifications)
	MnS Component Type B
(information model)
	Note

	Network Slice Provisioning
	Operations defined in clause 5 of TS 28.532 [8]:

-
createMOI operation

-
deleteMOI operation

-
getMOIAttributes operation

-
modifyMOIAttributes operation

Operations defined in clause 6.5:
-
allocateNsi operation

-
deallocateNsi operation

	NSI information model defined in clause 6.3 of TS 28.541 [6]


	This management service enables its consumer to request allocating, deallocating, or modifying an NSI.

The typical scenario is "Network Slices as NOP internals" model where this MnS is consumed by operators.


	Network Slice Provisioning data reporting
	Operations defined in clause 5 of TS 28.532 [8]:
-
subscribe operation

-
unSubscribe operation
Notifications defined in clause 5 of TS 28.532 [8]:
-
notifyMOICreation notification
-
notifyMOIDeletion notification
-
notifyMOIAttributeValueChanges notification

	NSI information model defined in clause 6.3 of TS 28.541 [6]

	This management service enables its consumer to obtain notifications about NSI Information model data.

The typical scenario is "Network Slices as NOP internals" model where this MnS is consumed by operators

	Network Slice Provisioning exposure
	Operations defined in clause 5 of TS 28.532 [8]:

-
createMOI operation

-
deleteMOI operation

-
getMOIAttributes operation

-
modifyMOIAttributes operation
Operations defined in clause 6.5:
-
allocateNsi operation

-
deallocateNsi operation


	NSI information model defined in clause 6.3 of TS 28.541 [6]


	This management service enables its consumer to request allocating, deallocating or modifying an NSI.

The typical scenario is NSaaS model where this MnS is consumed by vertical industry.


	Network Slice Provisioning data report exposure
	Operations defined in clause 5 of TS 28.532 [8]:
-
subscribe operation

-
unSubscribe operation
Notifications defined in clause 5 of TS 28.532 [8]:
-
notifyMOICreation notification
-
notifyMOIDeletion notification
-
notifyMOIAttributeValueChanges notification

	NSI information model defined in clause 6.3 of TS 28.541 [6]

	This management service enables its consumer to obtain notifications about NSI Information model data.

 The typical scenario is NSaaS model where this MnS is consumed by vertical industry.


6.2
Management services for network slice subnet provisioning

The management services for network slice subnet provisioning are listed in table 6.2-1.

Table 6.2-1: Management services for NSS provisioning

	MnS Name
	MnS Component of type A (Operations and notifications)
	MnS Component of type B (information model)

	Network Slice Subnet Provisioning
	Operations defined in clause 5 of TS 28.532 [8]:

-
createMOI operation

-
modifyMOIAttributes operation

-
getMOIAttributes operation

-
deleteMOI operation
Operations defined in clause 6.5:

-
allocateNssi operation

-
deallocateNssi operation

	NSSI information model defined in clause 6.3 of TS 28.541 [6]



	Network Slice Subnet Provisioning data reporting
	Operations defined in clause 5 of TS 28.532 [8]:
-
subscribe operation

-
unSubscribe operation
Notifications defined in clause 5 of TS 28.532 [8]:
-
notifyMOICreation notification
-
notifyMOIDeletion notification
-
notifyMOIAttributeValueChanges notification

	NSSI information model defined in clause 6.3 of TS 28.541 [6]




6.3
Management services for network function provisioning

The management services for network function provisioning are listed in table 6.3-1.
Table 6.3-1: Management services for NF provisioning

	MnS Name
	MnS Component of type A (Operations and notifications)
	MnS Component of type B (information model)

	Network Function Provisioning
	Operations defined in clause 5 of TS 28.532 [8]:
-
createMOI operation

-
modifyMOIAttributes operation

-
getMOIAttributes operation

-
deleteMOI operation


	NF(s)/ME(s) information model defined in TS 28.541 [6]



	Network Function Provisioning data reporting
	Operations defined in clause 5 of TS 28.532 [8]:
-
subscribe operation

-
unSubscribe operation
Notifications defined in clause 5 of TS 28.532 [8]:
-
notifyMOICreation notification
-
notifyMOIDeletion notification
-
notifyMOIAttributeValueChanges notification

	NF(s)/ME(s) information model defined in TS 28.541 [6]




6.4
Management services for network and sub-network provisioning
The management services for network and sub-networks provisioning are listed in table 6.4-1.
Table 6.4-1: Management services for network and sub-network provisioning
	MnS name
	MnS Component of type A (Operations and notifications)
	MnS Component of type B (information model)

	Provisioning for network and sub-networks
	Operations defined in clause 5 of TS 28.532 [8]:
-
createMOI operation

-
modifyMOIAttributes operation

-
getMOIAttributes operation

-
deleteMOI operation
Operation defined in clause 6.5:

-
AllocateNetwork operation
	IOC(s) of sub-network, as defined in TS 28.541 [6]

	Provisioning data report for sub-networks
	Operations defined in clause 5 of TS 28.532 [8]:
-
subscribe operation

-
unSubscribe operation
Notifications defined in clause 5 of TS 28.532 [8]:
-
notifyMOICreation notification
-
notifyMOIDeletion notification
-
notifyMOIAttributeValueChanges notification

	IOC(s) of sub-network, as defined in TS 28.541 [6]




6.5.
Operations of provisioning

6.5.1
AllocateNsi operation

6.5.1.1
Description

This operation is invoked by network slice provisioning MnS consumer to request the provider to allocate a network slice instance to satisfy network slice related requirements. The provider may create a new NSI or using existing NSI to satisfy the request. The requirements in the request are compared/matched against the actual capabilitites of all candidate NSIs by the provider. If an existing NSI can be found e.g. with the right coverage and with good enough latency, it is eligible for allocation. In case not, or if networkSliceSharingIndicator is equal to "non-shared", a new NSI is created with capabilities to host the service, provided that required NSSIs can be created.
6.5.1.2
Input parameters

	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	attributeListIn
	M
	LIST OF SEQUENCE< attribute name, attribute value>
	This parameter specifies the network slice related requirements defined in ServiceProfile in Clause 6.3.3 in TS 28.541 [6].


6.5.1.3
Output parameters 

	Parameter name
	Support Qualifier
	Matching Information / Legal Values
	Comment

	attributeListOut
	M
	LIST OF SEQUENCE< attribute name, attribute value>
	This list of name/value pairs contains the attributes of the NetworkSlice MOI which has been allocated and the actual value assigned to each. 

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	An operation may fail because of a specified or unspecified reason.

	networkSliceDN
	M
	The DN of NetworkSlice MOI uniquely identifying the network slice instance.
	


6.5.2
AllocateNssi operation

6.5.2.1
Description

This operation is invoked by network slice subnet provisioning MnS consumer to request the provider to allocate a network slice subnet instance to satisfy the network slice subnet related requirements. The provider may create a new NSSI or using existing NSSI to satisfy the request. The requirements in the request are compared/matched against the actual capabilitites of all candidate NSSIs by the provider. If an existing NSSI can be found e.g. with the right coverage and with good enough latency, it is eligible for allocation. In case not, a new NSSI is created with capabilities to host the service, if enough resoures are available.
6.5.2.2
Input parameters 

	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	attributeListIn
	M
	LIST OF SEQUENCE< attribute name, attribute value>
	This parameter specifies the network slice subnet related requirements defined in SliceProfile in Clause 6.3.4 in TS 28.541 [6].


6.5.2.3
Output parameters 

	Parameter name
	Support Qualifier
	Matching Information / Legal Values
	Comment

	attributeListOut
	M
	LIST OF SEQUENCE< attribute name, attribute value>
	This list of name/value pairs contains the attributes of the NetworkSliceSubnet MOI which has been allocated and the actual value assigned to each. 

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	An operation may fail because of a specified or unspecified reason.

	networkSliceSubnetDN
	M
	The DN of NetworkSliceSubnet MOI identifying the network slice subnet instance. 
	


6.5.3
DeallocateNsi operation

6.5.3.1
Description

This operation is invoked by network slice provisioning MnSconsumer to request the provider to deallocate a service profile in an NSI. The provider may terminate the requested NSI or modify the requested NSI without termination to satisfy the request.

6.5.3.2
Input parameters

	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	networkSliceDN
	M
	The DN of NetworkSlice MOI uniquely identifying the network slice instance.
	

	serviceProfileId
	M
	An attribute that globally uniquely identifies the service profile in an NSI.
	It specifies the global unifique identifier of the service profile in the NSI which is to be deallocated. 


6.5.3.3
Output parameters

	Parameter name
	Support Qualifier
	Matching Information / Legal Values
	Comment

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	An operation may fail because of a specified or unspecified reason.


6.5.4
DeallocateNssi operation

6.5.4.1
Description

This operation is invoked by network slice subnet provisioning MnSconsumer to request the provider to deallocate a slice profile in an NSSI. The provider may terminate the requested NSSI or modify the requested NSSI without termination to satisfy the request.

6.5.4.2
Input parameters 

	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	networkSliceSubnetDN
	M
	The DN of NetworkSliceSubnet MOI identifying the network slice subnet instance. 
	

	sliceProfileId
	M
	An attribute uniquely identifies the slice profile in an NSSI.
	It specifies the unifique identifier of the slice profile in the NSSI which is to be deallocated. 


6.5.4.3
Output parameters 

	Parameter name
	Support Qualifier
	Matching Information / Legal Values
	Comment

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	An operation may fail because of a specified or unspecified reason.
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7
Provisioning procedures of networks and network slicing

7.1
General
The procedures of provisioning of 5G networks are listed in this following subclauses.
7.2
Procedure of Network Slice Instance Allocation
The Figure 7.2-1 illustrates the procedure of creating a new NSI or using an existing NSI to satisfy the required network slice related requirements. 
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Figure 7.2-1: Network Slice Instance Allocation Request procedure

1)
Network Slice Management Service Provider (NSMS_Provider) receives an AllocateNsi request (see AllocateNsi operation defined in clause 6.5.1) from Network Slice Management Service Consumer (NSMS_Consumer) with network slice related requirements (the network slice related requirements are defined as the attributes in the ServiceProfile see clause 6.3.3 in TS 28.541 [6]). The ServiceProfile resource is created with the requirements provided.
2)
Based on the network slice related requiremen and the knowledge of the capabilities of existing deployed network slices, the NSMS_Provider compare/match the provided requirements against all the candidate NetworkSlice instances, and then decides whether to use an existing NSI or create a new NSI. If the network slice related requirements allow the requested NSI to be shared and if an existing suitable NSI can be reused, the NSMS_Provider may decide to use the existing NSI. 

3a) If using an existing NSI and the existing NSI needs to be modified to satisfy the network slice related requirements, the NSMS_Provider invokes the procedure to modify the existing NSI as described in clause 7.6.
3b-1) If creating a new NSI, the NSMS_Provider derives the network slice subnet related requirements from the received network slice related requirements. Before NSMS_Provider derives the network slice subnet related requirements, NSMS_Provider may invoke corresponding network slice subnet capability information querying procedure as described in clause 7.8.
3b-2)
The NSMS_Provider invokes the NSSI allocation procedure as described in clause 7.3.

3b-3)
The NSMS_Provider creates the MOI for NetworkSlice and configures the MOI with the DN of MOI for the NetworkSliceSubnet, other configuration information may be configured for the created MOI.

Note:
The detailed configuration information is described in network slice NRM (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]).
4) The NSMS_Provider sends NSI allocation result (see AllocateNsi operation defined in clause 6.5.1) to the NSMS_Consumer. If an existing NSI is modified or a new NSI is created successfully to satisfy the network slice related requirements, the result includes the relevant network slice instance information (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]):

-
DN of the NetworkSlice MOI.

Otherwise the result may include the reason of failure, for example, the required latency or user number cannot be satisfied, or the physical resource is not enough.
7.3
Procedure of Network Slice Subnet Instance Allocation
The Figure 7.3-1 illustrates the procedure of creating a new network slice subnet instance or using an existing network slice subnet instance to satisfy the required network slice subnet related requirements.
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Figure 7.3-1: Network Slice Subnet Instance Allocation Request procedure

1)
Network Slice Subnet Management Service Provider (NSSMS_P) receives an AllocateNssi request (see AllocateNssi operation defined in clause 6.5.2) from Network Slice Subnet Management Service Consumer (NSSMS_C) with network slice subnet related requirements (network slice subnet related requirements defined in SliceProfile see clause 6.3.4 in TS 28.541 [6]). The SliceProfile resource is created with the requirements provided.
2) NSSMS_P check the feasibility of network slice subnet related requirements. If the network slice subnet related requirements can be satisfied, the following step 3) are needed, else go to step 5).
3)
Based on the network slice subnet related requirements, NSSMS_P decides whether to use an existing NSSI or create a new NSSI. If the network slice subnet related requirements allow the requested NSSI to be shared and if an existing suitable NSSI can be reused, the NSSMS_P decides to use the existing NSSI.
4.1a) If using an existing NSSI and the existing NSSI needs to be modified to satisfy the network slice subnet related requirements, the NSSMS_P invokes the procedure to modify the existing NSSI as described in clause 7.7.
4.1b.1) If creating a new NSSI, the NSSMS_P creates the NetworkSliceSubnet MOI. NSSMS_P derives the corresponding network slice subnet constituent (i.e. NF, constituent NSS) related requirements and transport network related requirements (e.g. 3GPP endpoint information, latency requirements, bandwidth requirements and isolation requirements) from the received network slice subnet related requirements. Part of these requirements may be referenced by attribute "epTransportRef" as defined in clause 6.3.2.2 in TS 28.541[6]. Before NSSMS_Provider derives the constituent network slice subnet related requirements, NSMS_Provider may invoke corresponding network slice subnet capability information querying procedure as described in clause 7.8.2.

4.1b.2)
If the NSSI to be created contains virtualisation part (i.e. VNF or VL), NSSMS_P derives the NS instance instantiation information (the NS instance instantiation information is described in clause 7.3.2.2 and clause 7.3.3.2 [3]) based on network slice subnet related requirements. NSSMS_P determines VNF instance(s) that need to be deployed according to the necessary network function(s) and then derives the profile of virtual link(s) according to the connection requirements between the network functions. NSSMS_P chooses a proper NSD deployment flavour and creates data concerning the SAPs of the NS instance. NSSMS_P invokes the NS instantiation procedures to create a NS instance. NSSMS_P configures the NSS MOI with the NS instance identifier.

Note:
NS instantiation procedure is described in TS 28.526 [7].
4.1b.3) For each required NSSI constituent, the following step 4.1b.3a) and 4.1b.3b) are needed:

4.1b.3a) If the required NSSI constituent is constituent NSSI, NSSMS_P invokes NSSI Allocation Procedure.

4.1b.3b) If the required NSSI constituent is NF instance, NSSMS_P invokes NF Creation Procedure as described in clause 7.10 or NF Modification Procedure as described in clause 7.11.

4.1b.4)
NSSMS_P configures the NetworkSliceSubnet MOI with the DN of the MOI for NSSI constituent (i.e. ManagedFunction MOI, NetworkSliceSubnet MOI).

4.1b.5)
For each required transport network related requirements, NSSMS_P invokes corresponding procedure of coordination with relevant TN Manager to handle the TN part as described in clause 7.9.

5)
The NSSMS_P sends the NSSI allocation result (see AllocateNssi operation defined in clause 6.5.2) to the NSSMS_C. If the NSSI is created successfully, the result includes the relevant constituent network slice subnet instance information (see NetworkSliceSubnet IOC defined in clause 6.3.2 in TS 28.541 [6]):

-
DN of the NetworkSliceSubnet MOI.

-
NetworkSlice MOI(e.g. DN)

Otherwise the result may include the reason of failure, for example, the required latency or user Number cannot be satisfied, or the physical resource is not enough.

7.4
Procedure of Network Slice Instance Deallocation
Figure 7.4-1 depicts the procedure of deallocating a network slice instance by the network slice management service provider to satisfy the NSI deallocation request received from an authorized consumer.
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Figure 7.4-1: Network slice instance deallocation procedure

1) The network slice management service provider (NSMS_P) receives a NSI deallocation request (see DeallocateNsi operation defined in clause 6.5.3) from network slice management service consumer (NSMS_C) indicating that the NetworkSlice MOI is no longer needed for the given requirements i.e ServiceProfile.

2) The NSMS_P sends the NSI deallocation response (see DeallocateNsi operation defined in clause 6.5.3) to NSMS_C.

3) The NSMS_P may decide to terminate the NSI, then it invokes the NSSI deallocation procedure as described in clause 7.5.

4) The NSMS_P may decide not to terminate the NSI but to modify the NSI, then it invokes the NSI modification procedure as described in clause 7.6.
7.5
Procedure of network slice subnet instance deallocation
Figure 7.5-1 depicts the procedure of deallocating a network slice subnet instance by the network slice subnet management service provider to satisfy the NSSI deallocation request received from an authorized consumer.
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Figure 7.5-1: Network slice subnet instance deallocation procedure

1) The network slice subnet management service provider (NSSMS_P) receives NSSI deallocation request (see DeallocateNssi operation defined in clause 6.5.4) from network slice subnet management service consumer  (NSSMS_C) indicating that the NetworkSliceSubnet MOI is no longer needed for the given requirements i.e SliceProfile.

2) NSSMS_P sends response (see DeallocateNssi operation defined in clause 6.5.4) of NSSI deallocation service to NSSMS_C.

3-a) NSSMS_P may decide to terminate the NSSI, it invokes (constituent) NSSI deallocation procedure as described in clause 7.5 if the NSSI consists of constituent NSSI.

3-b) NSSMS_P invokes NF deletion procedure as described in clause 7.12 or NF modification procedure as described in clause 7.11 if the NSSI consists of NFs.

3-c) NSSMS_P invokes TN related coordination procedure with responsible manager as described in clause 7.9 if the NSSI consists of TN part.

3-d) NSSMS_P invokes NS termination procedure if the NSSI contains virtualized part.

Note:
NS termination procedure is described in TS 28.526 [7].

4) NSSMS_P may decide not to terminate the NSSI, it invokes NSSI modification procedure as described in clause 7.7.
7.6
Procedure of Network Slice Instance Modification
The Figure 7.6-1 illustrates the procedure of modifying an existing NSI.
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Figure 7.6-1: Network Slice Instance Modification Request procedure

1)
Network Slice Management Service Provider (NSMS_P) receives a  modifyMOIAttributes operation, defined in TS 28.532 [8], from Network Slice Management Service Consumer (NSMS_C) with the DN of NetworkSlice MOI and the new network slice related requirements (see ServiceProfile defined in clause 6.3.3 in TS 28.541[6]).

2)
Based on the new network slice related requirements, NSMS_P invokes the feasibility check procedure. If the modification requirements can be satisfied, go to step 3), else go to step 5). 
3) NSMS_P decomposes the NSI modification request into NSSI modification request(s), i.e., generating the new network slice subnet related requirements for each NSSI if needed. 

4) NSMS_P, as the role of Network Slice Subnet Management Service Consumer (NSSMS_C), invokes the NSSI modification procedure.

5) NSMS_P sends NSI modification result (see modifyMOIAttributes operation defined in TS 28.532 [8]) to NSMS_C.

7.7
Procedure of Network Slice Subnet Instance Modification
The Figure 7.7-1 illustrates the procedure of modifying an existing NSSI.
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Figure 7.7-1: Network Slice Subnet Instance Modification Request procedure

1)
Network Slice Subnet Management Service Provider (NSSM_SP) receives a  modifyMOIAttributes operation, defined in TS 28.532 [8], from Network Slice Subnet Management Service Consumer (NSSM_SC) with the DN of NetworkSliceSubnet MOI  and the new network slice subnet related requirements (see SliceProfile defined in clause 6.3.3 in TS 28.541[6]).

2)
Based on the new network slice subnet related requirements, NSSM_SP invokes the feasibility check procedure. If the modification requirements can be satisfied, go to step 3), else go to step 5).

3) NSSM_SP decomposes the NetworkSliceSubnet MOI modification request into modification requests for each NSSI constituent.
4a) If the requested NSSI constituent is constituent NSSI, NSSM_SP invokes NSSI modification procedure as described in clause 7.7.

4b) If the requested NSSI constituent is NF instance, NSSM_SP invokes NF creation procedure as described in clause 7.10 or NF modification procedure as described in clause 7.11.

4c)
If the NSSI contains the virtualized part, NSSM_SP invokes the NS instance scaling and/or NS instance updating and/or NS instance instantiation procedure as described in TS 28.526 [7].

4d) If the NSSI contains the TN part, NSSM_SP invokes the TN related coordination procedure as described in clause 7.9.

5) NSSM_SP sends NSSI modification results (see modifyMOIAttributes operation defined in TS 28.532 [8]) to NSSM_SC. 
	3rd Modified Section


7.10
Procedure of NF instance creation
The Figure 7.10-1 illustrates the procedure of creating a new network function instance to satisfy the required network function related requirements.
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Figure 7.10-1: Network Function Instance Creation procedure
1)
Network Function Management Service Provider (NFMS_P) receives a createMOI, for ManagedFunction IOC,  request from Network Function Management Service Consumer (NFMS_C) with network function related requirements.

Note:
The network function related requirements see information model definition for NR NRM in clause 4 and information model definition for 5GC NRM in clause 5 in TS 28.541[6] .

2)
If NF instance to be created contains virtualized part, NFMS_P derives the requirements for VNF instance based on the network function related requirements.

3)
If corresponding VNF Package needs to be on-boarded or changed, the NFMS_P invoke corresponding VNF Package management procedure as described in clause 4.3 in TS 28.526 [7].

4)
The NFMS_P invokes VNF lifecycle management with requirements for VNF instance as descried in clause 4.2.2.2 in TS 28.526 [7].
5)
The NFMS_P creates the MOI for the ManagedFunction to be created. If the ManagedFunctioncontains virtualized part, the NFMS_P may send the request of creating the MOI to the NFMS_P in the ManagedFunction.
6)
The NFMS_P configures the new created MOI with corresponding configuration information (see information model definition for NR NRM in clause 4 and information model definition for 5GC NRM in clause 5 in TS 28.541[6]).

7) The NFMS_P sends the response  to NFMS_C with DN of MOI and with identifier of NFMS_P which actually maintains the MOI for ManagedFunction.

7.11
Procedure of NF instance modification
The Figure 7.11-1 illustrates the procedure of modify NF instance.
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Figure 7.11-1: Network Function Instance Modify procedure
1)
Network Function Management Service Provider (NFMS_P) receives a  modifyMOIAttributes, operation defined in TS 28.532 [8], from Network Function Management Service Consumer (NFMS_C) with DN of MOI for ManagedFunction and network function related requirements.

Note:
The network funcation related requirements see information model definition for NR NRM in clause 4 and information model definition for 5GC NRM in clause 5 in TS 28.541[6].

2) If ManagedFunction contains virtualized part, NFMS_P checks whether corresponding VNF instance needs to be scaled to satisfy the network function related requirements.

3)
If corresponding VNF instance needs to be scaled, NFMS_P invokes corresponding VNF instance scaling procedure as described in clause 4.2.3 in TS 28.526 [7].

4) NFMS_P reconfigures corresponding ManagedFunction MOI.

5) The NFMS_P sends the response (see modifyMOIAttributes operation defined in TS 28.532 [8]) to NFMS_C.

7.12
Procedure of NF instance deletion
The Figure 7.12-1 illustrates the procedure of deleting NF instance.
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Figure 7.12-1: Network Function Instance Deletion procedure
1)
Network Function Management Service Provider (NFMS_P) receives  deletetMOI from Network Function Management Service Consumer (NFMS_C) with DN of ManagedFunction.

2)
If the ManagedFunction MOI instance contains virtualized part, NFMS_P invokes VNF instance termination procedure as described in clause 4.2.4 in TS 28.526 [7].

3)
NFMS_P deletes the ManagedFunction MOI.

4)
NFMS_P sends the response  (see deleteMOI operation defined in TS 28.532 [8]) to NFMS_C.

