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	1st Modified Section


6.1
Requirements

6.1.1
Distributed SON management

6.1.1.1
RACH Optimization (Random Access Optimisation)

REQ-RACH-FUN-1 producer of provisioning MnS should have a capability allowing the authorized consumer to set and update the targets for RACH optimization function.
REQ-RACH-FUN-2 producer of provisioning MnS should have a capability allowing an authorized consumer to enable or disable the RACH optimization function.

REQ-RACH-FUN-3 producer of provisioning MnS should have a capability allowing the authorized consumer to collect performance measurements that are used to evaluate the RACH performance.

6.1.1.2
MRO (Mobility Robustness Optimisation)

REQ-MRO-FUN-1 producer of provisioning MnS should have a capability allowing the MnS consumer to set the targets, HO offset ranges, and control parameters for MRO function.

REQ-MRO-FUN-2 producer of provisioning MnS should have a capability allowing the MnS consumer to collect the handover related performance measurements that are used to evaluate the MRO performance.

REQ-MRO-FUN-3 producer of provisioning MnS should have a capability allowing the MnS consumer to enable or disable the MRO function.

REQ-MRO-FUN-4 producer of provisioning MnS should have a capability allowing the MnS consumer to update the targets, HO offset ranges, and control information for MRO function.
6.1.1.3
ANR management in NG-RAN

The business level requirements in clause 5.1.1 are decomposed into the following specification level requirements, applicable for NG-RAN:

REQ-NR-ANR-FUN-01
Producer of provisioning MnS shall support a capability allowing an authorized consumer to request establishment of an Xn connection to the neighbour gNB, or an Xn connection to the neighbour ng-eNB.

REQ-NR-ANR-FUN-02
Producer of provisioning MnS shall support a capability allowing an authorized consumer to request that an existing Xn connection to a neighbour gNB, or an Xn connection to a neighbour ng-eNB to be released, and that the establishment of such a connection is prohibited.

REQ-NR-ANR-FUN-03
Producer of provisioning MnS shall support a capability allowing an authorized consumer to request that an NCR is allowed to be removed.

REQ-NR-ANR-FUN-04
Producer of provisioning MnS shall support a capability allowing an authorized consumer to request that an NCR is not allowed to be removed.
REQ-NR-ANR-FUN-05
Producer of provisioning MnS shall support a capability allowing an authorized consumer to disable or enable the ANR function in one or more gNBs
	Next Modified Section


7.1.2
MRO (Mobility Robustness Optimisation)

7.1.2.1
MnS component type A
Table 7.1.2.1-1: MRO type A
	MnS Component Type A
	Note

	Operations and notifications defined in clause 11.1.1 of TS 28.532 [3]:








createMOI operation
- getMOIAttributes operation

- modifyMOIAttributes operation

- deleteMOI operation

- notifyMOIAttributeValueChanges operation
- notifyMOICreation
- notifyMOIDeletion

- notifyMOIChanges
	It is supported by Provisioning MnS for NF, as defined in TS 28.531 [11].

	Operations defined in clause 11.3.1.1.1 in TS 28.532 [3] and clause 6.2.3 of TS 28.550 [12]:

- 

- notifyFileReady operation

- reportStreamData operation
	It is supported by Performance Assurance MnS for NFs, as defined in TS 28.550 [12].
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7.1.3
PCI configuration
7.1.3.1
MnS component type A
Table 7.1.3.1-1: PCI type A
	MnS Component Type A
	Note

	Operations and notifications defined in clause 11.1.1 of TS 28.532 [3]:








- createMOI operation
- getMOIAttributes operation
- modifyMOIAttributes operation
- deleteMOI operation
- notifyMOIAttributeValueChanges operation
- notifyMOICreation
- notifyMOIDeletion

- notifyMOIChanges
	It is supported by Provisioning MnS for NF, as defined in 28.531 [11].
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7.2.1
PCI configuration

7.2.1.1
MnS component type A
Table 7.2.1.1-1: PCI type A
	MnS Component Type A
	Note

	Operations and notifications defined in clause 11.1.1 of TS 28.532 [3]:








- createMOI operation
- getMOIAttributes operation
--- modifyMOIAttributes operation
- - deleteMOI operation
- - notifyMOIAttributeValueChanges operation
- notifyMOICreation
- notifyMOIDeletion

- notifyMOIChanges
	It is supported by Provisioning MnS for NF, as defined in 28.531 [11].

	Operations defined in clause 11.3.1.1.1 in TS 28.532 [3] and clause 6.2.3 of TS 28.550 [12]:


- notifyFileReady operation
- reportStreamData operation
	It is supported by Performance Assurance MnS for NFs, as defined in 28.550 [12].
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8.2.3.2
PCI re-configuration failure mitigation
	End of Modified Sections



