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1
Decision/action requested

The group is asked to approve the proposal
2
References

[1]
3GPP TR 28.811 v0.5.0: “Management and orchestration; Network Slice Management Enhancement”

3
Rationale

3GPP TR 28.811 v0.5.0 [1] contains multiple incorrect references to other documents
4
Detailed proposal

This contribution proposes to make the following changes in [1].

	1st change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.501 v16.6.0: "System architecture for the 5G System (5GS); Stage 2"
[2]
3GPP TS 28.541 v17.3.0: "5G Network Resource Model (NRM); Stage 2 and stage 3"
[3]
3GPP TS 28.531 v16.7.0: "Management and orchestration; Provisioning"
[4]
3GPP TS 28.530 v16.3.0: "Management and orchestration; Concepts, use cases and requirements"
[5]
3GPP TS 28.532 v16.6.0: "Management and orchestration; Generic management services"

[6]
3GPP TS 28.545 v16.1.0: "Management and orchestration; Fault Supervision (FS)"

[7]
3GPP TS 28.550 v16.7.0: "Management and orchestration; Performance assurance"

[8]
3GPP TS 28.554 v17.1.0: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)"
[9]
3GPP TS 23.558 v1.2.0: "Architecture for enabling Edge Applications"
[10]
3GPP TS 22.011 v17.3.0 “Service accessibility”
[11]
3GPP TR 21.905 v17.0.0 “Vocabulary for 3GPP Specifications”
[12]
3GPP TS 23.502 v17.1.0 “Procedures for the 5G System (5GS); Stage 2”
[13]
3GPP TS 22.101 v17.3.0 “Service aspects; Service principles”
[14]
3GPP TS 22.261 v17.7.0 “Service requirements for the 5G system; Stage 1”
3
Definitions of terms, symbols and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [11] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [11].

<defined term>: <definition>.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [11] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [11].

<Abbreviation>
<Meaning>

	2nd change


5.5.1
Description

Network Slice Specific Authentication and Authorization (NSSAA) attribute is defined in GSMA GST (NG.116 v4.0) to specify whether for the network slice, devices need to be also authenticated and authorized by a AAA server using additional credentials different than the ones used for the primary authentication. This feature was defined in clause 5.15.10 of 3GPP TS 23.501 [1], and related procedures were specified in TS 23.502 [12].
According to Network Slice-Specific Authentication and Authorization procedure described in clause 4.2.9 of TS 23.502 [12], the NSSAA  is triggered for an S-NSSAI requiring Network Slice-Specific Authentication and Authorization with an AAA Server (AAA-S) which may be hosted by the H-PLMN operator or by a third party which has a business relationship with the H-PLMN. An AAA Proxy (AAA-P) in the HPLMN may be involved e.g. if the AAA Server belongs to a third party.

This procedure is triggered by the AMF during a Registration procedure when some Network Slices require Slice-Specific Authentication and Authorization, when AMF determines that Network Slice-Specific Authentication and Authorization is requires for an S-NSSAI in the current Allowed NSSAI (e.g. subscription change), or when the AAA Server that authenticated the Network Slice triggers a re-authentication.

The AMF performs the role of the EAP Authenticator and communicates with the AAA-S via the Network Slice Specific Authentication and Authorization Function (NSSAAF). The NSSAAF undertakes any AAA protocol interworking with the AAA protocol supported by the AAA-S.

	3rd change


5.6.2
Issue and gaps

3GPP TS 22.101 [13] defines Flexible Mobile Service Steering (FMSS) requirements to steer the subscriber’s traffic to appropriate enablers (e.g. NAT, antimalware, parental control, Firewall, DDoS protection) in the N6-LAN. The implementation of the requirements in core network could improve the user’s QoE, apply the security control, etc., for the 5G network. Further, service function chaining (SFC) requirements were defined in clause 6.35 of 22.261 [14], which enables operator to define and modify service function chaining policies for steering traffic, create/modify/delete a service function, create/configure/control a chain of service functions, etc. The requirements are for 5G network, which could be applicable to network slice as well to improve security of a network slice, especially at the N6 interface towards internet.
However the existing management services (including MnS components A, B, C) specified in 3GPP can't support either requirement of protection N6 interface for a network slice, or FMSS and SFC requirements defined in SA1.  
	End of changes


