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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction & Background
In the SA3 response to SA5 (S3-211338) [1], we received the following comments:
SA3 understands that regulations for collection of location information could vary around the globe. In some regulations, user consent may not be required on the basis of other legal grounds. In other regulations, user consent may be required regardless.

Therefore, SA3 opines that RAN2, RAN3, and SA5 do not need to make user consent mandatory for RLF/CEF cases but should provide a possibility so that the operator has an option to collect and handle user consent. SA3 also believes it is not required to update previous releases (R15 and prior).

Therefore, for the places where the regulation may require the user consent for location reporting in MDT and SON reports, a methodology needs to be developed. This method can be used optionally based on the regulation of the place around the globe. This paper discusses solution aspects for handling the described issue.

2. Discussion
In Rel-16, the MDT and locationInformation are coupled, i.e. a UE that has not provided the user consent for MDT cannot be configured with the location information. Similarly, a user that has provided consent for MDT automatically provides the consent for location information. Due to this, there can be the following two issues:
1. The location information cannot be configured for the SON reports at the UE if the user consent is not received by the network.
2. MDT configuration may include the location information, even if the user does not want to provide consent for location reporting. 

Observation 1: Due to the coupled user consent for the location reporting, the UE cannot be configured with the location reporting if user consent is not received by the network for MDT, for SON reporting purposes. Similarly, MDT configuration inherently provides the user consent for location reporting, which does not provide a framework where the location reporting can be optionally prohibited by the regulation around the globe without user consent for location reporting. 

To overcome the drawback of the above issues, we think decoupling of the user consent for location reporting and MDT will be required. 

Proposal 1: Decouple the user consent for MDT and location reporting, i.e. a separate user consent for location reporting should be introduced.   

3. Methods for activation of MDT and SON reports
This section presents a solution methodology for handling MDT and SON reports upon introduction of decoupling of the user consent for location reporting and MDT, i.e. when separate user consent is introduced for location reporting. The user consent for location reporting is then used for configuring location information for SON and MDT reports. 
3.1 [bookmark: _Ref4532732]Signaling based MDT activation: handling user consent for signaling based MDT and location reporting 

The user consent for the location reporting is stored at the UDM. Upon the MDT activation received from the MaS, if the user consent for MDT available at the UDM, then UDM sends the MDT activation request to the AMF including the user consent for location reporting as the part of MDT activation message if the user consent for the location reporting is available. Thereafter, AMF sends the MDT configuration with location configuration if the user consent for location reporting is available. Otherwise, AMF may send the MDT configuration to the gNB without location information. See Fig. 1 below for the details. 

                       
3.2 Management based MDT activation: handling user consent for signaling based MDT and location reporting 
Similar to the signaling-based MDT, the user consent for the location reporting is stored at the UDM. UDM may forward the user consent for the location reporting as part of subscription data. AMF stores the user consent for MDT and location reporting separately, if available. During UE context setup, AMF transfers the user consent for MDT and location reporting to the gNB. Upon the reception of management-based MDT activation, gNB should check the user consent for location reporting to configure the location information prior to configuring the MDT. 

               
During the handover, to make target gNB about the user consent for location reporting, the source gNB can send “Location Reporting Allowed IE” together with Management Based MDT PLMN List.  
3.3 RCEF/RLF/SCGFailureInformation trace activation: handling user consent for location reporting
If the regulatory authority in a place (around the globe) requires the network to check the user consent prior to reporting UE-based location reporting, the management system first checks whether the user consent for location reporting is available. If the user consent for location reporting is available, then the management system sends the trace session activation request to the gNB, where it can include the user consent for location reporting. If the user consent for location reporting is available, gNB can configure the location information for SON reports. The gNB reports UE-based location information only if the user consent for location reporting is available. 

                       

To enable the above mechanism, the user consent for location information should be shared between AMF and gNB, source and target gNB during handover. Furthermore, as the location information can be configured by the secondary gNB, therefore user consent should be shared between MN and SN gNBs.

Proposal 2: Introduce the “Location Reporting Allow IE” to make gNB aware of the user consent for location reporting. 

Proposal 3: “Location Reporting Allowed IE” should be exchanged in the following messages for MN to make aware of user consent for location reporting:
· Initial UE Context Setup Request,
· Handover Request,
· Path Switch Request ACK,
· UE Context Modification Request, and 
· Retrieve UE Context Response 

Proposal 4:  “Location Reporting Allowed IE” should be exchanged in between MN and SN to make SN aware of user consent for location reporting in the following messages:
SN Addition/Modification request.

Proposal 5: Send LS to relevant WGs to make necessary changes. 

4. Conclusion 
Observation 1: Due to the coupled user consent for the location reporting, the UE cannot be configured with the location reporting if user consent is not received by the network for MDT, for SON reporting purposes. Similarly, MDT configuration inherently provides the user consent for location reporting, which does not provide a framework where the location reporting can be optionally prohibited by the regulation around the globe without user consent for location reporting. 

Proposal 1: Decouple the user consent for MDT and location reporting. 

Proposal 2: Introduce the “Location Reporting Allow IE” to make gNB aware of the user consent for location reporting. 

Proposal 3: “Location Reporting Allowed IE” should be exchanged in the following messages for MN to make aware of user consent for location reporting:
· Initial UE Context Setup Request,
· Handover Request,
· Path Switch Request ACK,
· UE Context Modification Request, and 
· Retrieve UE Context Response 

Proposal 4:  “Location Reporting Allowed IE” should be exchanged in between MN and SN to make SN aware of user consent for location reporting in the following messages:
SN Addition/Modification request.

Proposal 5: Send LS to relevant WGs to make necessary changes. 
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