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1
Decision/action requested




The group is asked to discuss and agree on the proposal.
2
References

[1]
TR 28.809 Management and orchestration; Study on enhancement of Management Data Analytics (MDA)
[2]
3GPP TS 28.104-000 “Management and orchestration; Management Data Analytics”
3
Rationale
In 5G system, millions of alarms are generated due to the more complex network with high density of network functions and end users. Huge amount of alarms brings difficulties in network operation and maintenance. Therefore, the alarms and deteriorated performance measurements of same root cause should be correlated and analysed to relieve the stess of manually alarm handling.

This contribution is proposed to add alarm incident analysis capability of MDAS in [2].
4
Detailed proposal
It is proposed to apply following changes in [2].
	1st modified section


7.5
MDA assisted fault management
7.5.1
Alarm Incident Analysis 
7.5.1.1
Description

In 5G network, millions of alarms are generated due to the network complexity. Since the topological relations between different network elements and logical relations between different generated alarms, a series of alarms caused by a same root cause should be correlated with each other. In addition, the same root causes may give rise to the network performance deterioration. An incident is identified by numbers of alarms, performance measurements and etc. Therefore, the alarms and deteriorated performance measurements of same root cause should be correlated and analysed to relieve the stess of manually alarm handling.
7.5.1.2
MDA type

The MDA type for Alarm incident analysis is: FaultManagement.AlarmIncidentAnalysis.
7.5.1.3
Analytics output

The specific information elements of the analytics output for Alarm incident analysis, in addition to the common information elements of the MDA reports (see clause 7.2), are provided in the below tables.
Table 7.5.1.3.1-1: Analytics output for Alarm incident analysis for CN
	Information element
	Definition
	Data type
	Support qualifier
	Remarks

	Alarm Incident report Identifier
	The identifier of the Alarm Incident analytics report
	String
	M
	

	List of Correlated AlarmInfo
	List of alarms correlated to this analytics report
	correlatedAlarmList
	M
	

	> alarmId
	Alarm identifier
	key(AlarmId)
	M
	

	Affected objects and/or object relations
	The affected objects (e.g., the MOIs of cells or subnetworks or network slices affected by the alarm incident) and the (list of) relationship(s) between the objects,
	FFS
	M
	e.g., if two affected cells are connected with each other through Xn interface, the relationship between these two objects may be noted as neighbouring

	Root alarm and cause
	Root alarm identified or predicted by root cause decision model.
	FFS
	M
	Allow multiple occurences in MDA report

	> alarmId
	Alarm identifier
	key(AlarmId)
	M
	

	> Number of occurrences
	Number of occurrences of the root alarm.
	FFS
	O
	

	> associated ManagedElement
	The assioicated managedElement
	FFS
	O
	

	>> vendorName
	The name of the vendor
	FFS
	O
	

	Severity level
	The severity level (e.g., critical, medium, not important) of the alarm incident
	FFS
	O
	


Table 7.5.1.3.2-1: Analytics output for Alarm incident analysis for AN
	Information element
	Definition
	Data type
	Support qualifier
	Remarks

	Alarm Incident report Identifier
	The identifier of the Alarm Incident analytics report
	String
	M
	

	List of Correlated AlarmInfo
	List of alarms correlated to this analytics report
	correlatedAlarmList
	M
	

	> alarmId
	Alarm identifier
	key(AlarmId)
	M
	

	Root alarm and cause
	Root alarm identified or predicted by root cause decision model.
	FFS
	M
	Allow multiple occurences in MDA report

	> alarmId
	Alarm identifier
	key(AlarmId)
	M
	

	Severity level
	The severity level (e.g., critical, medium, not important) of the alarm incident
	FFS
	O
	


Table 7.5.1.3.3-1: Analytics output for Alarm incident analysis for cross domain
	Information element
	Definition
	Data type
	Support qualifier
	Remarks

	Alarm Incident report Identifier
	The identifier of the Alarm Incident analytics report
	String
	M
	

	List of Correlated AlarmInfo
	List of alarms correlated to this analytics report
	correlatedAlarmList
	M
	

	> alarmId
	Alarm identifier
	key(AlarmId)
	M
	

	Affected objects and/or object relations
	The affected objects (e.g., the MOIs of cells or subnetworks or network slices affected by the alarm incident) and the (list of) relationship(s) between the objects,
	FFS
	M
	e.g., if two affected cells are connected with each other through Xn interface, the relationship between these two objects may be noted as neighbouring

	Root alarm and cause
	Root alarm identified or predicted by root cause decision model.
	FFS
	M
	Allow multiple occurences in MDA report

	> alarmId
	Alarm identifier
	key(AlarmId)
	M
	

	> Number of occurrences
	Number of occurrences of the root alarm.
	FFS
	O
	

	> associated ManagedElement
	The assioicated managedElement
	FFS
	O
	

	>> vendorName
	The name of the vendor
	FFS
	O
	

	Severity level
	The severity level (e.g., critical, medium, not important) of the alarm incident
	FFS
	O
	


	2nd modified section


8.2
MDA report requesting and reporting

8.2.1
Description

8.2.2
Requirements

REQ-ALARM_MDA-01:
The MDAS producer should have a capability to provide the analytics report describing the alarm incident analysis.

REQ-ALARM_MDA-02:
The analytics report describing the alarm incident should include the following information:

-
Alarm incident Identifier

-
List of Correlated Alarms

-
The start time and stop time of the Alarm incident
-
The root cause or root alarm of the Alarm incident

-
Severity level

