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**Start of Change 1**

### 6.1.x Feasibility check of assurance goal in a 3GPP management system

An operator 3GPP network may be composed of RAN, Core and TN domains. The consumer of an assurance closed loop configures an assurance goal on a managed entity (example: communication service or a network slice) in the 3GPP management system. This may lead to additional goals or conditions (example: threshold notfications) at the NSI or the NSSI level ACCLs being configured in other technology domains (example: transport, core or RAN management domain). When assurance goals are related to a communication service, they are determined by the service profile or the sliceprofile as presented in TS28.541. Other assurance goals (for example those not related to a serviceprofile or sliceprofile) may be directly configured by the operator.

Since the configuration of a goal at the communication service or at NSI level may lead to goals or conditions being configured at NSSI (or NF or infrstructe) level in multiple domains, prior to configuring those goals or conditions a feasibility check for their configurability is required to maintain network consistency across domains. After a successful the feasibility check the goals or the conditions at the NSSI (or NF) level the 3GPP management system may create those ACCLs in the respective MnS producers.

The MnS consumer provides the original assurance goal to be configured on the communication service or NSI level to the MnS producer. The MnS producer to first checks if the corresponding goals or conditions at the NSSI (or NF) level are feasible and then finally if the goal at the NSI level is feasible. If feasible, the MnS prodcuer configures the said goals or conditions and notifies the MnS consumer of a successful configuration. Furthermore, the 3GPP system may be further integrated with non 3GPP systems to provide a communication service and therefore the MnS consumer may also first request feasibility check of an assurance goal prior to its configuration.

**Start of Change 2**

## 6.2 Requirements

**REQ-CSA-CON-01** The 3GPP management system shall have the capability to take actions for a set of communication services serving certain group of UEs based on the target SLS.

**REQ-CSA-CON-02** The 3GPP management system shall have the capability to collect service experience information.

**REQ-CSA-CON-03** The 3GPP management system shall have the capability to analyse the performance information related to the set of communication services serving certain group of UEs.

**REQ-CSA-CON-04** The 3GPP management system shall have the capability to modify the configuration parameters related to the set of communication services serving certain group of UEs.

**REQ-CSA-CON-05** The 3GPP management system shall have the capability to collect NSI related data from one or more 5GC NF(s).

NOTE 1: An example for NSI related data may be QoE data.

**REQ-CSA-CON-06** The 3GPP management system shall have the capability to derive which communication service is associated to the QoE data from the collected NSI related QoE data.

**REQ-CSA-CON-07** The 3GPP management system shall have the capability to ascertain SLS breach.

**REQ-CSA-CON-08** The 3GPP management system shall have the capability to perform the root cause analysis (e.g., identifying the underlying reason) for an SLS breach.

**REQ-CSA-CON-09** The 3GPP management system shall have the capability to take corrective actions against the root cause identified.

**REQ-CSA-CON-10** The 3GPP management system shall have the capability to translate communicate service requirements to cross domain SLS goal and single domain SLS goal.

**REQ-CSA-CON-11** The 3GPP management system shall have the capability to collect single domain SLS analysis as input to cross domain SLS analysis.

**REQ-CSA-CON-12** The 3GPP management system shall have the capability to allow its authorized consumer to control the SLS assurance (e.g. specify the SLS to be assured, enable/disable, specify the assurance time and update the SLS assurance requirements).

**REQ-CSA-CON-13** The 3GPP management system shall have the capability to allow its authorized consumer to obtain the SLS assurance progress information and fulfil information.

NOTE 2: The management system refers to the producer of management service for SLS assurance.

**REQ-CSA-CON-14** The 3GPP management system shall have the capability to do network prediction (e.g. network resource usage and network performance) by analysing the network operation information in special scenarios.

**REQ-CSA-CON-15** The 3GPP management system shall have the capability to take actions such asnetwork configuration and perform network resource reallocation according to the network prediction results.

**REQ-CSA-CON-16** The 3GPP management system shall have the capability to allow its authorized consumer to limit the set of action capabilities executable by an assurance closed loop.

**REQ-CSA-CON-17** The 3GPP management system shall allow an authorized consumer to set a condition to enable/disable an ACCL.

**REG-CSA-CON-X** The 3GPP management system shall have the capability to check the feasibility of configuring a ACCL goal.

**End of Changes**