3GPP TSG SA WG5 Meeting 137-e

S5-213392
e-meeting, 10th - 19th May 2021




                     






revision for S5-21xxxx
Source:
Alibaba group
Title:
use case – network slice management capability exposure
Document for:
Approval
Agenda Item:
6.5.6
1
Decision/action requested

The group is asked to discuss and approve the proposal..
2
References

[1]
3GPP TS 28.533: "Management and orchestration; Architecture framework"
3
Rationale

This pCR is to study the use case on network slice management capability exposure.
4
Detailed proposal

	Start of 1st Change


5.Y
Use case - network slice management capability exposure
5.Y.1
Description

A use case of network slice management capability exposure can be described as follows:

1. In order to obtain the network slice management capability exposure, an NMCE consumer A firstly have a contract with the Operator A. During the negotiation of the contract, the NMCE consumer A orders its specific requirements for the network slice management capability exposure to the Operator. The order can be done via the following ways: 
a) The NMCE consumer A can use the online check list for the network slice management capability exposure provided by the Operator. The check list can be available through the BSS.
b) Alternatively, the NMCE consumer can negotiate the contract and the related specific requirements on the network slice management capability exposure offline (e.g. through a F2F meeting). 
2. The Operator can upload the contract with the requirement of the network slice management capability exposure to the BSS. The BSS may have the capability to obtain fine grained access control information and generate the permission rules for operations, IOC or partial attributes of IOC. 
3. After the generation of the permission rules, the BSS may transfer the table as a permission configuration file to the 3GPP management system. The permission rules can be configured in EGMF, which take the responsible for managing the permission for all the MnSs within the 3GPP management system. Alternatively, the permission table can also be configured in the MnFs in which certain MnSs are required by the NMCE consumer. The configured permission rule will take effect when the corresponding MnFs receives the requests from the NMCE consumer for network slice management capability exposure, e.g. to read maxNumberofUEs within NetworkSlice, etc.
5.Y.2
Issue and gaps
Gap: 

The definition and the format of the permission rule for network management capability exposure of network slice related managed object is not specified in existing 3GPP management system.
How to configure the permission rule for network management capability exposure of network slice related managed object in 3GPP management system is not specified in current specifications.
	End of Change


	Start of 2nd Change


6
Potential requirement for network management capability exposure
· REQ-NSCE-x The 3GPP management system should have the capability to support operator to configure permission rules for exposing network slice related managed object.
	End of Change


