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Decision/action requested

The group is asked to discuss and agree on the proposal.
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Rationale

In the last meeting, some characteristics, applicability and NRM aspects of assurance report for assurance closed control loop (ACCL) are discussed [5]. In this contribution the attributes of AssuranceReport are further discussed based on the progress from the email discussion and rapporteur call 20210422, especially on the following aspects.

In subclause 9.2.2 in ETSI ZSM009-1 [6], closed control loop information reporting service is described as follows:
The CL information reporting service allows providing current or past information of one or more closed loops or closed loop instances. The CL information may include the health status of the CL, the values of CL attribute(s) as defined in the CL model (defined in 8.1.4), the status of goal fulfilment related to managed (created, updated) CL goals in the past, etc. The closed loop information reporting service is described in Table 9.2.2-1.

Table 9.2.2-1: Service definition

	Service name
	Closed loop information reporting service

	External visibility
	OPTIONAL 

	Service capabilities 

	
	Provide notifications about CL information (M)
	Provide notifications about CL information.


	
	Query CL information (M)
	Query CL information. 

	
	Provide CL performance information (O)
	Provide performance information on CLs. Performance information could include for example the CL’s expected impact time.

	
	Configure service (O)
	Configure what CL information are provided by this service.


In eCOSLA, it is beneficial to introduce the similar feature of AssuranceReport, e.g. to report some actions, the associated policies and analytic information etc in addition to goal fulfilment status. Based on the information, the ACCL MnS consumer may be aware of how the assurance goal is satisfied.
Proposal 1: It is proposed to introduce AssuranceReport IOC for ACCL, some of its attributes are reportId <<string>>, reportStatus<<ENUM>>, timestamp<<string>>, reportType<<ENUM>> and reportContent<<dataType>>. Additional attributes and allowed values could be FFS currently.

In 3GPP Notification Log (NL) (IRP) [7], it is described that “Any Notification Log must, at any one point in time, be capable of holding fault management alarms, configuration management events, performance management events, and event log management events.”.The general purpose NL IRP may not be specific and flexible enough to support the above closed control loop information reporting service.
2. ReportType

According to discussions in [5], there may be different report scenarios for ACCL, e.g. report actions and the associated policies for ACCL coordination.  It may be difficult to define report types according to actual use cases because there would be too many. Some examples could be like the following:

- ReportType for ACCLCoordination, e.g. to report actions and the associated policies for coordination of two ACCLs.

- ReportType for ACCLAnalytics, e.g. to report the analytics information of an ACCL etc.

There could be many other ReportTypes.

ReportType <<dataType>>
	reportType
	It identifies report types for ACCL actions, the associated policies and analytics information etc.

Example of allowedValues:" ACCLCoordination ", "ACCLAnalytics"
	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True


Proposal 2: The reportType could be defined as ENUM for some selected scenarios, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
3. ReportContent
According to discussions in [5], some examples of the ReportContent are described. For different ReportTypes, the ReportContent may be different. A common framework should be more flexible for the MnS consumer to customize their own ReportContent.

ReportContent <<dataType>>
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	action
	M
	T
	T
	F
	T

	associatedPolicyId
	M
	T
	F
	F
	T


An example of attribute properties for reportType ACCLCoordination is as follows, there may be different definitions for other reportTypes, which are FFS depending on more discussions.

	action
	It specifies the ACCL assurance related actions.

For example, for the policyType of ACCLCoordination, example of allowedValues: "escalation", "delegation".
	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True

	associatedPolicyId
	The identification of the policy which applies for the corresponding ACCLCoordination actions.
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True


Proposal 3: The reportContent could be defined as action and the associatedPolicyId for some selected scenarios, the property of action could be defined ENUM, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
4
Detailed proposal

In this contribution, the following proposals are made:

Proposal 1: It is proposed to introduce AssuranceReport IOC for ACCL, some of its attributes are reportId <<string>>, reportStatus<<ENUM>>, timestamp<<string>>, reportType<<ENUM>> and reportContent<<dataType>>. Additional attributes and allowed values could be FFS currently.

Proposal 2: The reportType could be defined as ENUM for some selected scenarios, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
Proposal 3: The reportContent could be defined as action and the associatedPolicyId for some selected scenarios, the property of action could be defined ENUM, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
