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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
[1]	3GPP TS 28.541 
[2]	3GPP TS 28.533
[3]	3GPP TS 28.532
[4]	S5-211458 TD tenant information to support multi-tenancy for network slice management
[5]	3GPP TS 28.552
[6]	3GPP TS 28.554
3	Rationale
3.1 	Introduction
TR 28.804 provides conclusion that when multiple tenants are consuming management capabilities, there is a need to provide management services (e.g. provisioning service, performance management service and fault management service) and managed resource for each tenant.
According to TR 28.804, the tenant as a communication service consumer can share a network slice at network slice level with other communication service consumers, or be served by a dedicated one or more than one network slices. 
[image: ]
Figure 1: the tenants as the CSI can share network slice or consume multiple network slices.
The clarification on how the performance management messages are generated and provided by MnS to tenant is described in TS 28.552. Therefore, the performance measurements that are set to count value of measurement per S-NSSAI are able to support to report this measurement associated to a tenant.
The discussion on this topic is to specify if the support of the provisioning service to network slice is needed in 3GPP management and the tenant IOC is described, for release 17.
S5-211458 from Nokia was endorsed, but the CR that proposes actual changes is not pursed in SA5#135e.
This discussion paper is to provide how the provisioning service used to create/modify/terminate MOI based the tenant request(s).
3.2 The operations of provisioning service for tenant
The createMOI operation is invoked by Provisioning MnS consumer to request the Provisioning MnS producer to create a Managed Object instance in the MIB maintained by Provisioning MnS producer.
First of all, the tenant information should be in BSS system of operator after a tenant signed contract with operator. At BSS level, a customer faced service may be provided to tenant for performance monitoring for communication service, the fault alarm of communication service.
The 3GPP management system can provide the performance measurements and alarm per S-NSSAI, based on the request of authorised MnS consumer.
When communication service consumer (e.g., a Tenant) is to create communication services that are associated to multiple network slice instance. There are options to create the corresponding network slice based on the request from this tenant.
Option 1, Enhance NRM with a tenant IOC associated to S-NSSAI list.
Option 1.1:
Create a tenant IOC in 3GPP system at network slice level.
In this option, the changes to network slice NRM IOC in S5-211458 should be proposed
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In this option, a tenant IOC is optionally created at OSS level for the needs when an authorized MnS consumer to monitor the performance or alarm associated to this tenant IOC. The tenant IOC is supposed to associate one or more than one S-NSSAIs.

Option 1.2:
Create a tenant IOC at CSMF level that maps to network resources (network slice instance). 
In this option,
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3.3		The gap analysis in SA5 spec if any option(s) are agreed in SA5.
If option 1.1 is selected, the tenant IOC modelling as an optional managed object in 3GPP management system may be provided in TS 28.541. Then, the provisioning service and performance management regarding this tenant object can be directly provided at OSS level. There can be some gaps to describe the conditions and scenarios to use this tenant IOC, as this should be limited to scenarios and access control to authorized MnS consumer. For example, only the authorized MnS consumer is allowed to access.
In this case, the related access control how to expose the management operations to authorised MnS consumer may be relevant to Study on access control for management service (UID: 890016). It is supposed to add some clarifications on the relation to this content concluded in the work item.
If option 1.2 is selected, the tenant IOC modelling as an optional managed object in 3GPP management system may be provided in TS 28.541. As the tenant IOC is intended to model a managed object at CSMF level that maps to network slice instance, the clarifications on the use this management object on when and what to invoke provisioning service, PM, fault alarm may be also provided. Since the tenant IOC is considered as an object maintained by CSMF, this topic seems are in the scope of Study on network slice management capability exposure (UID: 910026).

4	Detailed proposal
SA5 is asked to discuss the options and agree option 1.1 in SA5 meeting to support multi-tenancy for network slice management.
SA5 is asked to allow to add conception description to provide clarifications in any selected options to support tenant use for a communication service.
The coordination to TMF on tenant is needed (since the tenant as CSI consumer).
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