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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TS 28.557 Management of non-public networks; Stage 1 and stage 2 v0.4.1
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3	Rationale
It is proposed to update Annex A in draft TS 28.557 [1] to fit more SNPN scenarios.

4	Detailed proposal
[bookmark: _Toc5114131][bookmark: _Toc5114133][bookmark: OLE_LINK1][bookmark: OLE_LINK2]This document proposes the following changes in TS 28.557 [1].
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[bookmark: _Toc66267713]4.2	Roles related to NPN management
In the context of NPNs, responsibilities regarding operations have to be clearly defined and assigned to roles. 
In clause 4.8 of TS 28.530 [2], the roles related to 5G networks and network slicing management are presented. An NPN represents a 5G network with a delimited scope in its use (i.e. non-public use). This means that NPN management can be built upon the roles related to 5G networks management, as long as the scope of these roles is limited to acting on network and services for non-public use. 
According to the above rationale, the roles related to NPN management include:
· NPN Service Customer (NPN-SC): a Communication Service Customer (CSC) which consumes communication services for non-public use, i.e. communication services offered over NPNs. An NPN-SC is the realization of the CSC role (see definition in TS 28.530 [2], clause 4.8) in NPN environments. 
· NPN Service Provider (NPN-SP): a Communication Service Provider (CSP) which provides communication services for non-public use, i.e. communication services offered over NPNs. An NPN-SP is the realization of the CSP role (see definition in TS 28.530 [2], clause 4.8) in NPN environments. 
· NPN Operator (NPN-OP): a Network Operator (NOP) whose management scope is limited to 5G networks for non-public use, i.e. NPNs. An NPN operator is the realization of the NOP role (see definition in TS 28.530 [2], clause 4.8) in NPN environments. 
· Network Equipment Provider (NEP), including VNF supplier: see definition in TS 28.530 [2], clause 4.8.
· Virtualization Infrastructure Service Provider (VISP): see definition in TS 28.530 [2], clause 4.8.
· Data Centre Service Provider (DSCP): see definition in TS 28.530 [2], clause 4.8.
· NFVI Supplier: see definition in TS 28.530 [2], clause 4.8.
· Hardware Supplier: see definition in TS 28.530 [2], clause 4.8.
Note that NEP, VISP, DSCP, NFVI supplier and Hardware Supplier roles are the same as defined for 5G networks and network slicing management. This is because their managed/provided assets are unaware of the public or non-public nature of 5G network and services running atop.
Depending on actual scenarios and the type of NPNs under consideration, i.e. SNPN or PNI-NPN, different relationships can be found between NPN management roles and potential stakeholders, see annex A Deployment considerations on NPN management modes. These relationships will be analysed together with the management aspects specific to each NPN category.
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[bookmark: _Toc66267733]Annex A (informative): Deployment considerations on NPN management modes
The applicability of management modes (cf. clause 4.3) depends on the NPN scenarios under consideration. Different scenarios may exist, depending on the deployment considerations of individual NPN functions. Table A-1 and Table A-.2 capture this variety for SNPN and PNI-NPN scenarios, respectively. 
Table A-1 Applicability of management modes in different SNPN scenarios  
	NPN functions
	Mode 2a
	Mode 2b  
	Mode 2c

	NG-RAN
	indoor; outdoor
	indoor; outdoor
	indoor; outdoor

	5GC
	Packet core (AMF, SMF, NRF, ...)
	on-premise; 
 off-premise (deployed on MNO footprint)
	on-premise;
off-premise (deployed on MNO footprint)
	on-premise; 
 off-premise (deployed on hyperscaler footprint)

	
	Subscription and data-storage manager (UDM, UDR, AUSF, …)
	on-premise;
off-premise (deployed on MNO footprint)
	on-premise;
off-premise (deployed on MNO footprint)
	on-premise

	
	UPF
	on-premise; 
off-premise (deployed on MNO footprint)
	on-premise;
off-premise (deployed on MNO footprint)
	on-premise

	NOTE 1: In case of virtualization of 5GC functions, the VISP role is relevant. The VISP is in charge of managing the virtual resources which support the execution of those VNFs, each hosted by one or more VDUs.
NOTE 2: The vertical may play the VISP role for the virtualization of on-premise 5GC functions. 
NOTE 3: The MNO may play the VISP role for the virtualization of off-premise 5GC functions in Mode 2a and Mode 2b. These 5GC functions are dedicated to the NPN, and therefore are separated from PLMN functions (used for public use).
NOTE 4: AnA hyperscaler may play the VISP role for the virtualization of off-premise 5GC functions in Mode 2c. 
NOTE 5: Off-premise UPF may need to be deployed at the Telco Edge Cloud, typically due to performance constraints. 



Table A-2 Applicability of management modes in different PNI-NPN scenarios  
	NPN functions
	Mode 1a
	Mode 1b

	NG-RAN
	indoor; outdoor
	indoor; outdoor

	5GC


	Packet core (AMF, SMF, NRF, ...)
	off-premise (deployed on MNO footprint)
	off-premise (deployed on MNO footprint)

	
	Subscription and data-storage manager (UDM, UDR, AUSF, …)
	off-premise (deployed on MNO footprint)
	on-premise;
off-premise (deployed on MNO footprint)

	
	UPF
	off-premise (deployed on MNO footprint)
	on-premise; off-premise (deployed on MNO footprint)

	NOTE 1: In case of virtualization of 5GC functions, the VISP role is relevant. The VISP is in charge of managing the virtual resources which support the execution of those VNFs, each hosted by one or more VDUs.
NOTE 2: The vertical may play the VISP role for the virtualization of on-premise 5GC functions. 
NOTE 3: The MNO may play the VISP role for the virtualization of off-premise 5GC functions in Modes 1a and 1b. 
NOTE 4: Off-premise UPF may need to be deployed at the Telco Edge Cloud, typically due to performance constraints.
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