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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TS 28.557 Management of non-public networks; Stage 1 and stage 2 v0.4.1

3	Rationale
[bookmark: OLE_LINK4]It is proposed to add content of exposure of management capabilities and generic requirements for management of NPN in draft TS 28.557 [1].

4	Detailed proposal
[bookmark: _Toc5114131][bookmark: _Toc5114133][bookmark: OLE_LINK1][bookmark: OLE_LINK2]This document proposes the following changes in TS 28.557 [1].
	[bookmark: _Toc384916784][bookmark: _Toc384916783]1st Change



[bookmark: _Toc66267715]4.3.1	Specific management aspects
Vertical industries have a very wide range of use cases with very diverse requirements comparing with management of traditional PLMN. Management of NPN has the following specific aspects:
· Assurance for diversified SLA requirements: The diversified SLA requirements from different kinds of vertical industries need to be guaranteed, e.g. manufacturing industry and medical care need ultra-reliable low-latency wireless connectivity and indoor, outdoor or hybrid coverage NPN deployments. Other than performance requirements (e.g. ultra-low latency, ultra-high reliability), functional and operational requirements should also be guaranteed in SLA, e.g. high-precision positioning, real-time monitoring, etc.
· Support of different O&M models: an O&M model allows specifying who is responsible for managing what part of the network. The various NPN scenarios, with a number of vertical use cases and a plenty of deployment variants, in some cases may lead to the definition of different O&M models. For example, many small and medium-sized enterprises (SME) do not have sufficient technical expertise for their NPNs' deployment and operation. Therefore, cooperation with PLMN Operators to obtain O&M of NPNs from PLMN Operators might be the most cost-effective way for such customers. On the other hand, large enterprises like electric utility companies might want to have their own O&M for their NPNs to fulfil specific requirements.
· Management capability exposure: this expresses the ability of an NPN-SP to expose some management capabilities, such as performance and KPIs monitoring and provisioning management capabilities, to the corresponding NPN-SC. The NPN-SP makes the selected NPN management capabilities available through well-defined APIs to allow the NPN-SC to consume these capabilities, as well as extending them with their own operation and maintenance systems, if needed. NPN-SC may provide their business objectives by intents and policies management to NPN-SP and no need to focus on detailed configuration parameters of NPNs. The mobile management capabilities exposed to the enterprise are as follows. 
· Management capability of configuration: The vertical may request to mobile network operator for a limited management capability which would enable the enterprise to dynamically change the configuration parameters (e.g. CAG configuration). As an example, an NPN may have a partial failure and running with limited capabilities and in such a situation, only the critical traffic is allowed by means of admission control or prioritization as required by the enterprise which may depend on the network condition and traffic demand at that time.
· Management capability of performance assurance: The performance assurance capabilities that may be provided to the enterprise may include creation of certain measurement jobs and selecting the type of data analytics and performance to be monitored, e.g., performance related to various traffic types, geographical areas, different device types, for a specific group of devices, for certain traffic congestion situation and analytical KPIs related to performance predictions.
                     Editor’s NOTE: Management capability of fault supervision is FFS.

	2nd Change


[bookmark: _Toc34300950][bookmark: _Toc66267729]5.2.1	Generic requirements for management of NPN
REQ-NPN-FUN-01 The 3GPP management system shall have the capability to monitor the performance measurements and KPIs associated with an NPN.
REQ-NPN-FUN-02 The 3GPP management system shall have the capability to provide the performance measurements and KPIs associated with an NPN to authorized NPN service provider or NPN service consumer. 
REQ-NPN-FUN-03 The 3GPP management system shall have the capability to receive SLA requirements from authorized NPN service consumer and then translating the SLA requirements into service and network resources related requirements.
REQ-NPN-FUN-04 The 3GPP management system shall have the capability to evaluate SLS assurance related to an NPN.
REQ-NPN-FUN-0x The 3GPP management system shall have the capability to support management capabilities exposure, which includes management capabilities of network provisioning and performance assurance to the authorized NPN service consumer.

	End of change



