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Decision/action requested

Add gap analysis for security risk assessment in section 6.10.1.4
2
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3
Rationale

Add gap analysis in section 6.10.1.4 related to network security risk assessment analysis
4
Detailed proposal

First Change
6.10.1.4 
Gap Analysis 
· Identify potential security risks and propose countermeasures to mitigate them
· Introduce the following performance measurements: 
· Virtual NF Re-location: Timing/duration and success rate

· Frequency of virtual NF Re-location: Rate of relocation 

· Virtual NF location: NF location with respect to a data network 
· MDAS resport attributes: 
· Identify security incident  
· Indicate the location affected from a security incident 

· Idicate the network object affected by the security incident

· Identify the originator of the security incident

· Idicate termination or isolation of network objects affected by the security indicent
· Indicate to harden security and the type of security upgrate related to the network objects affected by the security indicent 
Open issues: None
Feasibility: Yes, there is no issue. 

End of Change
