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1. Overall Description:

3GPP TSG WG5 (Telecom Management) thanks 5G-ACIA for your LS on 5G capabilities exposure for factories of the future.

5G capabilities can be exposed to connected industries and automation applications from 3 perspectives:
1. Network Function: 
3GPP TS 23.501 specifies NEF (Network Exposure Function), a 5G core network function which capabilities include
:


a. Exposure of 5G Core Network 

capabilities and events

b. Secure 

 provision of information from external application to 3GPP network

c. Translation of internal-external information



d. Exposure of analytics, etc.



NEF communicates with external AF (Application Function) via the 3GPP N33 reference point. 
3GPP SA2 is responsible for the specification of the N33 reference point.
3GPP SA3 is responsible for associated security aspects. 

5G-ACIA White Paper depicts an example of external AF which is an IIoT application function 

in the IT enterprise domain using the ‘5G exposure reference point En’ to communicate with the 5G non-public network (cf. Figure 2 in [2]).

3GPP SA5 is responsible for associated charging aspects, in particular for Northbound APIs charging.

3GPP SA5 is responsible for management plane exposure of the Network Function as specified below in OSS.



2. OSS (Operations Support System)
3GPP SA5 specifies 5G Core network and RAN management capabilities which include: 


a. Network Element / Network Function management,

b. Network management (including network slice management in a scenario such as ‘NOP internals’ – cf. TS 28.530),

c. Service management (including network slice management in a scenario such as ‘Network Slice as a Service’ (NSaaS) – cf. TS 28.530).
3GPP 5G Management Services (MnS) offered by the 5G management system act on network elements / network functions, networks and services, and may be

 exposed to external consumers. The 3GPP exposure governance management function is in charge of management service exposure governance. 3GPP MnS consumers may be in the Network Operator (NOP) domain or outside the NOP domain (e.g. in the Vertical domain).
3GPP SA5 is responsible for the specification of the 5G Management Services.
3GPP SA3 is responsible for associated security aspects.
5G-ACIA 5G exposure reference point En also includes the interactions between 3GPP MnS producers and their consumers for network monitoring (cf. section 4.3.1 of [2]). The 3GPP Fault Supervision MnS and Performance Surveillance MnS could be used to support network monitoring.
5G-ACIA 5G exposure reference point Nm supports interactions between 3GPP MnS producers and their consumers for network configuration and maintenance (cf. section 4.3.2 of [2]). The 3GPP Provisioning MnS could be used to support network configuration and maintenance.

3. BSS (Business Support System): in TM Forum FrameworX, services offered by Communication Service Providers (CSP) are marketed to customers (Communication Service Customers – CSC) as product offerings. Depending on the Service Level Agreement (SLA) between the CSP and its CSCs, the latter ones may have access to some service level features. In case of NPN, NPN Service Providers may offer some service-level access to their NPN Service Customers.

TM Forum is responsible for the specification of the FrameworX, in particular of Shared Information Data Model (SID) (GB 922).

2. Actions:

To 5G-ACIA:

1. Please take the above information into account and provide feedback if needed.
2. Please keep us informed of the progress of your work on 5G capabilities exposure for factories of the future.
3. Date of Next TSG-SA WG5 Meetings:

SA5#133
12-16 October 2020 (TBC)
Electronic meeting
SA5#134
16-20 November 2020 (TBC)
Electronic meeting
SA5#135
25-29 January 2021
TBC
SA5#136
1-5 March 2021
Kyoto (JP)
�Not sure we should put this details in SA5 reply, maybe put some general description and leave the details to other groups? 


�This is already a summary of NEF capabilities. I copied this from TS 23.501 clause 6.2.5.


�OK. I see. But as 5G-ACIA paper specifically talked about management plane/control plane/user plane, but we don't mentioned the 3 categories in our reply. Do you think this may be interpreted as NEF expose management plane for NF also? 


�This is NOT text in clause 6.2.5 of TS 23.501.


�OK, let’s keep the text as it is. 


�This is NOT text in clause 6.2.5 of TS 23.501.


�OK, let’s keep the text as it is.


�Could you please elaborate this bullet?


�This is th exact text from clause 6.2.5 of TS 23.501.


�OK, let’s keep the text as it is.


�I think that this is already covered by the two following sentences: ‘NEF …N33 reference point’. No need for this new sentence.


�OK


�It does not behave as external AF, it is external. I think this sentence is now more complicated to understand.


�Ok. How about the new change proposal?


�I’m fine with this proposal ;-)


�This is now a mix with the OSS perspective. I don’t adhere to this proposal.


�I think SA5 MnS could also provide management plane exposure for NF, how to capture this information in this NF category? 


�For me, this sentence should be placed below, in the OSS section.


�These three levels were not dealing with exposure. They are there to define the scope of this ‘OSS perspective’ and show that this is all about the management of NE/NF, network and service.


�Ok, reworded





�No. They are not necessarily exposed to external consumers.


�OK with no change.





