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1	Decision/action requested
The group is asked to approve the proposal.
2	References
[1]	3GPP TR 28.810 v0.5.0: “Study on concept, requirements and solutions for levels of autonomous network”
3	Rationale
Editorial improvements to improve TR 28.810 [1].
4	Detailed proposal
This contribution proposes to make the following changes in [1].

	1st Change


[bookmark: _Toc42846717][bookmark: _Hlk39838508]
[bookmark: _Toc42179838]4.2	Concept of network autonomy
Network autonomy describes the telecom system (including management system and network) capability which is able to be governed by itself with minimal to no human intervention. Some features discussed in 3GPP are related to network autonomy. Following are some examples:
· Self-Organizing Network (SON)
· Management data analytics
· Intent driven management
· Closed loop SLS assurance


	2nd Change



[bookmark: _Toc42179843]4.4.3	Management scope
The network autonomy can be implemented in different management scopes, the complexity of network autonomy depends on the management scope. For example, it will be more challengeing for the telecom system to achieve the network autonomy on cross domain layer than domain layer, because more autonomy mechanism needs to be introduced for the coordination between different domains.
Following are potential scopes of network autonomy:
· Autonomy in NE layer, which means the autonomy mechanism is executed in the NE.
· Autonomy in domain layer, which means the autonomy mechanism is executed in the MnF(s) in domain.
· Autonomy in cross domain layer, which means the autonomy mechanism is executed in the MnF(s) in cross domain.
· Autonomy in communication service layer, how to execute the autonomy mechanism in communication service layer is FFS.
[image: ]
Figure 4.4.3-1 Autonomy for different management scope
[bookmark: _Toc42179844]4.4.4	Scenarios
[bookmark: OLE_LINK10]The network autonomy can be implemented for different scenarios, the complexity of network autonomy depends on the detailed scenarios where it is applied. Also it will be more challengeing for the telecom system to achieve the network autonomy for full scenarios than for certain scenarios. For example, autonomy applicability of network deployment will be more challengeing for combined outdoor combine and indoor scenario than only outdoor scenario.

	3rd Change



[bookmark: _Toc42179849]5.1.3 Potential classification of network autonomy for fault recovery
Each of the detailed task in clause 5.1.2 can be accomplished either manually by the operator or automatically by the telecom system. Following are the potential classifications of network autonomy for fault recovery based on the participation degree of the human operator and the telecom system:
 Level 0: 
-	All the tasks in the fault recovery workflow in clause 5.1.2 are accomplished by human.
 Level 1: 
-	Fault related information are collected (Task B) automatically by telecom system based on human predefined rules. Fault recovery actions (Task H) which can be executed without human intervention (e.g. system initialisations, activation of a backup or fall back software load) are triggered by human and executed by telecom system based on human defined execution rules. 
-	All the other tasks in the fault recovery workflow are accomplished by human.
 Level 2: 
-	Compared to Level 1, telecom system additionally assist human operator to filter the alarms (Task C) based on the filtering rules predefined by human operator. Fault recovery execution (only for the actions that can be executed without human intervention) (Task H) are triggered by human and fully executed by telecom system based on human defined rules.
-	All the other tasks (Task A, Task D, Task E, Task F and Task G) are accomplished by human.
 Level 3: 
-	Compared to Level 2, telecom system can additionally identify the fault domain and type (Task D except for fault prediction) and analyse the root cause of the network fault (Task E). For certain network faults, telecom system can accomplish the fault recovery mechanism analysis (Task F) and action generation (Task G) based on the fault recovery policies pre-defined and specified by human.
-	Fault recovery intent translation (Task A) is accomplished by human, and all the other tasks (Task F and Task G) are accomplished by human operator for most of the faults except several conventional ones.
 Level 4: 
-	Compared to Level 3, the fault recovery mechanism analysis (Task F) and action generation (Task G) are accomplished automatically by telecom system without human intervention. Telecom system also can predict the fault based on service performance (e.g. QoE, call drop ratio, user experience). For certain scenario, telecom system additionally assist human operator to translate the fault recovery intent to the detailed fault recovery policies (Task A) based on human predefined policies.
-	Intent translation policies can be pre-defined and specified by human.
 Level 5: 
-	The entire fault RCA and recovery workflow is accomplished automatically by telecom system without human intervention and human predefined rules or policies.
-	Human can but not have tooptionally supervise the fault recovery decision generated by telecom system.
Figure 5.1.3-1 illustrate the classification of network autonomy for fault recovery.
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Figure 5.1.3-1 Classification of network autonomy for fault recovery
[bookmark: _Toc42179850]5.2	Network optimization use case example for classification of network autonomy
[bookmark: _Toc42179851]5.2.1	Coverage optimization use case example for classification of network autonomy
[bookmark: _Toc42179852]5.2.1.1 Introduction
Coverage is critical for good user experience, however, coverage optimization is complexity. Full autonomy of coverage optimization for whole network is a long term goal, it will be beneficial for operator to achieve this goal step by step and have clear view on which typical issues can be addressed by utilizing network autonomy mechanism in corresponding steps.

	4th Change



[bookmark: _Toc42179867]6.1.2 	Framework approach for classification of autonomous network level
According to the potential categorization of the tasks in a general network autonomy workflow, a framework approach for classification of autonomous network level is introduced as following, which is used for evaluating the autonomy capability of telecom system.
Table 6.1.2 Framework approach for classification of autonomous network level
	Autonomous network level
	Task categories

	
	Execution
	Awareness
	Analysis
	Decision
	Intent translation

	L0
	Manual operating network
	Human
	Human
	Human
	Human
	Human

	L1
	Assisted operating network
	Human & Telecom system
	Human & Telecom system
	Human
	Human
	Human

	L2
	Preliminary autonomous network
	Telecom system
	Human & Telecom system
	Human & Network system
	Human
	Human

	L3
	Intermediate autonomous network
	Telecom system
	Telecom system
	Human & Telecom system
	Human & Telecom system
	Human

	L4
	Advanced autonomous network
	Telecom system
	Telecom system
	Telecom system 
	Telecom system
	Human & Telecom system

	L5
	Full autonomous network
	Telecom system
	Telecom system
	Telecom system 
	Telecom system
	Telecom system

	Note 1: Human reviewed decision have the highest authority in each level if there is any confliction between human reviewed decision and telecom system generated decision.
Note 2: The present order of above five task categories does not reflect the workflow sequence.


Level 0 manual operating network: No categorization of the tasks is accomplished by telecom system itself.
Level 1 assisted operating network: A part of the execution and awareness tasks are accomplished automatically by telecom system itself based on human defined rules. At this level, telecom system can assist human to improve the execution and awareness efficiency.
Level 2 preliminary autonomous network: All the execution tasks are accomplished automatically by telecom system itself. A part of the awareness and analysis tasks are accomplished automatically by telecom system itself based on human defined policies. At this level, telecom system can assist human to achieve the closed loop based on human defined policies.
Level 3 intermediate autonomous network: All the execution and awareness tasks are accomplished automatically by telecom system itself. A part of the analysis and decision tasks are accomplished automatically by telecom system itself based on human defined policies. At this level, the telecom system can achieve the closed loop automation based on the human defined closed loop automation policies.
Level 4 advanced autonomous network: All the execution, awareness, analysis and decision tasks are accomplished automatically by telecom system itself. And intent translation tasks can be partly accomplished automatically by telecom system itself based on human defined intent translation policies. At this level, telecom system can achieve the intent driven closed loop automation based on human defined intent translation policies, which means the telecom system can translate the intent to the detailed closed loop automation policies based on human defined intent translation policies.
Level 5 fully autonomous network: The entire network autonomy workflow is accomplished automatically by telecom system without human intervention. At this level, telecom system can achieve the whole network autonomy.
Note: Above framework approach for classification of autonomous network level are applicable for evaluating the autonomous network level from both management scope and scenario perspective. The overall autonomous network level of the whole telecom system is a comprehensive reflection of autonomous network level of the individual management scope and scenarios, which means in fully autonomous network level, the telecom system can achieve the whole network autonomy for all management scopes and scenarios.

	5th Change



[bookmark: _Toc42179870]6.2.2 	Potential relation with autonomous network related standardized features and interfaces
According to Clause 4.4.2 and Clause 6.1, a framework approach for classification of autonomous network level is based on the potential categorization of the tasks in a general network autonomy workflow, i.e. intent translation, awareness, analysis, decision and execution. According to Clause 4.4.3, the network autonomy can be implemented in different management scopes, i.e. NE layer, domain layer, cross domain layer and communication service layer. 
Regarding this general network autonomy workflow and different management scopes, the relation among the autonomous network levels and autonomous network related standardized features is described as following: 
-	Standardized features in 3GPP SA WG5
-	Work item 850030 SON_5G “Self-Organizing Networks (SON) for 5G networks” specified the concepts, use cases, requirements, and procedures for the SON functions in 5GS. As described in Clause 4.1 in TS 28.313 [6], based on the location of the SON algorithm, SON is categorized into four different solutions, i.e. Cross Domain-Centralized SON, Domain-Centralized SON, Distributed SON and Hybrid SON. And the SON algorithm may consist of the functionalities including Monitoring, Analysis, Decision, Execution and Evaluation. The autonomy capabilities of various SON functions in 5GS may be different and therefore lead to different capabilities of autonomy on workflow and management scopes which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for the workflow and management scope capabilities of SON functions.
-	Study item 850028 FS_eMDAS “Study on enhancement of Management Data Analytics Service” studied concepts, process and role of MDAS, the use cases, potential requirements and possible solutions regarding the relation and interaction between MDAS and other NF functionalities are studied as well. It is described in Clause 5.1 in TR 28.809 [7] that the MDA plays the role of Analytics in the management loop and techniques such as AI and ML (e.g., ML model) may be utilized. The autonomy capabilities of various MDAS may be different and therefore lead to different capabilities of autonomy on analytics which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for the analysis capabilities of MDAS.
-	Work item 850026 COSLA “Closed loop SLS Assurance” specified a closed loop assurance solution that helps an operator to continuously deliver the expected level of communication service quality. It is described in Clause 4.2 in TS 28.535 [8] that the management control loop for communication service assurance consists of Monitoring, Analysis, Decision and Execution, and in an open control loop, the human operator intervenes in one or more of the process steps of the loop while in a closed control loop, there is no direct involvement of a human operator or other operations system in the control loop. The process steps of the management control loop for communication service are covered by the general network autonomy workflow and the autonomy capabilities of the management control loop may be different and therefore lead to different capabilities of autonomy on awareness, analysis, decision and execution, which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for the management control loop for communication service.
-	5G MDT, Trace, PM, QoE related work items, such as work item 860021 5GMDT “Management of MDT in 5G”, work item 820036 TM_SBMA “Trace Management in the context of Services Based Management Architecture”, work item 810031 5G_SLICE_ePA “Enhancement of performance assurance for 5G networks including network slicing”, work item 760058 QOED “Management of QoE measurement collection”, are relevant with the management of network and service data collection. The autonomy capabilities of these standardized features may be different and therefore lead to different capabilities of autonomy on awareness, which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for these features.
-		Work item 820032 eNRM “NRM enhancements” specified the enhancement of NRM for SBA based 5G networks including NF Service Managed Object modelling, NF profile associated to a core control plane NF modelling, and NF & NF Service instance status and registration status modelling. They are relevant with the network and service configuration. The modelling of NRM and autonomy capabilities of the configuration may be different and therefore lead to different capabilities of autonomy on execution, which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for NRM normative work.
-	Work item 810027 IDMS_MN “Intent driven management services for mobile networks” studied intent driven management concept, scenarios and standard consideration for intent driven  MnS. Intent translation is described in Clause 4.1.4 in TR 28.812 [5]. The Intent driven MnS producer is responsible for receiving intent and translate it to detailed requirements. The autonomy capabilities of various Intent driven MnS producers may be different and therefore lead to different capabilities of autonomy on intent translation, which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for the intent translation capabilities of Intent driven MnS producers.
-	Standardized features in 3GPP SA WG2
-	Work item 830047 eNA “Enablers for Network Automation for 5G” specified architecture enhancements for 5G System to support network data analytics service and framework to enable data collection and provide analytics to consumers. Extensions to NWDAF services to support the analytics that are required for e.g. QoS Profile Provisioning, Traffic Routing, Future Background Data Transfer and Slice SLA, etc. were defined as well. The autonomy capabilities of various NWDAF may be different and therefore lead to different capabilities of autonomy on data collection (i.e. awareness) and analysis which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for the data collection and analysis capabilities of NWDAF.
-	Standardized features in 3GPP RAN
-	Study item 801000 FS_LTE_NR_data_collect “Study on RAN-centric Data Collection and Utilization for LTE and NR” and work item 840091 “SON (Self-Organising Networks) and MDT (Minimization of Drive Tests) support for NR” specified the support of SON features, including MRO, MLB, and RACH optimization and MDT (Minimization of Drive Tests) features and L2 measurements as described in TR 37.816, TS 38.314, TS 37.320. TS 38.300, TS38.331, TS38.420, etc. These SON/MDT features are expected and specified to support network autonomy on network awareness (e.g. MDT features support automatic network data collection by measurements enhancement), decision and execution (e.g. MRO, MLB and RACH optimization support automatic UE reporting, inter-node information exchange, interface and network configuration enhancements). The autonomy capabilities of these SON/MDT features may be different and therefore lead to different capabilities of autonomy on awareness, decision and execution, which may lead to different autonomous network levels. On the other hand, different autonomous network levels may lead to different requirements for the SON/MDT features.
Different autonomous network levels may affect standardized interfaces (i.e. MnS) as well. The higher autonomous network level may request more sufficient detailed network or service data to improve the capability on awareness and request faster  configurations to improve the capability on execution, therefore lead to the enhancement of data collection and configuration related interfaces. 
On the other hand, in a multi-vendor scenario, the higher autonomous network level may request simpler standardized interfaces (i.e. MnS) to reduce the interoperability complexity of 5G network management, and improve the network operating efficiency and automation performance.

	[bookmark: _Toc462827461][bookmark: _Toc458429818]End of changes
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