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1
Decision/action requested

This discussion paper intends to clarify the subscriber identifier aspect for Network Slice Management charging, and solve following Editor's Note:
                               Editor's Note: depending on the model, whether the subscriber is always the MnS consumer is ffs.

Editor's Note: the different types of MnS consumer needs to be determined. 
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Rationale
Following abbreviations (from TS 28.530 and NG.116) are used:
Communication Service Customer (CSC): Uses communication services, e.g. end user, tenant, vertical. 

Communication Service Provider (CSP): Provides communication services. Designs, builds and operates its communication services. The CSP provided communication service can be built with or without network slice.  
Network Operator (NOP): Provides network services. Designs, builds and operates its networks to offer such services. 

Network Slice Customer (NSC): The Communication Service Provider (CSP) or Communication Service Customer (CSC) who uses Network Slice as a Service. 
Network Slice Provider (NSP): The Communication Service Provider (CSP) or Network Operator (NOP) who provides Network Slice as a Service.
A) Business relationships considerations: 

· Are in the scope: 
·  
CSP-NOP business relationships :
· For "Network Slices as NOP internals", when the NOP decides to deploy network slices for the Communication Services of the CSP.
· For NSaaS, when the Communication Services offered by the CSP is the Network Slice and the CSP is allowed to use provisioning MnS exposed by NOP.
· For CSP acting as a NSC and the NOP acting as a NSP
· 
CSP-CSC business relationships for NSaaS:
·  When the Communication Services offered by the CSP to CSC is the Network Slice.
· For CSP acting as a NSP and CSC acting as a NSC

· Are out of scope:

· 
CSC-CSC's subscribers business relationships. 

· 
CSP-CSC business relationships, for Communication Services different from NSaaS.

The figure below from TS 28.530 is used to highlight the scope. 
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B) High level use cases

Below descriptions are based on TS 28.530 [3] concepts and high-level use cases, based on the assumption CSPs, NOP and CSCs are all separate providers. 
1) High-level use case 1 - NSI creation for Communication services ("Network Slices as NOP internals") - multiple CSPs - multiple CSCs
Assumptions:

One NOP, 2 CSPs (CSP_1, CSP_2):

· 2 Communication Services ordered by CSC_1, one Communication Service ordered by CSC_2, the 3 CSs managed by CSP_1
· one Communication Service ordered by CSC_2, and one Communication Service ordered by CSC_3, and both CSs managed by CSP_2.
CSP hosts a CSMF, and NOP hosts a NSMF.
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Steps description

1. CSC - CSP: Order

-  CS1 and CS2 ordered by CSC_1 and CS3 ordered by CSC_2 towards a CSP_1:    

· CS1: "Cloud Gaming": The Business to consumer (B2C) service offered by the CSC to CSC's subscribers (i.e. end users) is not the scope here.
· CS2: "Factory robots": The Business to business (B2B) service offered by the CSC to CSC's subscribers (i.e. factory robots enterprise) is not the scope here.
· CS3: “Mission Critical Voice Communication Service”: The Business to consumer (B2C) service offered by the CSC to CSC's subscribers (i.e. end users) is not the scope here.
- CS4 ordered by CSC_2  and CS5 ordered by CSC_3, towards CSP_2 (CSs not detailed).     

2. CSP - NOP: SLS as input for NSI preparation phase 
- the communication services (CSs) are managed by CSP (hosting the CSMF): based on TS 28.530 chapter 5.4.1 "The CSP declares communication service(s) requirements to the operator. These requirements are called Service Level Specification (SLS)".
Based on the definition for SLS:

Service Level Specification (SLS): “a set of service level requirements associated with a Service Level Agreement (SLA) to be satisfied by a network slice”.

Each CSP constructs SLS for each received order from CSC(s) (in this example one per CS per CSC), and maintains the association between each CSC and ordered CS(s).

Based on received SLSs, the NOP decides to use Network Slicing and prepares related NSIs: in this example one NSI per SLS. 
3. CSP - NOP: NSI creation - commissioning phase  

- NSIs creation (TS 28.530 chapter 5.4.2 (Provisioning of NSI)) achieved by use of Provisioning API(s) exposed by NOP (NSMF) constructed from SLSs supplied by CSP : the CSs Service Profile captures SLSs requirements.
· SLSs supplied by CSP_1:
· "CS1 Service Profile" constructed from CS1_SLS requirements.   
· "CS2 Service Profile" constructed from CS2_SLS requirements.   
· "CS3 Service Profile" constructed from CS3_SLS requirements.  

· SLSs supplied by CSP_2: 
· "CS4 Service Profile" constructed from CS4_SLS requirements.   
· "CS5 Service Profile" constructed from CS5_SLS requirements. 
Each NSI is created, satisfying dedicated CSx_SLS requirements via corresponding CSx Service Profile.
Depending on relationship and deployment model between the NOP and the CSPs, possible options are:  
a) Direct use of Provisioning API(s) by the CSP (CSMF): the MnS consumer of Provisioning is the CSP.
b) Use of Provisioning API(s) by an intermediate entity on behalf of the CSP: the MnS consumer of Provisioning is the intermediate entity.
c) Use of Provisioning API(s) by the NOP on behalf of the CSP: the MnS consumer of Provisioning is the NOP.
Regardless of the options used, the NOP associates each CS Service Profile to the corresponding CSP: from the NOP's perspective the subscriber of the network slice is the CSP the CS Service Profile comes from.  
In this example there are two subscribers: CSP_1 subscribed-to NSIs via CS1/CS2/CS3 Service Profiles, and CSP_2 subscribed-to NSIs via CS3/CS4 Service Profiles.
Conclusion: The network slice subscriber is the party for which the network slice instance(s) is(are) created, satisfying the requirements defined under the CS Service Profile. 

Although it is a possible option for the network slice subscriber to be a direct consumer of provisioning MnS, it is not the only one.
2) High-level use case 2 - NSI creation in a "Network Slice as a Service (NSaaS)" model 
Assumptions:

Same assumptions as for use case 1, with the difference each Communication Service is a Network Slice (NSaaS1, NSaaS2, NSaaS3, NSaaS4, NSaaS5).
The focus for this use case is the interaction between the CSP and the CSCs. 

Steps description

1. CSC - CSP: Order

NSaaSs ordered by CSC_1 and CSC_2 to CSP_1, and NSaaSs ordered by CSC_2 and CSC_3 to CSP_2.      
2. CSP : NSI preparation phase 

- the NSaaS communication service is managed by the CSP, and each CSP constructs SLS for each received order from CSC(s) (in this example one per NSaaS per CSC), and maintains the association between each CSC and ordered CS(s).

The NSIs are prepared based on NSaaS SLSs. 
3. CSP: NSI creation - commissioning phase 

The Provisioning MnS is used by the CSP for NSI creation, with SLS requirements captured under the NSaaSs Service Profile for each CSC.  
From the CSP's perspective the subscriber of the network slice is the CSC the NSaaS Service Profile comes from. 

In this example there are two subscribers per CSP: 

· for CSP_1, CSC_1 subscribed-to NSIs via NSaaS1/ NSaaS2 Service Profiles, and CSC_2 subscribed-to NSIs via NSaaS3 Service Profile

·  for CSP_2, CSC_2 subscribed-to NSIs via NSaaS4 Service Profile, and CSC_3 subscribed-to NSIs via NSaaS5 Service Profile.
Conclusion: The network slice subscriber is the party for which the network slice instance(s) is(are) created, satisfying the requirements defined under the NSaaS Service Profile. 

C) Multi-tenancy concept 

The different business relationships rely on 3GPP management system capability to support multi-tenancy concept, by allowing communication services to be associated to a particular tenant, and management capabilities to be exposed to a particular tenant.

· In CSP-NOP business models, the tenancy concept applies between CSPs and NOPs (i.e. a CSP is a tenant for a NOP):  

· For "Network Slices as NOP internals", the Communication Services the network slices are created for, are associated to CSP(s) by the NOP. 

· For NSaaS, the provisioning MnS is exposed to CSP(s) by the NOP, the created network slices are therefore associated to the CSP.   

· In CSP-CSC business models for NSaaS, the tenancy concept applies between CSCs and CSPs (i.e. a CSC is a tenant for a CSP): the created network slices are managed by the CSP and associated to the CSC by the CSP.

Conclusion: The tenancy concept can be used to identify the network slice subscriber, i.e. the party for which the network slice instance(s) is(are) created, satisfying the requirements defined under the Service Profile.
D) "Subscriber Identifier" as defined for Nchf

The subscriber is identified by the SUPI in Nchf. 

The SUPI is defined in clause 5.9.2 of 3GPP TS 23.501 as  

"A globally unique 5G Subscription Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G System and provisioned in the UDM/UDR. The SUPI is used only inside 3GPP system, and its privacy is specified in TS 33.501 [29]."
Although it can be used for private networks with a network-specific identifier using NAI format (username@realm) it is not appropriate in the Network slicing, to identify a "Network Slice Subscriber".

4
Detailed proposal

It is proposed to conclude on:

· the following definition for Network Slice Subscriber: 
"The party for which the network slice instance(s) is(are) created, satisfying the requirements of subscribed-to service(s)."
· the Network Slice Subscriber may be the Consumer of the MnS Provisioning: this depends on relationship model between the subscriber and the party the MnS producer belongs to.
· Introduce the "Tenant Identifier" to identify the Network Slice subscriber.
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