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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]
3GPP TS 28.535: Management and orchestration; Management Services for Communication Service Assurance; Requirements 
3
Rationale

This contribution is to add the use case of 5G core for communication service assurance
4
Detailed proposal

First change
6.1.x

5G Core assisted SLS communication service Assurance
The goal of this use case is to describe 5G Core management to assure SLS (Service Level Specifications) for a particular communication service in 3GPP management system.The pre-condition of this management to 5GC to ensure SLS is that the configurations to the control plan functions and resource configurations related to 5GC is available for use of SLS communication service assurance..

3GPP management system configures the management resource and 5GC network functions (e.g. AMF, SMF, NWDAF) to monitor particular measurements and fault alarms that is relevant to the SLS. 3GPP management system is capable to set the goal of SLS related to 5GC and set control loop for particular service assurance goal. Since, for example, an network slice for eMBB can provide multiple communications service instances, one or multiple control loop for service assurance goals are set, and moniter the network resource and performance measurements when do not meet the SLS. During the process of service assurance of 5GC, the MDAS provider is requested to provide analysis of network resource, virtual resource and performance assurance related to the goal of SLS in 5GC.
Together with the report from NWDAF, performance measurements and fault alarms related 5GC NFs are also given for analysis of any potential service degration.
Second change
Requirements

REQ-CSA-CON-01 The 3GPP management system shall have the capability to take actions for a set of communication services serving certain group of UEs based on the target SLS.
REQ-CSA-CON-02 The 3GPP management system shall have the capability to collect service experience information.

REQ-CSA-CON-03 The 3GPP management system shall have the capability to analyse the performance information related to the set of communication services serving certain group of UEs.
REQ-CSA-CON-04 The 3GPP management system shall have the capability to modify the configuration parameters (e.g., 5GC NF configurations) related to the set of communication services serving certain group of UEs. 

REQ-CSA-CON-05
The 3GPP management system shall have the capability to collect NSI or NSSI related QoE data from NWDAF.

REQ-CSA-CON-06
The 3GPP management system shall have the capability to derive CSI related QoE data from the collected NSI related QoE data.

REQ-CSA-CON-07
The 3GPP management system shall have the capability to ascertain SLS breach.

REQ-CSA-CON-08
The 3GPP management system shall have the capability to perform the root cause analysis (e.g., identifying the underlying reason) for an SLS breach.

REQ-CSA-CON-09
The 3GPP management system shall have the capability to take corrective actions against the root cause (e.g., virtual resource shortage) identified.
NOTE: The management system refers to the producer of management service for SLS assurance.
End of change
