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2. INTRODUCTION

The intent of this contribution is to extend the current designations on compliance to the 3GPP SA5 CORBA specifications (TS 32.111-3 [3], TS 32.106-3 [7] and TS 32.106-6 [10]). The current specifications discuss whether individual methods, interfaces and method arguments are mandatory or optional, but don’t discuss what ways vendors may extend the supplied IDL to meet their particular application and still maintain compliance with 3GPP SA5 Release 1999 specifications.

As an example, TS 32.106-6 lists managed object classes but doesn’t discuss whether new, vendor-specific managed object classes can be created. If extensions are not allowed, then applications may only use the managed objects specified in TS 32.106-6. This does not seem to be the consensus of 3GPP SA5.

This document is specific to the CORBA technical specifications and to Release 1999.

The intent of this document is to get common agreement in 3GPP SA5 for what management information model extensions are allowed to maintain compliance with 3GPP SA5 Release 1999. The suggestions listed in this document are intended as starting discussion points.

The recommendation is that the ALLOWED MANAGEMENT INFORMATION MODEL EXTENSIONS clause be added as a new clause 8 in TS 32.106-6 and that the IDL in the ATTRIBUTE NAME CONSTANTS and RELATIONSHIP TYPE CONSTANTS clauses be incorporated in the TS 32.106-6 Annex B IDL.

The next few clauses discuss a collection of potential extensions and implications of allowing any of the extensions. Recommendations are also given. The term “Management Information Model” is used to indicate the behaviour specification (including IDL) between a particular IRPAgent and its IRPManagers.

2.1.  New Managed Objects

Implications: Behaviour would need to be specified in a Management Information Model to specify what managed objects can be supported by the IRPAgent. Any new attributes must be specified. Any new relationships must be specified.

If new managed objects are allowed, then IRPManagers must be able to support the following:

1. Receiving Alarm IRP notifications from the new managed objects.

2. New attributes from the new managed objects – attribute value change and new monitored attributes.

3. Receiving Basic CM notifications from the new objects – object creation, object deletion, topology change and relationship change.

4. Possibly new relationships available via the Relationship Change notification.

It is recommended that 3GPP SA5 support the creation of new managed objects. To support this, it is recommended that TS 32.106-6 provide constants for each of the supplied attribute names and supplied relationship names. 

Note that 3GPP SA5 managed objects are not necessarily instantiated managed objects identified in IDL. Unless they are specified in IDL, they can not be subclassed.

2.2.  Instantiated Managed Objects

Implications: Managed objects may be accessed by other means than by the TS 32.106-6 supplied methods. IDL for each instantiated managed object would need to be supplied. Methods may be supplied specific to a particular managed object.

It is recommended that 3GPP SA5 allow managed objects to be instantiated as CORBA objects. However, management information models should not require that IRPManagers access the instantiated managed objects other than through TS 32.106-6 supported methods.

2.3.  Adding New Attributes To Specified Managed Objects

Implications: The getMO() method will return attribute names and attribute data for new attributes. The new attribute names will appear in notifications.

It is not recommended that 3GPP SA5 allow the addition of new attributes to specified managed objects. The adding of new attributes may be accomplished by creating a new managed object with the changed attributes.

2.4.  New Notifications

Implications: This would require the creation of new notification categories (and corresponding constants), new event types and extended event types, new mappings to Structured Events, new Structured Events attribute names, new filters, etc.

It is recommended that 3GPP SA5 not support the creation of new notifications. IRPManagers that are only aware of the 3GPP SA5 IDL would not be able to understand and decode the new notifications.

2.5.  Changes To Existing Notifications

Implications: Possibly new attributes, possibly new mappings to Structured Events, possibly new constants (as an example, new Probable Cause values), etc.

It is not recommended that 3GPP SA5 allow changes to existing notifications other than the optionality already specified for the particular notification.

2.6.  New Implementation Object Methods

This asks whether new methods can be added to the defined interfaces, i.e., AlarmInformationIterator, AlarmIRPOperations, NotificationIRPOperations and BasicCmIRPOperations.

Implications: New interfaces would need to be created that subclass from the 3GPP SA5 interfaces. IRPManagers that are only aware of the 3GPP SA5 IDL would not be able to understand the new methods.

It is not recommended that 3GPP SA5 allow changes or subclassing of the specified interfaces. New interfaces may be defined with new methods. However, management information models should not require that IRPManagers support the new interfaces and methods.

3. ATTRIBUTE NAME CONSTANTS

Allowing attribute names to be extended, requires the names used for each attribute to be specified for the interface. It is recommended that the following IDL clause be added to Annex B of TS 32.106-6 [10].

/**

This block encapsulates the attribute names used when returning managed object attributes

*/

const string ATTRIBUTE_CELLID = "a";

const string ATTRIBUTE_LOCATIONNAME = "b";
const string ATTRIBUTE_MANAGEDELEMENTID = "c";

const string ATTRIBUTE_MANAGEDELEMENTREF = "d";

const string ATTRIBUTE_MANAGEDELEMENTTYPE = "e";

const string ATTRIBUTE_MANAGEMENTNODEID = "f";

const string ATTRIBUTE_MANAGEMENTNODEREF = "g";

const string ATTRIBUTE_MECONTROLLERID = "h";

const string ATTRIBUTE_NETWORKID = "i";

const string ATTRIBUTE_NETWORKTYPE = "j";

const string ATTRIBUTE_RADIOFUNCTIONID = "k";

const string ATTRIBUTE_USERLABEL = "l";

4. RELATIONSHIP TYPE CONSTANTS

Allowing new relationships to be added, requires the names used for a relationship to be specified for the interface. It is recommended that the following IDL clause be added to Annex B of TS 32.106-6 [10].

/**

This block encapsulates the relationship type names used when returning relationship information

*/

const string RELATIONSHIP_MANAGED_BY = "a";
5. ALLOWED MANAGEMENT INFORMATION MODEL EXTENSIONS

This clause discusses how the models provided in TS 32.111-3 [3], TS 32.106-3 [7] and TS 32.106-6 can be extended for a particular implementation and still remain compliant with 3GPP SA5 specifications.

5.1.  Allowed Extensions

Managed object, other than those specified in clause 6.5, may be supported. The new managed objects may support new types of attributes, including new types of relationships. Existing notifications may be issued referring to the new managed objects and new attributes. New managed objects must be distinguishable from existing managed objects. New attribute names must be distinguishable from existing attribute names. New relationship names must be distinguishable from existing relationship names.

Managed objects may be instantiated as CORBA objects. However, management information models should not require that IRPManagers access the instantiated managed objects other than through TS 32.106-6 supported methods.

5.2.  Extensions Not Allowed

The IDL specifications in TS 32.111-3 [3], TS 32.106-3 [7] and TS 32.106-6 cannot be edited or altered. Any additional IDL specifications must be specified in separate IDL files.

The managed objects specified in the network resource model mapping (clause 6.5) may not be changed (except considering optional attributes). The changing of these managed objects may be accomplished by defining new managed objects.

New notifications, other than those specified in TS 32.111-3 [3] and TS 32.106-6, may not be created.

Notifications specified in TS 32.111-3 [3], TS 32.106-3 [7] and TS 32.106-6 may not be changed, other than the optionality already specified for the particular notification. Constants, such as Probable Cause, may be extended in the future.

IDL interfaces specified in TS 32.111-3 [3], TS 32.106-3 [7] and TS 32.106-6 may not be subclassed or extended. New interfaces may be defined with new methods. However, management information models should not require that IRPManagers support the new methods.

NOTICE
This document has been prepared by Lucent Technologies Inc. (“Lucent”) to assist 3GPP subcommittee SA5. It is proposed to the subcommittee as a basis for discussion and is not to be construed as a binding proposal on Lucent. Lucent specifically reserves the right to amend or modify the material contained herein and nothing herein shall be construed as conferring or offering licenses or rights with respect to any intellectual property of Lucent.
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