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3.1
Definitions

For the purposes of the present document, the following terms and definitions apply. For terms and definitions not found here, please refer to 3G TS 32.101 [7], 3G TS 32.102 [8] and 3G TS 32.106-1 [9].

IRPAgent: See 3G TS 32.102 [8]. 

IRPManager: See 3G TS 32.102 [8].

Event: It is an occurrence that is of significance to network operators, the NEs under surveillance and network management applications.  Events can indicate many types of network management information, such as network alarms, network configuration change information and network performance data.  



· 
· 

Notification: It refers to the transport of events from event producer to consumer (receiver).  In this IRP, notification is used to carry network events from IRPAgent to IRPManager.  Producer sends notifications to consumers as soon as there are new events occur.  Consumer does not need to check (“pull”) for events.

It may be reused if there is no requirement that the previous notification using that Notification identifier be correlated with future notifications.  Generally, IRPAgent should choose it to ensure uniqueness over as long a time as is feasible for the IRPAgent.

Notification Category: One Notification Category defines the set of all event types specified by one IRP. An event type shall not belong to more than one Notification Category.

Qualifiers: Qualifiers for operations, notifications and attributes (whether they are Mandatory(M)/ Conditional(C)/ Optional(O)) are defined in the present (Information Service) document, but not for corresponding parameters in the solution set documents (as they are meaningless there). Mandatory and Conditional qualifiers shall always be the same in other IRPs using items from the Notification IRP IS (the present document), but Optional qualifiers may in the other IRPs be set to either Optional or Mandatory.

6.1.1.9
Operation getNotificationCategories (O)

IRPManager invokes this operation to query the categories of notification supported by IRPAgent.  IRPManager does not need to be in subscription to invoke this operation.

Table 9: Parameters for getNotificationCategories
Name
Qualifier
Purpose

notification CategoryList
Output, M
It identifies the list of notification categories supported by IRPAgent (see also definition in subclause 3.1).

If this parameter value contain no information, then the meaning is that IRPAgent does not support any notification category at the moment.

eventTypeList
Output, O
It contains a list of elements.  Each element is a list of eventType. The number of element shall be identical to that of output parameter notificationCategoryList.

The n-th element of this list relates to the n-th element of the notificationCategoryList.

IRPAgent shall not use arbitrarily any eventType(s) in this n-th element.  IRPAgent shall use the same list of eventType(s) specified in the IRP document identified by the n-th element of the notificationCategoryList.

If the n-th element contains no information, it implies IRPAgent is not providing explicit identification of eventType(s) of the corresponding notificationCategory.

If this parameter is absent or contains no information, it implies that IRPAgent is not providing explicit identification of eventType(s).








 

status
Output, M
(a) Operation succeeded in that the output parameter contains valid information.

(b) Operation failed in that the output parameter does not contain valid information.

6.1.2
NotificationIRPNotification Interface

6.1.2.1
Notification notify
IRPAgent notifies the subscribed IRPManager that an event has occurred and that the event has satisfies the filter constraints used for this subscription.  One event example is the notification defined in Alarm IRP: IS (3G TS 32.111‑2 [1]). 

The present document does not further specify this notify.  Other IRPs using the Notification IRP, such as Alarm IRP: IS (3G TS 32.111‑2 [1]), shall specify this notify, in particular, the specific parameters carried in notification, for use in their context.

The present document shall specify, in subclause 6.1.2.2, attributes commonly carried in parameters of all notifications.

6.1.2.2
Notification Attributes

Information about network events is carried in notification containing parameters of multiple attributes.  This IRP specifies attributes that are commonly found in notifications defined by other IRPs.  Collectively, they are called Notification Header.  Other IRPs using the Notification IRP, such as Alarm IRP: IS (3G TS 32.111‑2 [1]), shall specify the attributes used in the notification including:

· Identification and qualification of notification Header attributes for their use;

· Specification and qualification of other attributes relevant for their use.

6.1.2.2.1
managedObjectClass (M)

This parameter specifies the class of the Managed Object (MO) in which the network event occurred.  This attribute is filterable.

6.1.2.2.2
managedObjectInstance (M)

This parameter specifies the instance of the MO in which the network event occurred.  This attribute is filterable. 

6.1.2.2.3
notificationId (O)

This parameter provides an identifier for the notification, which may be carried in the correlatedNotifications parameter (see below) of future notifications.  Attribute notificationId shall be chosen to be unique across all notifications of a particular managed object throughout the time that correlation is significant. 

It uniquely identifies this notification from other notifications generated by the subject MO.  

If IRPManager receives notifications from one IRPAgent, IRPManager shall use notificationId and managedObjectInstance to uniquely identify all received notifications.  

If IRPManager receives notifications from multiple IRPAgents and notifications of each MO are reported at most through one IRPAgent, IRPManager shall use notificationId and managedObjectInstance to uniquely identify all received notifications.  

If IRPManager receives notifications from multiple IRPAgents and notifications of one or more MOs are reported through two or more IRPAgents, IRPManager shall use notificationId, together with managedObjectInstance and the identity of IRPAgent, to uniquely identify all received notifications.  Attribute systemDN, if present, carries IRPAgent’s identify.  If systemDN is absent, IRPManager needs other means, which are outside the scope of this IRP, to determine the identity of IRPAgent.   

If and when the value of this can be re-used is specified in SSs.

This attribute is filterable.  

6.1.2.2.4
eventTime (M)

It indicates the event occurrence time.  The semantics of Generalised Time specified by ITU-T shall be used here.

This attribute is filterable.

6.1.2.2.5
systemDN (C)

It carries the Distinguished Name (DN) of IRPAgent that detects the network event and generates the notification. See 3G TS 32.106-8 [4] for name convention regarding DN. 

This attribute is filterable.

6.1.2.2.6
eventType (M)

It carries identification of ITU-T TMN defined event types.  They are:  

· Object Creation (ITU-T Recommendation X.730 [10])

· Object Deletion (ITU-T Recommendation X.730 [10]) 

· Attribute Value Change (ITU-T Recommendation X.731 [11])

· State Change (ITU-T Recommendation X.731 [11])

· Relationship Change (ITU-T Recommendation X.732 [12])

· Communications Alarm (ITU-T Recommendation X.733 [13])

· Processing Error Alarm (ITU-T Recommendation X.733 [13])

· Environmental Alarm (ITU-T Recommendation X.733 [13])

· Quality of Service Alarm (ITU-T Recommendation X.733 [13])

· Equipment Alarm (ITU-T Recommendation X.733 [13])

· Integrity Violation (ITU-T Recommendation X.736 [14])

· Security Violation (ITU-T Recommendation X.736 [14])

· Time Domain Violation (ITU-T Recommendation X.736 [14])

· Operational Violation (ITU-T Recommendation X.736 [14])

· Physical Violation (ITU-T Recommendation X.736 [14])

Each IRP document using the Notification IRP, such as Alarm IRP: IS (3G TS 32.111-2 [1]), identifies which eventType shall be used for that IRP.

This attribute is filterable.



· 
· 
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