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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1] TR 28.807 Study on management aspects of non-public networks v0.3.0
3
Rationale

It is proposed to add solutions, conclusion and recommendation for management of PNI-NPN in TR 28.807 [1]. Content for introduction clause is also proposed.
4
Detailed proposal

This document proposes the following changes in TR 28.807 [1].
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

NPN

Non-Public Network

SNPN

Stand-alone Non-Public Network
PNI-NPN

Public Network Integrated NPN
	Next Change


7.2
Solutions for management of public network integrated NPN

7.2.1
Solution for NPN provisioning by a network slice of a PLMN
An NPN operator decides to deploy a PNI-NPN in the local data network, for example, by deploying an NSI at the enterprise’s premise or in the factory. The NSI, based on the requirements from the NPN service customer, includes either only the RAN part or only the CN part or both the RAN part and the CN part. 

The main aspects of NPN provisioning by a network slice of a PLMN include:

1)
CSMF receives SLA information from NPN service customer (e.g. a private company), the SLA information may include coverage requirement within a specific geographic area, isolation requirement, downlink/uplink throughput requirements, latency requirement, etc.
2)
The CSMF translates the received SLA information to SLA requirements, i.e. the service and network requirements derived from SLA, the solution for translation of SLA into SLA requirements documented in clause 6.2 of TR 28.805 [X] may be reused for the context of NPN service.

3)
Based on the translated NPN SLA requirements from CSMF, NSMF determines the requirements for NG-RAN part and/or 5GC part and/or TN part.
a)
If any, the NG-RAN domain related requirements are provided to NSSMF which manages NG-RAN domain.

b)
If any, the 5GC domain related requirements are provided to NSSMF which manages 5GC domain.

c)
If any, the TN domain related requirements are provided to the management system of TN domain.
3)
NSMF determines to reuse an existing NSI or create a new NSI for the NPN. If an existing NSI can be reused, the NSMF may reconfigure the existing NSI. 
4)
In case of creating a new NSI for the NPN, based on the requirements from the NPN service customer (e.g. enterprise, factory) includes either only the RAN part or only the CN part or both the RAN part and the CN part
- 
The NG-RAN domain NSSMF determines to utilize the existing NG-RAN NE(s) or new NG-RAN NEs that are deployed in the PLMN network or deployed locally at the enterprise’s premise or in the factory.

- 
The 5GC domain NSSMF determines to utilize new or existing 5GC NF(s) or 5GC NF service(s) of the 5GC part that are deployed in the PLMN network or deployed locally at the enterprise’s premise or in the factory.
-
If any, the TN domain related requirements are provided to the management system of TN domain.
5)
An NSI for a PNI-NPN is allocated.
7.2.2
Solution for exposure of management capability of NPN
Authorized NPN management service consumer can obtain certain management capability to manage the NPN (e.g., provisioning, monitoring) from NPN management service producer according to their pre-defined agreements.
· Using exposure of generic provisioning management services (see clause 5 of TS 28.532 [Y]) and management services for provisioning of networks and network slicing (see clause 6 of TS 28.531 [6]), NPN customers can dynamically change the configuration parameters and policies related to performance monitoring.

· Using exposure of generic fault supervision management service (see clause 6 of TS 28.532 [Y]) and generic performance assurance management service (see clause 7 of TS 28.532 [Y]), NPN customers can create certain measurement jobs and select the type of data analytics and performance to be monitored, e.g., performance related to various traffic types, geographical areas, different device types, for a specific group of devices, for certain traffic congestion situation and analytical KPIs related to performance predictions.

Depending on different scenarios, an NPN role can play management service consumer or management service producer simultaneously. For example, an NPN service provider A can be management service consumer and management service producer simultaneously for the following cases:

· NPN service provider A acts as a management service consumer who obtain the allowed management capability to manage the NPN A provided by NPN management service producer (e.g. NPN operator A)
· Another NPN service provider B acts as a management service consumer who obtain the allowed management capability to manage the NPN B provided by NPN service provider A as the NPN management service producer.
7.2.3
Solution for collecting UE related data and providing to authorized NPN service customer
UEs under service of NPN are assets of NPN service customer in some cases. UE related data including UE locations, measurements, etc. can help NPN service customer own business.
Authorized NPN service customer can obtain the following NPN UE related data from NPN operator according to their pre-defined agreements.
· MDT data, including Immediate MDT, Logged MDT, RLF reports, accessibility measurements.

· Trace data, to track traffic process of UEs and locate possible causes of traffic problems for example.

· Furthermore, according to pre-defined agreements among the NPN roles (see clause 4.4), some specific UE related data can be provided to authorized NPN customer, such data may be processed or masked based on collected data such as MDT or trace. For example, GNSS information can be distracted from MDT to locate assets in NPN.
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8.1.2
Management of public network integrated NPN
The study has identified use cases, potential requirements and solutions for management of public network integrated NPN.

The NPN service provider role can be played by a vertical (or a private company acting on behalf of it) or a MNO which provides the NPN service.

The NPN operator role can be played by a MNO or be shared between a MNO and a vertical (or a private company acting on behalf of it).
To manage a PNI-NPN which is made via PLMN, the study has identified that the public network integrated NPN management system needs to allocate and manage CAG identifiers.
The NPN operator can offer possibilities (e.g. exposed MnS to manage the network slice instance) for the NPN service provider to manage the NPN network slice instance according to TS 28.531 [6].
Authorized NPN service customer can obtain NPN UE related data (e.g. MDT and trace data) from NPN operator according to their pre-defined agreements.
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8.2.2
Management of public network integrated NPN
To manage PNI-NPN, it is recommended to start further normative work focusing on the following main aspects:
- NPN specific SLA translation, such as specific SLA information which may include coverage requirement within a specific geographic area, specific isolation requirement, specific latency requirement, etc.
- NPN specific SLA assurance

- NPN specific KPI reporting and performance measurements
	End of change
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