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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References
3
Rationale

4
Detailed proposal
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6
Specification level use cases and requirements

6.1
Use cases

6.1.x


NWDAF assisted CSI SLS Assurance
Assuring the SLS (Service Level Specifications) for a particular CS (Communication Service Instance) is crucial for the 5G network management. The negotiated SLS for a particular CS should be assured in an autonomous way.

3GPP Management system can be leveraged to enable autonomous SLS assurance for a deployed Communication Service. 3GPP Management system can collect QoE data, related to network slice, from NWDAF. Since the data collected will relate to network slice and a single network slice may be serving multiple CSI, the corresponding QoE data for the target CSI need to be ascertained. Once the QoE data for a CSI is known, the SLS breach can also be ascertained. If the SLS is breached, the root cause analysis is performed to find the cause for SLS breach. Depending on the type of cause (RAN related, 5GC related), remedial actions will be initiated to mitigate the SLS breach and network optimization is done so that the negotiated SLS can be assured.
The QoE analytical data from NWDAF is per Application for an NSI. It is crucial to derive the CSI level QoE data from the data received from NWDAF in order to ascertain the SLS breach.
6.1.x.1

Potential Requirements
REQ-SLS_ASU_XXX-1
The management service for SLS assurance shall have the capability to collect slice QoE data from NWDAF.

REQ-SLS_ASU_XXX-2
The management service for SLS assurance shall have the capability to derive CSI QoE data from the collected slice QoE data.

REQ-SLS_ASU_XXX-3
The management service for SLS assurance shall have the capability to ascertain SLS breach.

REQ-SLS_ASU_XXX-4
The management service for SLS assurance shall have the capability to perform the root cause analysis, identifying the underlying problems/deficiencies, for the ascertained SLS breach.

REQ-SLS_ASU_XXX-5
The management service for SLS assurance shall have the capability to take corrective actions against the root cause identified.
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