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Impacts 

	Affects:
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	ME
	AN
	CN
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	X
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2
Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a …  
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
Not applicable
2.3
Other related Work Items and dependencies
{List here other Work Items which relate to the proposed one, such as preceding SI or a preceding WI (e.g. if further enhancing a feature).}
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	810029
	Study on management of communication services
	Preceding SI  

	810030
	Study on Self-Organizing Networks (SON) for 5G
	SI

	860021
	Management of MDT in 5G
	WI

	820036
	Trace Management in the context of Service Based Management Architecture
	WI

	850026
	Closed loop SLS Assurance
	Preceding WI

	810027
	Intent driven management service for mobile networks
	WI

	850028
	Study on enhancement of Management Data Analytics Service
	SI


Dependency on non-3GPP (draft) specification: 
{This section is to be typically used to identify the IETF dependencies. Delete the header "Dependency on non-3GPP (draft) specification:" if no such dependency.}

3
Justification

Before a communication service is used by a customer, the provider has to prepare the mobile network and the management system to ensure that communication services can be provisioned and assured within the boundaries of the SLA/SLS with the customer. 
Communication service and mobile network provisioning procedures include the provisioning of closed control loops which are required to ensure that the communication service and mobile network are assured.
Closed loop assurance helps a service provider to continuously deliver the expected level of communication service quality, by automatically reconfiguring the mobile network realized by resources and resource facing services when a performance degradation impacts or is predicted to impact the objectives of SLS (Service Level Specification) as defined for communication service. Closed loop assurance applies to communication services and mobile network optimization). 
To enable automation the service provider designs control loops before a new communication service is available to the market allowing fast roll-out of new communication services that are assured within the boundaries of an SLS. The mobile network can be optimized so that it contributes to assuring the services using the mobile network. There are control loops on network level targeting mobile network optimisation, service level targeting service assurance and user level targeting user experience. The required user experience can be achieved if the requested service assurance is met. The closed loop optimization improves the communication service experience by the consumers (QoE) or to reduce resource need to provide the communication service. 

To enable automation, ML algorithms are used in the management and in the traffic plane. The management plane provides a management service that is responsible for the assurance of the communication services and mobile network optimizations. The management service can make autonomous decisions to meet service assurance and mobile network optimization objectives and goals, which can be realized by machine learning (ML) and policies. In order to do this the management service is responsible for the lifecycle management and configuration of policies that govern the traffic and control plane, including the lifecycle management of ML capabilities exposed by the traffic and control plane. The management service has complete view (e2e view across the mobile network) of the e2e services provided by the mobile network and is therefore capable of providing insightful information to consumers that can benefit from this information such as analytics functions in the CN. 
Closed control loops can be designed at the same time a communication service is provisioned or in run-time. The deployment of closed control loops could put new requirements on the design phase and run-time phase which need to be described using de-facto deployment models.
A service provider would like to assure that 
the SLA agreed with the customer at fulfilment time is met by allocating resources in RAN and in CN to an NSI (Network Slice Instance). The cross-domain management service evaluates the SLS continuously and may take corrective action in situations where the associated KPIs reported are showing over or under fulfilment of the SLS. Based on the outcome of the evaluation the management service reports new admission control information to the CN. The evaluation of the SLS by the management service uses data analytics services.  
Analytics, including AI (Artificial Intelligence) and ML (Machine Learning), is a wide technology area including statistical methods, deep learning to cognitive reasoning. These technologies allow processing and analysis of large amounts of data to be used in one or more control loops spanning the mobile network to improve for example the end-user experience and to assure that the end-user experience is optimized based on the SLS agreed between the service provider and the customer.

Analytics in MDAF (Management Data Analytics Function) provides possibilities for a wide range of MDAF functional scopes, including optional support services to an actual recommendation engine including management procedure business logic. While NG-RAN and 5GC (with their respective domain management) utilize closed loop mechanism to control the quality of the service they provide, the end-to-end quality and end-user experience of the connection from the UE to the Application can only be assured by a control loop that span  UE, NG-RAN, TN (through TN domain manager) and 5GC.

The study management of communication services TR 28.805 has identified a number of use cases and requirements for management of SLS Assurance. The use cases can be realized with Management Data Analytics. The study on enhanced management data analytics service TR 28.809 documents use cases that may be benefit from closed loop control features, for those use cases different solutions may need to be documented. There is a choice whether there should be one MDAF only or several MDAFs for individual management contexts, such as per domain. In case of one MDAF only, questions like complexity and impact on possibilities for deployment flexibility arise.

An MDAF provides management services to interested consumers which may be internal the management system, providing management services to other management functions or external the management system exposing to a communication service consumer. 

4
Objective

The objective of this work item is to specify a closed loop assurance solution that supports a service provider to continuously deliver the expected level of communication service quality. The closed loop assurance solution allows a service provider to create a closed loop management service that automatically adjusts and optimizes the services provided by NG-RAN and 5GC based on the various performance management and QoE input data, and the state of the 5G network, using data analytics provided by a MDAS (e.g. report on e2e latency analysis). 
To be able to deploy SLS assurance solution number of areas need to be addressed:

1. add new service assurance management related use cases and requirements according to deployment, assurance aspects.
2. describe the data, the management service can provide to the CN. 
3. 
4. describe the solution of the management service for efficient data collection and interaction coordination with RAN and CN
5. describe management of the management functions involved in SLS assurance loops, including configuration of data analytic functions, e.g. setting thresholds for prediction accuracy.
6. How to apply the ML models of MDA to closed loop SLS assurance.
7. 
8. 
9. 
10. 
11. describe the association between the following concepts, such as: service user experience, service optimization, service assurance and intent driven management
12. enhance the descriptions on closed loop and related interactions which are important for service assurance  
13. 
14. describe new information in NRM
15.  and new measurements and KPIs which support the service assurance
16. 
5
Expected Output and Time scale

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	28.535
	Add new use cases and requirements
	SA#90 (Dec 2020)
	

	28.536
	Add new stage 2 and stage 3 solution
	SA#90 (Dec 2020)
	

	28.533
	Enhance architecture description to include the SLS assurance loops
	SA#90 (Dec 2020)
	

	
	
	
	

	28.541
	Update NRM to add new modelling information
	SA#90 (Dec 2020)
	

	
	
	
	

	
	
	
	

	
	
	
	

	28.546
	Update alarm specification to include updated alarm information 
	SA#90 (Dec 2020)
	

	
	
	
	

	28.552
	Update performance measurement specification to include new measurements (# of UEs)
	SA#90 (Dec 2020)
	

	28.553
	Update KPI specification to include new KPI’s (e.g. # of UEs)
	SA#90 (Dec 2020)
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Work item Rapporteur(s)
Groenendijk, Jan, Ericsson, jan.groenendijk@ericsson.com

7
Work item leadership

SA5
8
Aspects that involve other WGs

Co-ordinate with SA2 on use cases, with RAN2/3 for measurements and CT for actions.
9
Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval.} 

	Supporting IM name

	Ericsson

	Deutsche Telekom AG

	CMCC

	

	

	


