3GPP TSG-SA5 Meeting #129e 
S5-201357
e-meeting, 24 February – 4 March 2020








Source:
Ericsson
Title:
Add control loop text for stage 2
Document for:
Approval

Agenda Item:
6.4.9
1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]
Discussion paper around aspects on Closed Loop SLS Assurance architecture
3
Rationale

The discussion paper [1] proposes the basic set of management services to enable closed loop control. This contribution proposes to add the updates to the control loop to TS 28.536

1)  Add abbreviations and definitions 

2)  Add references 

3)  Insert diagram and text for generic model for closed loop and management services

4)  Update and move text and figure in clause 4.1.1, to include a decide mitigation service and to expand the monitoring step to data collection and exposure coordination. The arguments for these additions are documented discussion paper [1].  
5)  Add clause with description of management services

6) Add information example in Annex A: Example of a closed loop deployment 

4
Detailed proposal

First change.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
ETSI GS ZSM 002 V1.1.1 (2019-08): “Zero-touch network and Service Management (ZSM); Reference Architecture”

[3]
3GPP TS 28.550: "Management and orchestration; Performance assurance”

[4]
3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS) "
[V]
3GPP TS 28.533: "Management and orchestration; Architecture framework"
[X]
3GPP TR 22.261: "Service requirements for next generation new services and markets"
[Y]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3"
[Z]
3GPP TS 28.535:
" Management and orchestration; Management Services for Communication Service Assurance; Requirements"
Second change.
3
Definitions of terms, symbols and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

communication services: subset of 3GPP defined services. Examples of 3GPP services (e.g. 5G LAN, URLLC) can be found in TS 22.261 [X]. 

communication service instance: run-time construct of a communication service for a defined group of users

NOTE: a communication service has two facades a customer facing façade and a resource facing façade, in this specification the CSI represents the resource facing façade, 

service level specification: specification of the minimum acceptable standard of service

SLA requirements: service and network requirements derived from SLAs.

NOTE: A provider may add additional requirements not directly derived from SLA's, associated to provider internal [business] goals.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CSA
Communication Service

CSC
Communication Service Customer

CSI
Communication Service Instance

CSP
Communication Service Provider

SLA
Service Level agreement

SLS
Service Level Specification


Third change.
4 
Communication service assurance service

4.1
Stage 2


4.1.1
Generic model for control loops
In TS 28.533 [V] a generic description of control loop entities, such as process steps Monitor, Analyse, Decide and Execute and the controlled or managed entity is provided. For assurance of managed entities in a 5G network a generic model is used to describe a closed control loop, as shown in Figure 4.1.1.1.  
Editor’s Note: The text referenced to in TS 28.533 is proposed as a CR in this meeting (e-meeting).
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Figure 4.1.1.1: Generic model for a closed control loop
A managed entity depends on other managed entities (shown in Figure 4.1.1.1 as MEty child) and is governed by a other managed entities (not shown in Figure 4.1.1.) representing a higher abstraction level (MEty parent) or interact with MEty on same abstraction level (MEty peer).
The control loop is composed of a set on MnS that perform the process steps that make the control loop. The MnS are described in the next clause. 






Fourth change.
4.1.2
Description of generic management services

4.1.2.1
Data Collection and Exposure Coordination service
This management service allows a consumer to collect service assurance data, coordinate the collection of the assurance data and expose different assurance data to different consumers. When in operation, KPI’s of the performance of the CSI are monitored using coarse grained data or selective data collection from NF’s complemented by ‘deep dives’ when a problem, or potential problem is anticipated or detected, meaning that a more fine granular and possibly more real time collection of observations is done [automatically by the analytics capability].

4.1.2.2
Assurance Root Cause Analysis service
This management service performs root cause analysis using analytics for inference and predictions.
Editor’s Note: The naming of Assurance Root Cause Analysis service is FFS

4.1.2.3
Propose Mitigation service

This management service provides analytical capabilities to propose possible mitigation strategies. 
4.1.2.4
Decide Mitigation service

This management service decides based upon mitigation strategies, use case and policies set by the service provider. The Decide Mitigation allows service provider to specify the preferred action to take considering the different mitigation strategies and the use case for which the control loop is established.  
4.1.2.5
Execute Decision service
This management service implements the decision in the impacted NFs.
Editor’s Note: The naming of Execute Decision service is FFS
Fifth change.
4.1.3
Communication service assurance management services
Communication service assurance relies on a set of management services that together provide the CSP with the capability to assure the communication service as per agreement with a CSC (e.g. enterprise). The overall solution and information flows between management services and control steps [2] are shown in Figure 4.1.3.1.

[image: image3.png]Order care.

!

“Assuronce

Root Propose

Cause Mitigation
Analysis

Decide

Mitigation

Analyse and decide

[

Order care. race with e cve (55

Information

P corvotesency

]
oordination, 2a
g= O Mansgemeat capabilty (S}
i
Monitor Execute] Management function (MnF)





Figure 4.1.3.1 Overview of information flows

In Figure 4.1.3.1 the entity representing the communication service is the CSI and the assurance of the communication service (CSI) is realized by the loop between the different management services provided by the management system. The input to the loop is the data provided by the CSI which is monitored by the control step Monitor and output of the loop is a possible action from the control step Execute, if for example the communication service experience degrades, to adjust the CSI. The data associated with the CSI is monitored by the management service for data collection and exposure coordination, this management service provides information to the assurance root cause analysis management service and based on that information the assurance root cause analysis takes place followed by propose mitigation. The mitigation proposal is executed to bring the CSI assurance within the boundaries of the metrics (SLS goals) that are controlled by the loop. 

The management services for data collection and exposure coordination available between the control step for Monitoring and Analyse and Decide consumes management services are based on file transfer described in 28.550 [3], data streaming described in 28.550 [3], and notifications described in 28.545 [4].

Editor’s Note: further details including the relationship between the figure and Trace and MDT are FFS

The closed control loop is managed or controlled by the process that initiated the CSI and the mitigation decisions are governed by a policy. These are control loop external entities which are shown as arrows pointing towards the dotted box in Figure 4.1.3.

A CSI relies on the availability and performance of the resources that are used, in a typical 5G scenario resources are grouped and exposed as an NSI. The resources exposed by an NSI can be controlled by loops to allow autonomously/automatically adjustment of resources to meet assurance and network optimization objectives and goals.  
4.1.4
NSI assurance management services
Editor’s Note: the content of clause for NSI assurance management services are FFS
4.1.5
NSSI assurance management services
Editor’s Note: the content of clause NSSI assurance management services are FFS
4.1.6
RAN NSSI assurance management services

Editor’s Note: the content of clause RAN NSSI assurance management services are FFS
4.1.7
CN NSSI assurance management services

Editor’s Note: the content of clause CN NSSI assurance management services are FFS
Sixth change.
4.2
Stage 3

Editor’s Note: the substructure is for FFS.
Editor’s Note: the content of clause for Stage 3 FFS
Seventh change.
Annex A (informative): Example of closed control loop deployment

An Enterprise orders a CSI from a Service Provider with specific capabilities as documented in the service profile. The order care system (BSS) interfaces with the OSS which manages the control loops that are deployed in order to meet the service profile agreed between the Service Provider and the Enterprise. 
1) The Service Provider configures the RAN and CN as per service profile. 
2) The data collection and exposure coordination service provides the cross domain MDAF information with the required granularity and level of detail.

3)  The cross domain MDAF does assurance root cause analysis based on past knowledge and current inputs and reports mitigation strategies.
4) The selection of the most appropriate mitigation strategy is governed by the use case and decision policies set by the Service Provider
5) .The CSMF (MnF that manages the CSI) is responsible for the decision which mitigation proposal is most appropriate and provides the preferred decision to the orchestration and control function to implement the decision in the impacted NF’s in the RAN and CN.   
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Figure A.1: Role of cross domain MDAF and CSMF in closed control loop for CSA
In case the agreement between the Service Provider and the Enterprise specifies that the CSI performance is calculated over one or more UEs, the order care system needs to supply the identities of the UE’s that are used in the calculation. 

In case the agreement between the Service Provider and the Enterprise specifies that the CSI performance is calculated over an NSI, the order care system needs to supply the identities of the S-NSSAIs that are used in the calculation. 
Annex B (informative): Example of CSA using QoE observations
Editor’s Note: this potential example is FFS 

�Clarify focus on interfaces in context of SBMA, meaning service interfaces, not between functions





