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1
Decision/action requested

The group is asked to approve this text proposal.
2
References

[1]
3GPP TR 28.805: " Telecommunication management; Study on management aspects of communication services".
3
Rationale

This contribution introduces the text that describes various aspects related to management control loops and the interaction between management control loops and loops that are managed thorugh interaction with the management system. The general introduction diagram is from [1].
4
Detailed proposal

First change.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
ETSI GS ZSM 002 V1.1.1 (2019-08): “Zero-touch network and Service Management (ZSM); Reference Architecture”
[y]
3GPP TS 28.550: "Management and orchestration; Performance assurance”
[z]
3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS) "
First change.
4 
Communication service assurance service

4.1
Stage 2

Editor’s Note: the substructure is for FFS.

4.1.x
Overview of interfaces

Communication service assurance relies on a set of management services that together provide the CSP with the capability to assure the communication service as per agreement with a CSC (e.g. enterprise). The overall solution and information flows between management services and control steps [x] are shown in Figure 4.1.x.1 u
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Figure 4.1.x.1 Overview of information flows
In Figure 4.1.x.1 the entity representing the communication service is the CSI and the assurance of the communication service is provided by the loop between the different management services provided by the management system. The input to the loop is the data provided by the CSI which is monitored by the control step Monitor and output of the loop is a possible action from the control step Execute, when for example the service experience degrades, to adjust the CSI. 
The data associated with the CSI is monitored by the management services for data collection and threshold monitoring, The management service provides information to the assurance root cause analysis management service and based on that information the assurance root cause analysis takes place followed by propose mitigation. The mitigation proposal is executed to bring the CSI assurance within the boundaries of the metrics (SLS goals) that are controlled by the loop. 
The management services available between the control step for Monitoring and Analyse and Decide are based on file transfer described in 28.550 [y], data streaming described in 28.550 [y] and notifications described in 28.545 [z].
Editor’s Note: further details including the relationship between the figure and Trace and MDT are FFS
End of changes.
