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1
Decision/action requested

The group is asked to discuss and approval.
2
References
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3GPP TR 28.861: “Study on the Self-Organizing Networks (SON) for 5G networks v1.0.0”.

[3]
3GPP TS 32.501: “Self-configuration of network elements; Concept and requirements v15.0.0”
3
Rationale

TS 32.501[3] describes use cases for establishment of new eNodeB in network, which include self-configuration use case, automatic radio configuration data handling use case and multi-vendor plug and play eNB connection to network use case. However, this concept is described based on legacy Itf-N and only applicable for eNB. In 5G network, the use case for establishment of new NE in network should be described based on service based management architecture and applicable for NG-RAN NE.
Based on use cases for establishment of new eNodeB in network described in TS 32.501[3] and study in TR 28.861[2], so this contribution proposes to add use case and requirements for establishment of new NE in network in the context of service based management architecture.
4
Detailed proposal

It proposes to make the following changes to TS 28.313[1].
	1st Change







6.1.2.X.1Requirements for RAN NE plug and connect to management system
REQ-PnC-CON-X NE shall be able to get its own IP addresses and MnF IP address without manual configuration during plug and play for a NE connection to the network.
6.1.2.X.2
Requirements for self-configuration of a new RAN NE
REQ-SCM-CON-X The MnS for self-configuration management shall have the capability allowing MnS consumer request MnS producer to create, query and delete Self-configuration management profile.

REQ-SCM-CON-Y The MnS for Self-configuration management shall have the capability allowing MnS consumer obtain the progress of self-configuration process form MnS producer.

	2nd  Change


6.4.2.X.
Use case for establishment of a new RAN NE in network


	
	
	


	
	
	

	
	

	

	
	

	

	
	

	

	
	
	

	
	
	

	
	
	

	
	

	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


6.4.2.X.1
Use case for RAN NE plug and connect to management system
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal
	After NE installation, connect the NE to its MnF providing support for self-configuration process, and to the External Network(s) as automatically as possible. 
The NE described in this use case can be gNB in non-split scenario and gNB-DU in split scenario.
Editor’s Note: Whether the NE described in this use case can be virtuaized or other type of RAN NE (e.g. GNB-CU) is FFS.
	

	Actors and Roles
	NE
	

	Telecom resources
	IP networks: Non-Secure Operator Network, External Network, and its elements like DHCP server optionally DNS, CA/RA servers, Security Gateway(s) (each protecting one or more Secure Operator Networks), Secure Operator Network(s) including MnF providing support for self-configuration process.
	

	Assumptions
	There is a functional power supply for the NE. There may be one or more IP Autoconfiguration Services like DHCP and Router Advertisements and zero or more DNS servers.
	

	Pre conditions
	The NE is installed. 

IP connectivity exists between the involved telecom resources. 

The involved telecom resources are functional.
The relevant information is stored and available:

-
Vendor Certificate at the NE
-
Operator Certificate at the CA/RA

-
For the External Network or Non-Secure Operator Network:

-
(Outer) IP autoconfiguration information at the IP Autoconfiguration Service

-
FQDN of the initial OAM SeGW at the NE
  and/or
FQDN or IP address of the initial OAM SeGW at the IP Autoconfiguration Service

-
FQDN of the CA/RA servers at the NE
  and/or
FQDN or IP address of the CA/RA servers at the IP Autoconfiguration Service

-
If FQDNs need to be resolved, corresponding IP address(es) at the DNS server(s)

-
For the Secure Operator Network:

-
(Inner) IP autoconfiguration information at the IP Autoconfiguration Service or at the initial OAM SeGW

-
FQDN or IP address of the initial MnF at the NE and/or DHCP Server of the Secure Operator Network.

-
If  FQDNs need to be resolved, corresponding IP address(es) at the DNS server(s)

-
Configuration and software for the NE at the MnF(s)

	

	Begins when 
	The NE is installed.
	

	Step 1 (M)
	 If a VLAN ID is available the NE uses it. Otherwise the NE uses the native VLAN where PnP traffic is sent and received untagged
	

	Step 2 (M)
	The NE acquires its IP address through stateful or stateless IP autoconfiguration. This may provide 0 or more DNS server addresses.
	

	Step 3 (M)
	The NE acquires the IP address of the CA/RA server. The FQDN of the CA/RA server may be pre-configured in the NE or the FQDN or IP address of the CA/RA server may be provided by the IP Autoconfiguration Service. FQDNs are resolved through the DNS if necessary. Information provided by the IP Autoconfiguration Services shall supersede those pre-configured at the NE.
	

	Step 4 (M)
	The NE performs Certificate Enrolment.
	

	Step 5 (M)
	The NE acquires the IP address of the OAM SeGW. The FQDN of the OAM SeGW may be pre-configured in the NE or the FQDN or the IP address of the OAM SeGW may be provided by the IP Autoconfiguration Service. FQDNs are resolved through the DNS if necessary. 
	

	Step 6 (M)
	The NE establishes a secure connection (tunnel) to the Security Gateway given by Step 5.

The NE receives its (inner) IP autoconfiguration information (which may be the same as the outer IP address obtained in step2) and optionally the address of one or more DNS servers within the Secure Operator Network from the Configuration Parameters of IKEv2 during tunnel establishment.
	

	Step 7 (M)
	The NE acquires the IP address of the correct MnF by either, issuing a DHCP request including the NE’s vendor information, resolving FQDNs via DNS if necessary, or by having a pre-configured FQDN (including the NE’s vendor information) resolved via DNS.
	

	Step 8 (M)
	The NE establishes a connection to the provided MnF and acquires its configuration and software if any. 

The configuration may contain an address to another MnF that this specific node shall use as MnF.

The configuration may contain an address to another SeGW that should be used before connecting to the MnF.

The MnF may then

- release the connection to the current MnF and OAM SeGW and then restart (returning to step 1),

- release the connection to the current MnF and OAM SeGW and then return to step 6,

- release the connection to the current MnF and then repeat step 8, or

- continue with step 9.
	

	Step 9 (M)
	The NE establishes a connection to the External Network(s) using the transport (VLAN ID, IP addresses) and security parameters provided in step 8.
	

	Ends when
	Ends when all mandatory steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post Conditions
	One or more secure connections exist between the NE and the MnF and the External Network(s). Via the connection to the MnF the NE can receive further instructions to become operational and carry user traffic, e.g. the administrativeState is set to “unlocked”.
	Clause 6.4.2.X.3 Use case for self-configuration of a new RAN NE

	Traceability
	All requirements of clause 6.1.2.X.1
	


6.4.2.X.2
Use case for self-configuration of a new RAN NE
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	After installation, put in an automated manner the NE into a state to be ready to carry traffic.


	

	Actors and Roles (*)
	MnF providing support for self-configuration process act as MnS Producer for Self-configuration management
	

	Telecom resources
	NE
MnS Consumer of Self-configuration management
	

	Assumptions
	IP network connectivity exists between the NE and the MnF(s) providing support for the self-configuration process.
	

	Pre conditions
	The NE is installed and connected to an IP network.
	Clause 6.4.X.2 Use case for Plug and connect to management system

	Begins when 
	The field personnel start the self-configuration process. It is also possible that the process is triggered automatically after the completion of an NE self-test or receiving the self-configuration management profile creation request from MnS Consumer for self-configuration management.
	

	Step 1 (O) 
	MnF providing support for self-configuration process may notify MnS Consumer of self-configuration management about the start of the self configuration process.
	

	Step 1 (*) (M|O)
	The order of the bullet points in the list below does not imply any statements on the order of execution.

- An NE IP address is allocated to the new NE.

- Basic information about the transport network (e. g. gateways) environment is provided to the NE. With this information the NE is able to exchange IP packets with other internet hosts.

- The NE provides information about its type, hardware and other relevant data about itself to the MnF(s) providing support for the self-configuration process.

- The address(es) of the MnF(s) providing support for the self-configuration process (e.g. MnF for software download, MnF for configuration data download) is provided to the NE. The address is equal to an IP address and a port number, or a DNS name and port number, or an URI.

The address(es) of the MnF(s) providing support for normal OAM functions after completion of the self-configuration process are provided to the NE. The address is equal to an IP address and a port number, or a DNS name and port number, or an URI.

- The NE connects to the MnF providing support for the software download.

- The decision which software or software packages have to be downloaded to the NE is taken.
- The software is downloaded into the NE.
- The NE connects to the MnF providing support for the configuration data download.
-  The configuration data for the NE is made available by either preparing it or making prepared configuration data available.
- The configuration data is downloaded into the NE.
- Dependent External nodes are updated with new configuration data as well (if required).
- The NE connects to the MnF providing support for normal OAM functions after completion of the self-configuration process.
- The inventory system in the MnF is informed that a new NE is in the field.

- The NE performs a self-test. Self-tests of different types can run at different places within the self-configuration procedure.

- The operator is informed about the progess of the self-configuration process and important events occuring during the self-configuration process.

- The network resource models are updated during and after the self-configuration process.

- SW is installed, i.e. prepared in such a way, that the NE is ready to use it. NE is allowed to use the SW. 
	

	Step 3 (O)
	MnF providing support for self-configuration process may notify MnS Consumer of Self-configuration management about the progress of the self configuration during self-configuration process.
	

	Ends when (*)
	Ends when all steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	
	

	Post Conditions
	The NE is ready to carry traffic.
	

	Traceability (*)
	All requirements of clause 6.1.2.X.2
	


	End of changes


