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1
Decision/action requested

The group is asked to endorse the detailed proposal in section 4.
2
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3
Rationale

3.1
Introduction

This contribution is to discuss the various key entities and capabilities involved in management control loops, co-ordination and management of management services involved in SLS assurance and interfaces between the management service producer and consumer. The discussion paper uses SBMA to describe the entities, relations and interfaces.  
3.2
Rel-15 baseline

To enable us to understand which entities, management services and types of interactions are specified for SBMA OAM service in Rel-15, the specfication set is listed in Table 3.2.1 an abstract view of this set is shown in in Figure 3.2.1.
Table 3.2.1: Overview of OAM specifications

	Specification 
	Title
	Release

	TS 28.530
	Management and orchestration; Concepts, use cases and requirements
	Rel-16

	TS 28.531
	Management and orchestration; Provisioning
	Rel-16

	TS 28.532
	Management and orchestration; Generic management services
	Rel-16

	TS 28.533
	Management and orchestration; Architecture framework
	Rel-16

	TS 28.540
	Management and orchestration; 5G Network Resource Model (NRM); Stage 1
	Rel-16

	TS 28.541
	Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3
	Rel-16

	TS 28.545
	Management and orchestration; Fault Supervision (FS)
	Rel-15

	TS 28.550
	Management and orchestration; Performance assurance
	Rel-16

	TS 28.552
	Management and orchestration; 5G performance measurements
	Rel-16

	TS 28.554
	Management and orchestration; 5G end to end Key Performance Indicators (KPI)
	Rel-16

	TS 32.441
	Trace Management Integration Reference Point (IRP); Requirements
	Rel-15

	TS 32.442
	Trace Management Integration Reference Point (IRP); Information Service (IS)
	Rel-15

	TS 32.443
	Trace Management Integration Reference Point (IRP); Common Object Request Broker Architecture (CORBA) Solution Set (SS)
	Rel-15


NOTE: Work item (WI 820036) is in progress to convert the Trace management specifications from IRP to Service based management interface. 
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NOTE 1: In the figure it is assumed that SBMA Trace management operations and notifications follows the same pattern existing management services and part of the Performance Assurance Service (TCE, Trace Collection Entity).  

NOTE 2: Subscribtion and discovery services are not shown 

Figure 3.2.1: Representation of baseline for Rel-15
Figure 3.2.1 shows that in Rel-15 OAM, provides Fault Supervision services, Performance Assurance services, Provisioning services and Management Data Analytics services for a 5G network consisting of NR, TN and 5GC. The management service typically manages the entities that are modelled in the NRM [4], such as NSI, NSSI, MF (NF), Cell, Transport end-points and indirectly NFVI through VNFM/NFVO interaction (specified by ETSI NFV) and indirectly TN NF’s are managed through interface specified by IETF.
From the figure the observation can be made that OAM is aware of the existence of Management Data Analytics services, but no interaction is specified neither is any analytics capability of MDAS described.
3.3
Proposed solution for Rel-16

Based on the following use cases and requirements documented in [1] the need for introduction of analytics capabilities in t and interaction between Management Data Analytics Service and the existing management services is documented. 
- Service quality assurance and optimization of the services

- Communication service assurance for shared resources

Customers that have an SLA with a CSP that includes QoE KPI fulfilment requirements need a solution that includes analytics capabilities that can process management and network data to enable QoE performance analytics and root cause analysis when QoE goals are not met. In case an NwDAF is deployed including QoE analytics capabilities, the NwDAF can be source of the QoE analytics information while MDAF takes care of the assistance of Root Cause Analysis the assurance of the QoE goals requires. In case the NwDAF is not deployed, QoE KPI fulfilment is provided by the Performance Assurance Service with or without an MDAF analytic capability being available. 
3.3.1
Introduction of service experience information
In Release 16 a new type of information is available to OAM that can assist the system with Root Cause Analysis (RCA). This new type of information, the impacted interfaces and the service provided by the MDAS in an OAM system are shown in Figure 3.3.1.1 
The SLS goal in shown in Figure 3.3.1.1 represents the goal (for example a KPI goal from the GST) the CSP wants to achieve as per agreement with the CSC.
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NOTE 1: The new entities introduced to support service experience information are shown in RED.

NOTE 2: The information flows in the direction of the arrows.

Figure 3.3.1.1: New entities shown to support Service experience information
3.3.2
Introduction of service experience information source NWDAF
In case an NWDAF is available, the source of QoE information is the NWDAF, as shown in Figure 3.3.2.1.
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NOTE 1: The new entities introduced to support service experience information are shown in RED.

NOTE 2: The information flows in the direction of the arrows.

Figure 3.3.2.1: NWDAF shown as source for QoE information
3.3.3
Description of MDAS Assurance RCA capability
The MDAS Assurance RCA capability provides the authorized consumer of the provisioning request with a report detailing the possible cause of service experience degradation and impacted entities. An example of an outcome of an RCA could be that the cause of degradation is that the coverage is insufficient for certain cells impacting certain UEs. Another reason for degradation could be that there is a capacity problem, the MDAS RCA capability output could provide a list of impacted areas (for example cells) and impacted UE’s and the reason why these are impacted, for example insufficient transport capacity. 
The details of the Provisioning request and response are FFS.
3.3.4
CSA Procedure

The CSP sets the SLS goal in the management system, the SLS goal is expressed in terms of KPI for Service experience. 

The performance assurance service is responsible for monitoring of the KPI for Service experience. The PAS configures the ServExpjob control to ensure that the PAS receives the Service experience measurements (events) applicable to the monitored services according to the SLS goal.

When the PAS detects a breach of the SLS goal, a provisioning request is sent to the MDAS Assurance RCA Service.The MDAS Assurance RCA service analysis the request and determines the root cause of the breach. Depending on the root cause of the breach the response includes the impacted entities and reason for the impact.
Baed on the response from the MDAS Assurance RCA service the PAS determines the action that is needed and may reconfigure the ServExpjob or request the provisioning service to reconfigure the identified entities.

4
Detailed proposal

The group is asked to endorse this solution description.
