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1
Decision/action requested

The group is asked to discuss and approve this document.
2
References

 [1]
Telecommunication management; Study on management aspects of communication services
3
Rationale

There are many discussion during the study phase of communication service management. The close loop assurance is related with many aspects and captured in different places. It’s necessary to collect the close loop related concepts in one specification for clear overview. The related concepts are the following:
· Tenant

· Communication service

· Relation between tenant and communication service

· Relation between communication service and network slice

4
Detailed proposal

We propose to make the following change to TS 28.535.
4 
Concepts and background

Editor’s Note: the following concepts are amongst others to be described in this clause, lifecycle of a communication service, service level specification, management control loop, interface/management services, 
4.1
Concepts related to close loop assurance

There are following concepts which are related to close loop assurance 

1. Tenant: section 4.1 in TS28.530[x]
2. Communication service: section 4.1 in TS28.530[x]
3. Network slice: section 4.1 in TS28.530[x]
4. Relation between tenant and communication service

5. Relation between communication service and network slice
4.2
Relation between tenant and communication service

One tenant may be related to one or multiple communication services.
The tenant takes the role of CSI consumer. CSI consumer is authorized to obtain the allowed management capability from CSI service provider according to the pre-defined agreements. The CSI Consumer can be mapped into a MnS consumer associated with tenant information in 3GPP management system. The MnS provider can provide management capabilities for different tenants by using tenant information.
4.3
Lifecycle of a communication service

Communication service assurance applies to different phases in the life of a communication service instance (CSI), a CSI goes through the following lifecycle phases; preparation, commissioning, operation and decommissioning.

- Preparation phase: 

Providing a CSI starts with preparation, which includes communication service design, pre-planning, feasibility check, i.e., checking the attainable communication service quality from both resource and service aspects, negotiation of the communication service attributes, preparing communication service and network requirements derived from SLA. 

- CSI commissioning phase: 

Once the CSI is prepared, it can be established by converting the communication service requirement for the CSI to network requirements (interaction and use of NF resources including RAN, CN) and creation of the CSI. When the CSI is created, it is deployed on the network resources and ready to be used by the communication service consumers (subscribers, UEs). Before allowing the maximum agreed number of communication service consumers to use the CSI a communication service assurance control loop is deployed to allow the network to converge to a state where the communication service assurance is stable and within the boundaries of the SLS. The assurance control loop learns the communication service behaviour during an initial deployment or trail phase.  

- CSI operation phase: 

After the commissioning phase, the CSI is activated for use of all communication service consumers (subscribers, UEs) that are allowed to use the communication service. The initial deployment or trail phase for the training of the communication service assurance algorithms has entered the operation phase. An activated CSI allows run-time operation of the communication service, e.g., quality of experience assurance, quality of service assurance. The optimization of CSI utilization may continue during the operation phase of the CSI.

- CSI decommissioning phase: 

When the CSI is no longer needed, after being de-activated, the lifecycle of the CSI ends with CSI termination. 
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Figure 4.1.1 Lifecycle of a communication service instance

4.4
Relation between communication service and network slice

4.4.1
Relation of CSI lifecycle to NSI lifecycle

Resource facing aspects of CSI lifecycle involve interactions with NSI lifecycle. The following clauses show the cases when a CSI LCM operation triggers a NSI LCM operation.

4.4.1.1
CSI LCM operation with dedicated NSI 

During the "CSI commissioning" phase the provider of the communication service may trigger the creation of a dedicate NSI to support the CSI. During the lifecyle of the CSI, the NSI maybe modified accordingly to satisfy the CSI requirements.
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Figure 4.4.1.1-1: NSI is exclusively used for CSI

4.4.1.2
CSI LCM operation with shared NSI 
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Figure 4.4.1.2-1: CSI LCM operation triggering modification of a NSI shared by two CSIs 
In a shared NSI scenario, the CSI LCM operation may trigger the NSI modification to allow adapting the resource allocation and configuration.
4.5
Management control loops

Editor’s Note: this clause describes the concept of management control loops for communication service assurance and describes the relations with other management and managed entities. 
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