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Decision/action requested

The group is asked to discuss this document
2
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3
Discussion
Option No. 1: Creation a new ONAP VES domain ‘fault3gpp’

A mapping of 3GPP Stage 2 fault notifications to ONAP VES API has been specified – cf. TS 28.532 [1] – clause 10.2.2, as well as the corresponding RESTful HTTP-based solution set – cf. TS 28.532 [1] – clause A.2.2.
This solution relies on the introduction (not done yet), in ONAP VES API, of a new domain, i.e. a new type of event in the ENUM below:
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, and it has been decided to name this new domain: ‘fault3gpp’. To this ‘fault3gpp’ new domain, a corresponding new datatype, named ‘fault3gppFields’ shall be introduced in ONAP VES API datatype definitions, similarly to ‘faultFields’, ‘heartbeatFields’, ‘measurementFields’, etc., as shown below:
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"§ref": "#/definitions/commonEventHeader”
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"faultFields": {
"§ref™: "#/definitions/faultFields”
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"heartbeatFields": {
"§ref™: "#/definitions/heartbeatFields"
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"measurementFields": {
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"mobileFlowFields": {
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"notificationFields": {
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"§ref": "#/definitions/voiceQualityFields"
i
1
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A possible definition of the ‘fault3gppFields’ datatype, to be introduced (by ONAP) in the above JSON schema, could be done by simply referring to the ‘fault3gppFields.json’ file (which content is to be copy/pasted from clause A.2.2 of TS 28.532 [1]), stored on the 3GPP public folder https://www.3gpp.org/ftp/Specs/2019-09/Rel-16/OpenAPI, as follows:

“fault3gppFields”: {

    “https://www.3gpp.org/ftp/Specs/2019-09/Rel-16/OpenAPI/fault3gppFields.json”

}

This approach now taken by 3GPP SA5 is being challenged by people thinking that there can be a better approach. So, let’s call the current approach (described above) the Option 1, and consider another possible option here below.
Option No. 2: Usage of the existing ONAP VES domain ‘fault’
This option has been already envisaged during the study phase – cf. clause 5.2.2 of TR 28.890 [2]. The existing ONAP VES ‘faultFields’ datatype is composed of the following fields (cf. https://onap.readthedocs.io/en/latest/submodules/vnfrqts/requirements.git/docs/Chapter8/ves7_1spec.html#datatype-faultfields):
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8.7.4.311. Datatype: faultFields

The faultFields datatype consists of the following field:

Field

alarmAdditional Information

alarmCon

alarminterfaceA

eventCategory

eventSeverity

eventSourceType

faultFieldsVersion

specificProblem

ViStatus

Type

hashMap.

Required:

No

Yes

No

No

Yes

Yes

Yes

Yes

Yes

Description
‘Additional alarm information.

« Note1: for SNMP mapping to VES, for hash key use OID of varbind, for value use incoming data for that
varbind).

« Note2: Alarm ID for 3GPP should be included (if applicable) in alarmAdditonalinformation as

larmidValue’

‘alarmid"

Could contain managed object instance as separate key:value; could add probable cause as separate
key:value.

Short name of the alarm condition/problem, such as a trap name. Should not have white space (e
tplLgCgiNotinConfig, BfdSessionDown, linkDown, etc..)

Card, port, channel o interface name of the device generating the alarm. This could reflect managed object.

ignaling’

Event category, for example: license, ‘link, ‘routing ‘security’

Event severity enumeration: ‘CRITICAL, ‘MAJOR', ‘MINOR', ‘'WARNING’, 'NORMAL. NORMAL is used to
represent clear.

Examples: ‘card!, ‘host, ‘other, ‘port; ‘portThreshold, ‘router, ‘slofThreshold
‘virtualNetworkFunction. This could be managed object class.

‘switch, ‘virtualMachine’,

Version of the faultFields block as “#.#" where # is a di

see section 1 for the correct digits to use.

Description of the alarm or problem (e.g., ‘eNodeB 155197 in PLMN 310-410 with eNodeB name KYL05197 is
lost). 3GPP probable cause would be included in this field.

Virtual function status enumeration: ‘Active’ ‘Idle, ‘Preparing to terminate’, ‘Ready to terminate’, ‘Requesting
Termination’




Adopting this approach would imply that a new mapping should be elaborated between 3GPP Stage 2 fault notification parameters (cf. clause 11.2.1.1 of TS 28.532 [1]) and faultFields fields (cf. above) or ONAP VES Common Event Header fields (cf. https://onap.readthedocs.io/en/latest/submodules/vnfrqts/requirements.git/docs/Chapter8/ves7_1spec.html#datatype-commoneventheader) – see below.
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87.421. Datatype: commonEventHeader

“The commonEventHeader datatype consist ofthe folowing fieds common to all events:
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So far, we think that a precise documentation on how to emit alarm notifications using the existing ‘fault’ domain is missing on ONAP documentation pages, preventing SA5 from specifying a concrete mapping between 3GPP Stage 2 fault notification parameters and ‘fault’ and Common Event Header fields.

4
Proposal

It is proposed:
1. To keep TS 28.532 as is for Release 16, i.e. adopting Option 1 above;

2. To potentially introduce Option 2 above in Release 16 or 17, when ONAP documentation describes clearly and unambiguously how to do so.
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