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	Reason for change:
	1)In diameter credit control application, there is two different procedure for successful server-initiated re-authorization senario. As defined in subclause 5.5 in RFC 8506, 
If a credit re-authorization is not already ongoing (i.e., the credit-control session is in Open state), a credit control client that receives an RAR message with Session-Id equal to a currently active credit-control session MUST acknowledge the request by sending the Re-Auth-Answer (RAA) message and MUST initiate the credit re-authorization toward the server by sending a Credit-Control-Request message with the CC-Request-Type AVP set to the value UPDATE_REQUEST. The Result-Code 2002 (DIAMETER_LIMITED_SUCCESS) SHOULD be used in the RAA message to indicate that an additional message (i.e., CCR message with the value UPDATE_REQUEST) is required to complete the procedure. If a quota was allocated to the service, the credit-control client MUST report the used quota in the Credit-Control-Request.  
……
If credit re-authorization is ongoing at the time when the RAR message is received (i.e., RAR-CCR collision), the credit-control client successfully acknowledges the request but does not initiate a new credit re-authorization.  The Result-Code 2001 (DIAMETER_SUCCESS) SHOULD be used in the RAA message to indicate that a credit re-authorization procedure is already ongoing (i.e., the client was in PendingU state when the RAR was received).  The credit-control server SHOULD process the Credit-Control-Request as if it was received in answer to the server initiated credit re-authorization, and should consider the server initiated credit re-authorization process  successful upon reception of the Re-Auth-Answer message.

It’s better to remain this functionality for 5G charging for backward compatible, i.e. add support for above 1st procedure since 2nd procedure already be covered in 5G charging specification. 
2)   RFC6733 subclause 8.5.2 has following description for ASA Result-Code in different scenario, which also should be kept for 5G charging for backward compatible:

If the session identified by Session-Id in the ASR was successfully   terminated, the Result-Code is set to DIAMETER_SUCCESS.  If the   session is not currently active, the Result-Code is set to   DIAMETER_UNKNOWN_SESSION_ID.  If the access device does not stop the session for any other reason, the Result-Code is set to   DIAMETER_UNABLE_TO_COMPLY.

	
	

	Summary of change:
	supplement processing mechnism for:
- re-authorization notification successful ackonwledgment scenario.
- abort notification unsuccessful ackonwledgment scenario.

	
	

	Consequences if not approved:
	charging notify request is not correctly supported.
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[bookmark: _Toc20218233][bookmark: _Toc10814624]5.2.2.5	Nchf_ConvergedCharging_Notify Operation
The Nchf_ConvergedCharging_Notify service operation provides means for CHF to notify the NF(CTF) to update or terminate charging of the PDU Session.
The following procedures using the Nchf_ConvergedCharging_Notify service operation are supported:
-	CHF determines re-authorization.
-	CHF determines abort of charging.



Figure 5.2.2.5-1: Nchf_ConvergedCharging_Notify Service Operation
1. The CHF sends a Nchf_ConvergedCharging_Notify request to the NF (CTF). The {notifyUri} identifies the notification URI which is sent in the Nchf_ConvergedCharging_Create request. The notification type is included in the request body.
2a. At successful operation, "204 No Content" response is returned. After that CHF may receive a new Charging Data Request in scenarios that the NF Service Consumer receive a Charging Notify Request while not waiting for any Charging Data Response from the CHF. 
2b. On failure , one of the HTTP status code listed in Table 6.1.5.2.3.1-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.7.3-1.

	Next change


[bookmark: _Toc20218271][bookmark: _Toc10814669]6.1.5.2.3.1	POST 
This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and response codes specified in table 6.1.5.2.3.1-2.
Table 6.1.5.2.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ChargingNotifyRequest
	M
	1
	Provides Information about active Charging events. ChargingNotifyRequest data type is defined in subclause 6.1.6.



Table 6.1.5.2.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged. After that a new Charging Data Request may be received in some scenarios.

	ChargingDataResponse
	M
	1
	400 Bad Request
	(NOTE 2)

	NOTE 1:	In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [299] for the POST method also apply.
NOTE 2:	Failure cases are described in subclause 6.1.7.



	End of change
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