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[bookmark: foreword][bookmark: _Toc22560589]Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.

[bookmark: introduction][bookmark: _Toc22560590]Introduction
The present document is part of a TS-family covering the 3rd Generation Partnership Project Technical Specification Group Services and System Aspects Management and orchestration of networks, as identified below:
TS 28.313:	Management and orchestration; Self-Organizing Networks (SON) for 5G networks.
TS 28.552:	Management and orchestration; 5G performance measurements.
TS 28.544:	Management and orchestration; Self-Organizing Networks (SON) Network Resource Model (NRM) for 5G networks.

[bookmark: scope][bookmark: _Toc22560591]
1	Scope
The present document specifies the concepts, use cases, requirements, and procedures for the SON functions in 5GS.
[bookmark: references][bookmark: _Toc22560592]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 32.500: "Telecommunication Management; Self-Organizing Networks (SON); Concepts and requirements".
[3]	3GPP TS 28.532: "Management and orchestration; Generic management services”
[4]	3GPP TS 38.321 “NR; Medium Access Control (MAC) protocol specification”.
[5]	3GPP TS 28.552 “Management and orchestration; 5G performance measurements”
[6] 	3GPP TS 32.511 " Telecommunication management; Automatic Neighbour Relation (ANR) management; Concepts and requirements"
[7]	3GPP TS 38.300 "NR; Overall description; Stage-2"
[8]	3GPP TS 36.300 "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2"


[bookmark: definitions][bookmark: _Toc22560593]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc22560594]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Centralized SON (C-SON): SON solution where SON algorithms are executed in the 3GPP management system. Centralized SON has two variants:
· Cross Domain-Centralized SON: SON solution where SON algorithms are executed in the 3GPP Cross Domain layer.
· Domain-Centralized SON: SON solution where SON algorithms are executed in the Domain layer.
Distributed SON (D-SON): SON solution where SON algorithms are executed in the Network Function layer.
Hybrid SON: SON solution where SON algorithms are executed at two or more of the following layers: NF layer or Domain layer or 3GPP Cross Domain layer.
Searchlist: list of frequencies and supporting information to be used for neighbour cell measurements, which contains entries for NG-RAN and supported IRATs.
[bookmark: _Toc22560595]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc22560596]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ANR	Automatic Neighbour Relation
NCR	Neighbour Cell Relation
NG-RAN	Next Generation Radio Access Network

[bookmark: _Toc485918125][bookmark: _Toc19542059][bookmark: _Toc22560597]4	Concepts and background
[bookmark: _Toc530425202][bookmark: _Toc530425342][bookmark: _Toc6318511][bookmark: _Toc6319072][bookmark: _Toc12935956][bookmark: _Toc22560598][bookmark: _Toc530425203][bookmark: _Toc530425343][bookmark: _Toc6318512][bookmark: _Toc6319073][bookmark: _Toc12935957]4.1	SON concepts
[bookmark: _Toc22560599]4.1.1	Overview
Based on the location of the SON algorithm, SON is categorized into four different solutions that are possible for implementing various SON use cases, the solution is selected depending on the needs of the SON use cases.
a)	Centralized SON:
1)	Cross Domain-Centralized SON
2)	Domain-Centralized SON
b)	Distributed SON
c)	Hybrid SON. 
The SON algorithm is not standardized by 3GPP.
The following figure illustrates the overview of SON Framework.

Figure 4.1.1-1 Overview of SON Framework
[bookmark: _Toc22560600][bookmark: _Toc530425204][bookmark: _Toc530425344][bookmark: _Toc6318513][bookmark: _Toc6319074][bookmark: _Toc12935958]4.1.2	Centralized SON
[bookmark: _Toc22560601]4.1.2.1	Introduction
Centralized SON (C-SON) means that the SON algorithm executes in the 3GPP management system. The centralized SON concept has been defined for LTE in TS 32.500 [2].
Figure 4.1.2-1 shows a generic C-SON process, where the SON algorithms execute in the 3GPP management system interact with network functions in RAN and/or CN to implement SON functions. The SON algorithm may consist of the following functionalities:
-	Monitoring: monitor the network(s) by collecting management data, including the data provided by MDAS.
-	Analysis: analyse the management data to determine if there are issues in the network(s) that need to be resolved.
-	Decision: makes the decision on the SON actions to resolve the issues.
-	Execution: execute the SON actions.
-	Evaluation: evaluate whether the issues have been solved by analysing the management data
NOTE 1: The management data as well as the exact algorithm may vary for different SON cases. For example, for automated creation of NSI, NSSI and/or NFs related cases, the management data may be SLA requirements received from service management layer; for automated optimization related cases, the management data may be performance measurements of the networks; for automated healing related cases, the management data may be alarm information of the networks. The management data and the algorithm are to be specified case by case.



[bookmark: OLE_LINK10][bookmark: _Toc2418527][bookmark: _Toc12711045][bookmark: _Toc17869808]Figure 4.1.2-1 C-SON process
[bookmark: _Toc22560602]4.1.2.2	Cross Domain-Centralized SON
The Cross Domain-Centralized SON means that the SON algorithm executes in the 3GPP Cross Domain layer.
For Cross Domain-Centralized SON, the MnF(s) in 3GPP Cross Domain layer monitors the networks via management data, analyses the management data, makes decisions on the SON actions, and executes the SON actions.
[bookmark: _Toc22560603]4.1.2.3	Domain-Centralized SON
The Domain-Centralized SON means the SON algorithm executes in the Domain layer. 
For Domain-Centralized SON, the MnF(s) in Domain layer monitors the networks via management data, analyses the management data, makes decisions on the SON actions, and executes the SON actions.
The MnF(s) in 3GPP Cross Domain is responsible for management and control of the Domain-Centralized SON function. The management and control may include switching on/off a Domain-Centralized SON function, making policies for a Domain-Centralized SON function, and/or evaluating the performance of a Domain-Centralized SON function. 
[bookmark: _Toc530425205][bookmark: _Toc530425345][bookmark: _Toc6318514][bookmark: _Toc6319075][bookmark: _Toc12935959][bookmark: _Toc22560604]4.1.3	Distributed SON
The distributed SON (D-SON) means that the SON algorithm is located in the NFs. The distributed SON concept has been defined for LTE in TS 32.500 [2].
For D-SON, the NFs monitors the network events, analyses the network data, makes decisions on the SON actions and executes the SON actions in the network nodes.
Figure 4.1.3-1 shows that the 3GPP management system (MnF in Domain or 3GPP Cross Domain) is responsible for the following functions:
a) D-SON management function:
1) Switch on/off a D-SON function,
2) Provide policies, targets, and supplementary information (e.g., the range attributes) for a D-SON function.
b) D-SON evaluation function: evaluate whether the issues have been resolved, and may apply D-SON management actions.
Editor’s Note: the reference to corresponding SON concept to RAN specification will be added later.


Figure 4.1.3-1 D-SON process 
[bookmark: _Toc530425206][bookmark: _Toc530425346][bookmark: _Toc6318515][bookmark: _Toc6319076][bookmark: _Toc12935960][bookmark: _Toc22560605]4.1.4	Hybrid SON
The hybrid SON (H-SON) means the SON algorithm are executed at two or more of the following levels: NF layer, Domain layer or 3GPP Cross Domain layer. The hybrid SON concept has been defined for LTE in TS 32.500 [2].
The 3GPP management system (i.e. MnF(s) in Domain or 3GPP Cross Domain) and NFs work together, in a coordinated manner, to build up a complete SON algorithm. The decisions on SON actions may be made by 3GPP management system and/or NFs, depending on the specific cases.
Figure 4.1.4-1 shows that the C-SON component is monitoring and executes SON actions. 


Figure 4.1.4-1 H-SON process

[bookmark: _Toc22560606]5	Business level requirements
[bookmark: _Toc22560607]5.1	Requirements
[bookmark: _Toc22560608]5.1.1	Distributed SON management
REQ-NR-ANR-CON-01	For NG-RAN ANR management, the initial status of a newly created NCR by the ANR function to a NG-RAN cell shall be such that HO is allowed, X2 or Xn connection setup is allowed, and the NCR is allowed to be removed by the ANR function in the gNB.
REQ-NR-ANR-CON-02	NG-RAN ANR management shall support NCRs from NG-RAN to NG-RAN and from NG-RAN to E-UTRAN.
REQ-NR-ANR-CON-03	For E-UTRAN ANR management, the initial status of a newly created NCR by ANR function to a NG-RAN cell shall be such that HO is allowed, X2 connection setup is allowed, and the NCR is allowed to be removed by the ANR function in the eNB.
REQ-NR-ANR-CON-04	E-UTRAN ANR management shall support NCRs from E-UTRAN to NG-RAN, in addition to support to other technologies, described in TS 32.511 [6] clause 5.1.
[bookmark: _Toc22560609]5.1.2	Centralized SON

[bookmark: _Toc22560610][bookmark: _Hlk20300608]5.2	Actor roles

[bookmark: _Toc22560611]5.3	Telecommunication resources

[bookmark: _Toc22560612]5.4	High-level use cases
[bookmark: _Toc22560613]5.4.1	Distributed SON management

[bookmark: _Toc22560614]5.4.2	Centralized SON

[bookmark: _Toc22560615]6	Specification level requirements

[bookmark: _Toc22560616]6.1	Requirements
[bookmark: _Toc22560617]6.1.1	Distributed SON management
[bookmark: _Toc530425271][bookmark: _Toc530425411][bookmark: _Toc6318604][bookmark: _Toc6319165][bookmark: _Toc17869935][bookmark: _Toc22560618]6.1.1.1	RACH Optimization (Random Access Optimisation)
REQ-RACH-FUN-1 MnS producer of D-SON management should have a capability allowing the authorized consumer to set and update the targets for RACH optimization function.
REQ-RACH-FUN-2 MnS producer of D-SON management should have a capability allowing an authorized consumer to enable or disable the RACH optimization function.
REQ-RACH-FUN-3 MnS producer of D-SON management should have a capability allowing the authorized consumer to collect performance measurements that are used to evaluate the RACH performance.
[bookmark: _Toc22560619]6.1.1.2	MRO (Mobility Robustness Optimisation)
REQ-MRO-FUN-1 The MnS producer of D-SON management should have a capability allowing the MnS consumer to set the targets for MRO function.
REQ-MRO-FUN-2 The MnS producer of D-SON management should have a capability allowing the MnS consumer to collect the handover related performance measurements that are used to evaluate the MRO performance.
REQ-MRO-FUN-3 MnS producer of D-SON management should have a capability allowing the MnS consumer to enable or disable the MRO function.
[bookmark: _Toc304194444][bookmark: _Toc22560620]6.1.1.3	ANR management in NG-RAN
The business level requirements in section 5.1.1 are decomposed into the following specification level requirements, applicable for NG-RAN:
REQ-NR-ANR-FUN-01	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request that HO be allowed from source cell to target cell.  
REQ-NR-ANR-FUN-02	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request that HO be prohibited from source cell to target cell.  
REQ-NR-ANR-FUN-03	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request that HO be allowed from source cell to target cell and that no other entity than an MnS consumer can remove that request. This is termed as HO white-listing.  
REQ-NR-ANR-FUN-04	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request that HO be prohibited from source cell to target cell and that no other entity than an MnS consumer can remove that request. This is termed as HO black-listing.
REQ-NR-ANR-FUN-05	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request establishment of an Xn connection to the neighbour gNB, or an Xn connection to the neighbour ng-eNB, or an X2 connection to the neighbour en-eNB
REQ-NR-ANR-FUN-06	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request the establishment of an Xn connection to the neighbour gNB, or an Xn connection to the neighbour ng-eNB, or an X2 connection to the neighbour en-eNB, and that the release of the X2 or Xn interface is prohibited. No other entity than an MnS consumer can remove that connection.  This is termed as X2 or Xn white-listing.
REQ-NR-ANR-FUN-07	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request that an existing Xn connection to a neighbour gNB, or an Xn connection to a neighbour ng-eNB, or an X2 connection to a neighbour en-eNB is released, and that the establishment of such a connection is prohibited. No other entity than an MnS consumer can remove that request. This is termed as X2 or Xn black-listing.
REQ-NR-ANR-FUN-08	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to disable or enable the ANR function in one or more gNBs.
REQ-NR-ANR-FUN-09	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to add and configure new NCRs in the gNB.
REQ-NR-ANR-FUN-10	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to remove NCRs in the gNB 
REQ-NR-ANR-FUN-11	The MnS producer of D-SON management shall support a capability to inform an MnS consumer about changes to the NCR according to TS 32.532 [3].
REQ-NR-ANR-FUN-12	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to configure a Searchlist for each cell.
REQ-NR-ANR-FUN-13	The MnS producer of D-SON management shall support a capability to inform an MnS consumer about newly added and removed NCRs according to TS 32.532 [3]. 
REQ-NR-ANR-FUN-14	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to retrieve ANR related attribute values on cell level, identifying:
-	Source cell and target cell;
-	NCR status (locked, unlocked);
-	HO status (allowed, prohibited).
The "locked" NCR status indicates that the NCR shall not be removed by the ANR function. 
The "unlocked" NCR status indicates that the NCR may be removed by the ANR function.
The "allowed" HO status indicates that handovers are allowed for this NCR.
The "prohibited" HO status indicates that handovers are prohibited for this NCR.
The combination of "locked" NCR status and "allowed" HO status is a "white-listed" relation.
The combination of "locked" NCR status and "prohibited" HO status is a "black-listed" relation.
REQ-NR-ANR-FUN-15		The MnS producer of D-SON management shall support a capability allowing an MnS consumer to request the source gNB to be prohibited from using an Xn connection to a neighbour gNB, or an Xn connection to a neighbour ng-eNB, or an X2 connection to a neighbour en-eNB, for handovers, even if the X2 or Xn interface exists from the source gNB to the target gNB or eNB. No other entity than an MnS consumer can remove that request.  This is termed as X2XnHO black-listing.
REQ-NR-ANR-FUN-16	The MnS producer of D-SON management shall support a capability allowing an MnS consumer to retrieve the list of X2 or Xn white-listed and black-listed gNBs and eNBs.
[bookmark: _Toc22560621]6.1.2	Centralized SON


[bookmark: _Toc22560622]6.2	Actor roles

[bookmark: _Toc22560623]6.3	Telecommunication resources

[bookmark: _Toc22560624]6.4	Use cases
[bookmark: _Toc22560625]6.4.1	Distributed SON management
[bookmark: _Toc530425250][bookmark: _Toc530425390][bookmark: _Toc6318563][bookmark: _Toc6319124][bookmark: _Toc17869876][bookmark: _Toc22560626]6.4.1.1	RACH Optimization (Random Access Optimisation)

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To automatically configure the RACH parameters in a cell in order to achieve the optimal network performance by reducing the network access time, and minimize the failures.
	

	Actors and Roles
	An authorized consumer of the MnS producer of D-SON management.

	

	Telecom resources
	· gNB;
· The MnS producer of D-SON management
	

	Assumptions
	N/A
	

	Pre-conditions
	· 5G NR cells are in operation.
· MnS producer of D-SON management is in operation.
	

	Begins when 
	The MnS producer of D-SON management has been deployed.
	

	Step 1 (M)
	The MnS producer of D-SON management sets the targets for the RACH optimization function.
	

	Step 2 (M)
	The MnS producer of D-SON management enables the RACH optimization function.
	

	Step 3 (M)
	The MnS producer of D-SON management collects the RACH related measurements, and analyze them to evaluate the RACH performance.
	

	Step 4 (O)
	If the MnS consumer of D-SON determines that the RACH performance does not meet the target, it updates the targets for RACH optimization function;
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The RACH performance has been optimized.
	

	Traceability 
	REQ-RACH-FUN-1, REQ-RACH-FUN-2, REQ-RACH-FUN-3, REQ-RACH-FUN-4
	



[bookmark: _Toc22560627]6.4.1.2	MRO (Mobility Robustness Optimisation)

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To automatically configure the handover parameters in cells in order to improve the handover performance.
	

	Actors and Roles
	An authorized consumer of the MnS producer of D-SON management.

	

	Telecom resources
	· gNB;
· The MnS producer of D-SON management 
	

	Assumptions
	N/A
	

	Pre-conditions
	· 5G NR cells are in operation.
· MnS producer of D-SON management is in operation.
	

	Begins when 
	The MnS producer of D-SON management has been deployed.
	

	Step 1 (M)
	The MnS producer of D-SON management sets the targets for the MRO function.
	

	Step 2 (M)
	The MnS producer of D-SON management enables the MRO function.
	

	Step 3 (M)
	The MRO function detects handover issues (e.g. too late HO, too early HO and HO to a wrong cell) in intra-RAT or inter-RAT mobility by analyzing reports from UEs and network side information, and acts to mitigate the HO issues by adjusting HO related parameters.
	

	Step 4 (M)
	The MnS producer of D-SON management collects MRO related measurements, and analyzes them to evaluate the MRO performance.
	

	Step 5 (M)
	The MnS producer of D-SON management performs the following action, if the MRO performance does not meet the target: 
1.  Update the targets for MRO function.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The MRO performance has been optimized.
	

	Traceability 
	REQ-MRO-FUN-1, REQ- MR-FUN-2, REQ-MRO-FUN-3
	



[bookmark: _Toc22560628]6.4.1.3	ANR management
[bookmark: _Toc22560629]6.4.1.3.1	Starting the ANR function
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is to make the ANR function in the gNB is enabled.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management
	

	Telecom resources
	The MnS producer of D-SON management
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is not active.
 
The gNB may have NCRs. The NCRs may be configured by a MnS consumer or may have been added by the ANR function if the ANR function has been active previously.
	

	Begins when 
	The Use Case begins when the MnS consumer decides to enable the ANR function in a gNB.
	

	Step 1 (M)
	The MnS consumer enables the ANR function in the gNB.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The ANR function in gNB is successfully enabled by the MnS consumer, or if unsuccessful, still disabled.
	

	Traceability
	REQ-NR-ANR-FUN-0h
	



[bookmark: _Toc22560630]6.4.1.3.2	Stopping the ANR function
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is to make the ANR function in the gNB is disabled.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management
	

	Telecom resources
	The MnS producer of D-SON management
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is active
	

	Begins when 
	The Use Case begins when the MnS consumer decides to disable the ANR function in a gNB.
	

	Step 1 (M)
	The MnS consumer disables the ANR function in the gNB.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The ANR function in gNB is successfully disabled by the MnS consumer, or if unsuccessful, still enabled. All existing NCRs, whether created by ANR or otherwise are unaltered.
	

	Traceability
	REQ-NR-ANR-FUN-0h
	



[bookmark: _Toc22560631]6.4.1.3.3	Sending notification of added or deleted NCR
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is for the MnS producer to send a notification of added or deleted NCR to the MnS consumer.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management.
	

	Telecom resources
	The MnS producer of D-SON management.
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is active
	

	Begins when 
	An NCR is added or deleted. This could be the result of either the ANR function’s action, or the creation of the deletion of an NCR by a MnS consumer. 
	

	Step 1 (M)
	The MnS producer sends a notification to the MnS consumer.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The MnS consumer is aware of the creation or deletion of the NCR.
	

	Traceability
	REQ-NR-ANR-FUN-0m
	



[bookmark: _Toc22560632]6.4.1.3.4	Handover Whitelisting 
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is to make an NCR present in the NCRT, useful for handovers.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management
	

	Telecom resources
	The MnS producer of D-SON management
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is active.
	

	Begins when 
	The Use Case begins when the MnS consumer decides to whitelist an NCR.
	

	Step 1 (O)
	The MnS consumer creates the NCR
This step is executed if it the wanted NCR not already present in the NCRT.
	

	Step 2 (M)
	The MnS consumer marks the NCR so that handovers are allowed, and so that the ANR function is not allowed to remove the NCR.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The wanted NCR is present in the NCRT. It is protected from being removed by the ANR function.
	

	Traceability
	REQ-NR-ANR-FUN-0c, REQ-NR-ANR-FUN-0i
	



[bookmark: _Toc22560633]6.4.1.3.5	Handover Blacklisting
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is to make an NCR is present in the NCRT and made unavailable for handovers.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management
	

	Telecom resources
	The MnS producer of D-SON management
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is active.
	

	Begins when 
	The Use Case begins when the MnS consumer decides to blacklist an NCR.
	

	Step 1 (O)
	The MnS consumer creates the NCR.
This step is executed if it the wanted NCR not already present in the NCRT.
	

	Step 2 (M)
	The MnS consumer marks the NCR so that handovers are prohibited, and so that the ANR function is not allowed to remove the NCR.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The wanted NCR is present in the NCRT. It is protected from being removed by the ANR function.
	

	Traceability
	REQ-NR-ANR-FUN-0d, REQ-NR-ANR-FUN-0i
	



[bookmark: _Toc22560634][bookmark: _Hlk21005231]6.4.1.3.6	Prohibiting X2 or Xn connection to a peer node (X2/Xn blacklisting)
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is to prohibit a gNB from setting up an X2 or Xn connection to a peer gNB or eNB. If such a connection existed, it is brought down.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management
	

	Telecom resources
	The MnS producer of D-SON management
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is active.
	

	Begins when 
	The Use Case begins when the MnS consumer decides to prohibit the setting up of X2 or Xn connections to a peer node.
	

	Step 1 (M)
	The MnS consumer configures the MnS producer with the peer node into the list of nodes for which X2 or Xn connections are prohibited.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The peer node is in the black-list. If an X2 or Xn connection was present to the peer node, it is brought down.
	

	Traceability
	REQ-NR-ANR-FUN-0g
	



[bookmark: _Toc22560635]6.4.1.3.7	Prohibiting handover over X2 or Xn (X2/Xn handover blacklisting)
	Use Case Stage
	Evolution / Specification
	<<Uses>>
Related use 

	Goal
	The goal is to prohibit a gNB from using an X2 or Xn connection to a peer gNB or eNB for handover.
	

	Actors and Roles
	A MnS consumer of the MnS of D-SON management.
	

	Telecom resources
	The MnS producer of D-SON management
gNB
	

	Assumptions
	
	

	Pre conditions
	The ANR function is active.
	

	Begins when 
	The Use Case begins when the MnS consumer decides to prohibit using the X2 or Xn connection to a peer node for handover.
	

	Step 1 (M)
	The MnS consumer configures the MnS producer to mark the NCR to the peer node so that handovers over the X2 or Xn connection are prohibited.
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The gNB is prohibited from using the using the X2 or Xn connection to the peer node for handovers.
	

	Traceability
	REQ-NR-ANR-FUN-0o
	



[bookmark: _Toc22560636]6.4.2	Centralized SON


[bookmark: _Toc22560637]7	Management services for SON

Editor’s note: this clause contains the management services for SON and definition of information, such as targets, control, parameters, and PM measurements that are needed to support SON functions.

[bookmark: _Toc22560638]7.1	Management services for D-SON management 
[bookmark: _Toc22560639]7.1.1	RACH Optimization (Random Access Optimisation)
[bookmark: _Toc22560640]7.1.1.1	Information definition
[bookmark: _Toc22560641]7.1.1.1.1	Targets information
The targets of RACH optimization are shown in Table 7.1.1.1.1-1.
Table 7.1.1.1.1-1.  RACH optimization targets
	Targets
	Definition
	Legal Values

	UE access delay probability
	The probability distribution of UE access delay that is used to minimize the access delays for the UEs under the coverage of popular SSBs.
	CDF of access delay



Editor's Note:	The definition of targets to support the the following targets needs clarification from RAN3.
-  Minimize the delays for the UEs to request the other SIs
-  Minimize the imbalance of UEs access delays on uplink (UL) and supplementary uplink (SUL) channel
-  Minimize the beam failure recovery delays for the UEs in RRC_Connected.
-  Minimize the failed/unnecessary RACH attempts on RACH resource before success.
[bookmark: _Toc22560642]7.1.1.1.2	Control information
[bookmark: _Hlk20487751]The parameter is used to control the RACH optimization function.

	Control parameter
	Definition
	Legal Values

	RACH optimization control
	This attribute allows authorized consumer to enable/disable the RACH optimization functionality.

	Boolean
On, off



[bookmark: _Toc22560643]7.1.1.1.3	Parameters to be updated
Editor's Note:	Whether the ranges of RACH parameters need to be configured needs confirmation from RAN3.
[bookmark: _Toc22560644]7.1.1.1.4	Performance measurements
Performance measurements related to the RACH optimization are captured in Table 7.1.1.1.4-1:
Table 7.1.1.1.4-1.  RACH optimization related performance measurements
	Performance measurements
	Description
	Related targets

	Distribution of RACH preambles sent
	Distribution of the number of preambles UEs sent to achieve synchronization, where the number of preambles sent corresponds to PREAMBLE_TRANSMISSION_COUNTER (see clause 5.1.1 in TS 38.321 [4]) in UE.
	UE access delay probability

	Distribution of UEs access delay
	Distribution of the time needed for UEs to successfully attach to the network.
	UE access delay probability



[bookmark: _Toc22560645]7.1.2	MRO (Mobility Robustness Optimisation)
[bookmark: _Toc22560646]7.1.2.1	Information definition
[bookmark: _Toc22560647]7.1.2.1.1	Targets information
The targets of MRO are shown in the Table 7.1.2.1.1-1.
Table 7.1.2.1.1-1.  MRO targets
	Target Name
	Definition
	Legal Values

	Total handover failure rate
	(the number of failure events related to handover) / (the total number of handover events)
	[0..100] in unit percentage

	Total intra-RAT handover failure rate
	(the number of failure events related to intra-RAT handover) / (the total number of handover events)
	[0..100] in unit percentage

	Total inter-RAT handover failure rate
	(the number of failure events related to inter-RAT handover) / (the total number of handover events)
	[0..100] in unit percentage



[bookmark: _Toc22560648]7.1.2.1.2	Control information
The parameter is used to control the MRO function.

	Control parameter
	Definition
	Legal Values

	MRO function control
	This attribute allows the operator to enable/disable the MRO functionality.

	Boolean
On, off



[bookmark: _Toc22560649]7.1.2.1.3	Parameters to be updated
Editor's Note:	Whether the ranges of handover parameters need to be configured needs confirmation from RAN3.

[bookmark: _Toc22560650]7.1.2.1.4	Performance measurements
Performance measurements related MRO are captured in Table 7.1.2.1.4.-1:
Table 7.1.2.1.4-1.  MRO related performance measurements
	Performance measurements
	Description
	Related targets

	Number of handover events
	Includes all successful and unsuccessful handover events (see clause 5.1.1.6 in TS 28.552 [5]). 
	Total handover failure rate

	Number of handover failures
	Includes unsuccessful handover events with failure causes (see clause 5.1.1.6 in TS 28.552 [5]).
	Total handover failure rate

	Number of intra-RAT handover events
	Includes all successful and unsuccessful intra-RAT handover eventsl
	Total intra-RAT handover failure rate

	Number of intra-RAT handover failures
	Includes unsuccessful intra-RAT handover events with failure causes.
	Total intra-RAT handover failure rate

	Number of inter-RAT handover events
	Includes all successful and unsuccessful inter-RAT handover events. 
	Total inter-RAT handover failure rate

	Number of inter-RAT handover failures
	Includes unsuccessful inter-RAT handover events with failure causes.
	Total inter-RAT handover failure rate

	Number of inter-RAT too early handover failures
	Detected when an RLF occurs after the UE has stayed for a long period of time in the cell.
	Imbalance of UE access delay on UL and SUL probability

	Number of intra-RAT too late handover failures
	Detected when an RLF occurs shortly after a successful handover from a source cell to a target cell or a handover failure occurs during the handover procedure.
	Total intra-RAT handover failure rate

	Number of intra-RAT handover failures to wrong cell
	Detected when an RLF occurs shortly after a successful handover from a source cell to a target cell or a handover failure occurs during the handover procedure.
	Total intra-RAT handover failure rate

	Number of inter-RAT too early handover failures
	Detected when an RLF occurs after the UE has stayed in an E-UTRAN cell which connects with 5GC for a long period of time.
	Total intra-RAT handover failure rate

	Number of inter-RAT too late handover failures
	Deteccted when an RLF occurs shortly after a successful handover from an E-UTRAN cell which connects with EPC to a target cell in a E-UTRAN cell which connects with 5GC.
	Total inter-RAT handover failure rate

	Number of unnecessary handover to another RAT
	Detected when a UE is handed over from NG-RAN to other system (e.g. UTRAN) even though quality of the NG-RAN coverage was sufficient for the service used by the UE.
	Total inter-RAT handover failure rate

	Number of inter-RAT handover ping pong
	Detected when an UE is handed over from a cell in a source system (e.g. NG-RAN) to a cell in a target system different from the source system (e.g. E-UTRAN), then within a predefined limited time the UE is handed over back to a cell in the source system, while the coverage of the source system was sufficient for the service used by the UE.
	Total inter-RAT handover failure rate



Editor's Note:	The references will be added, once the performance measurements have been defined.

[bookmark: _Toc22560651]7.2	Management services for C-SON
[bookmark: _Toc22560652]7.2.1	<Management service name #1 for C-SON management>
[bookmark: _Toc22560653]7.2.1.1	Information definition

[bookmark: _Toc22560654]7.2.2	<Management service name #2 for C-SON management>
[bookmark: _Toc22560655]7.2.2.1	Information definition



[bookmark: _Toc19542065][bookmark: _Toc22560656]8	SON procedures
[bookmark: _Toc22560657]8.1	Distributed SON management
[bookmark: _Toc22560658]8.1.1	RACH Optimization (Random Access Optimisation)
[bookmark: _Toc6318565][bookmark: _Toc6319126][bookmark: _Toc17869878]Figure 8.1.1-1 depicts a procedure that describes how MnS producer of D-SONmanagement can manage the RACH optimization (D-SON) function. It is assumed that the MnS producer of D-SONmanagement has consumed the performance assurance management service to collect RACH optimisation related measurements.


Figure 9.1.1-1: RACH Optimization procedure
1. The MnS producer of D-SON management consumes the MnS of provisioning with modifyMOIAttributes operation (see clause 5.1.3 in TS 28.532 [3]) to configure the targets for RACH optimization function.
1.a The MnS of provisioning sets the targets for RACH optimization (D-SON) function (NOTE). 
2. The MnS producer of D-SON management consumes the management service for NF provisioning with modifyMOIAttributes operation to enable the RACH optimization function for a given NR cell. 
3.a The MnS of provisioning enables the RACH optimization (D-SON) function (NOTE).
3. The RACH optimization (D-SON) function receives the RACH information report from UE(s), and analyses them to determine the actions to optimize the RACH performance if the performance does not meet the targets by updating the RACH parameters.
4. The MnS producer of D-SON management collects the RACH related performance measurements. 
5. The MnS producer of D-SON management analyses the measurements to evaluate the RACH performance,
6.  The MnS producer of D-SON management consumes the MnS of provisioning with modifyMOIAttributes operation to update the targets of the RACH optimization function, when the RACH optimization performance does not meet the targets:
6.a The MnS of provisioning updates the targets for RACH optimization function (NOTE).
NOTE: The interface between MnS of provisioning and RACH optimization is not subject to standardization.
[bookmark: _Toc22560659]8.1.2	MRO (Mobility Robustness Optimisation)
Figure 8.1.2-1 depicts a procedure that describes how MnS producer of D-SON management can manage the MRO function. It is assumed that the MnS producer of D-SON management has consumed the management service of performance assurance to create PM jobs to collect handover related measurements.


Figure 8.1.2-1: MRO procedure
1. The MnS producer of D-SON management consumes the MnS producer of provisioning with modifyMOIAttributes operation (see clause 5.1.3 in TS 28.532 [3]) to configure targets for the MRO function.
1.a The MnS producer of provisioning sets the targets for MRO function (NOTE). 
2. The MnS producer of D-SON management consumes the management service for NF provisioning with modifyMOIAttributes operation to enable the MRO function for a given NR cell. 
3.a The MnS producer of provisioning enables the MRO function (NOTE).
3. The MRO function receives MRO information reports from UE(s), and analyses them to determine the actions to optimize the MRO performance.  fI the performance does not meet the targets, it updates the handover parameters.
4. The MnS producer of D-SON management collects MRO related performance measurements. 
5. The MnS producer of D-SON management analyses the measurements to evaluate the MRO performance,
6.  The MnS producer of D-SON management consumes the MnS producer of provisioning with modifyMOIAttributes operation to update the targets of the MRO function if the MRO performance does not meet the targets.
6.a The MnS producer of provisioning updates the targets for MRO function (NOTE).
NOTE: The interface between MnS producer of provisioning and MRO function is not subject to standardization.

[bookmark: _Toc22560660]8.2	Centralized SON
[bookmark: _Toc22560661]8.2.1	<Procedure #1 for C-SON>

[bookmark: _Toc22560662]8.2.2	<Procedure #2 for C-SON>

[bookmark: clause4][bookmark: _Toc22560663]
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