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	1st Modified Section


5.8.x
QoS flow management

5.8.x.1
QoS flow setup via untrusted non-3GPP access
5.8.x.1.1
Number of initial QoS flows attempted to setup via untrusted non-3GPP access
a)
This measurement provides the number of QoS flows attempted to setup via untrusted non-3GPP access during initial UE context setup. The measurement is split into subcounters per 5QI and subcounters per network slice identifier (S-NSSAI).
b)
CC.
c)
Receipt by the N3IWF of an INITIAL CONTEXT SETUP REQUEST message (see 3GPP TS 29.413 [22]). Each QoS flow requested to setup in the message is added to the relevant measurement per 5QI and relevant subcounter per per S-NSSAI.

d)
Each measurement is an integer value.

e)
QF.EstabNbrInitUntrustNon3gppAtt.5QI, where 5QI identifies the 5QI, and

QF.EstabNbrInitUntrustNon3gppAtt.SNSSAI, where SNSSAI identifies the S-NSSAI.
f)
N3IWFFunction. 
g)
Valid for packet switched traffic.

h)
5GS.
5.8.x.1.2
Number of initial QoS flows successfully setup via untrusted non-3GPP access
a)
This measurement provides the number of QoS flows successfully setup via untrusted non-3GPP access during initial UE context setup. The measurement is split into subcounters per 5QI and subcounters per network slice identifier (S-NSSAI).
b)
CC.
c)
Transmission by the N3IWF of an INITIAL CONTEXT SETUP RESPONSE message (see 3GPP TS 29.413 [22]). Each QoS flow successfully setup in the message is added to the relevant measurement per 5QI and per S-NSSAI.
d)
Each measurement is an integer value.
e)
The measurement name has the form:

e)
QF.EstabNbrInitUntrustNon3gppSucc.5QI, where 5QI identifies the 5QI, and

QF.EstabNbrInitUntrustNon3gppSucc.SNSSAI, where SNSSAI identifies the S-NSSAI.
f)
N3IWFFunction. 
g)
Valid for packet switched traffic.
h)
5GS.
5.8.x.1.3
Number of initial QoS flows failed to setup via untrusted non-3GPP access
a)
This measurement provides the number of QoS flows failed to setup via untrusted non-3GPP access during initial UE context setup. The measurement is split into subcounters per failure cause.
b)
CC.

c)
Transmission by the N3IWF of an INITIAL CONTEXT SETUP RESPONSE message (see 3GPP TS 29.413 [22]). Each QoS flow failed to setup in the message is added to the relevant measurement per cause, the possible causes are specified in TS 38.413 [11].
d)
Each measurement is an integer value.
e)
QF.EstabNbrInitUntrustNon3gppFail.cause, where cause identifies the cause (see TS 38.413 [11]).

f)
N3IWFFunction. 
g)
Valid for packet switched traffic.
h)
5GS. 

5.8.x.1.4
Number of additional QoS flows attempted to setup via untrusted non-3GPP access
a)
This measurement provides the number of additional QoS flows attempted to setup via untrusted non-3GPP access. The measurement is split into subcounters per 5QI and subcounters per network slice identifier (S-NSSAI).
b)
CC.
c)
Receipt by the N3IWF of a PDU SESSION RESOURCE SETUP REQUEST message or a PDU SESSION RESOURCE MODIFY REQUEST message (see 3GPP TS 29.413 [22]). Each QoS flow requested to setup in the message is added to the relevant measurement per 5QI and relevant subcounter per per S-NSSAI.

d)
Each measurement is an integer value.

e)
QF.EstabNbrAddUntrustNon3gppAtt.5QI, where 5QI identifies the 5QI, and

QF.EstabNbrAddUntrustNon3gppAtt.SNSSAI, where SNSSAI identifies the S-NSSAI.
f)
N3IWFFunction. 
g)
Valid for packet switched traffic.

h)
5GS.
5.8.x.1.5
Number of additional QoS flows successfully setup via untrusted non-3GPP access
a)
This measurement provides the number of additional QoS flows successfully setup via untrusted non-3GPP access. The measurement is split into subcounters per 5QI and subcounters per network slice identifier (S-NSSAI).
b)
CC.
c)
Transmission by the N3IWF of a PDU SESSION RESOURCE SETUP RESPONSE message or a PDU SESSION RESOURCE MODIFY RESPONSE message (see 3GPP TS 29.413 [22]). Each QoS flow successfully setup in the message is added to the relevant measurement per 5QI and per S-NSSAI.
d)
Each measurement is an integer value.
e)
The measurement name has the form:

e)
QF.EstabNbrAddUntrustNon3gppSucc.5QI, where 5QI identifies the 5QI, and

QF.EstabNbrAddUntrustNon3gppSucc.SNSSAI, where SNSSAI identifies the S-NSSAI.
f)
N3IWFFunction. 
g)
Valid for packet switched traffic.
h)
5GS.
5.8.x.1.6
Number of additional QoS flows failed to setup via untrusted non-3GPP access
a)
This measurement provides the number of additional QoS flows failed to setup via untrusted non-3GPP access. The measurement is split into subcounters per failure cause.
b)
CC.

c)
Transmission by the N3IWF of a PDU SESSION RESOURCE SETUP RESPONSE message or a PDU SESSION RESOURCE MODIFY RESPONSE message (see 3GPP TS 29.413 [22]). Each QoS flow failed to setup in the message is added to the relevant measurement per cause, the possible causes are specified in TS 38.413 [11].
d)
Each measurement is an integer value.
e)
QF.EstabNbrAddUntrustNon3gppFail.cause, where cause identifies the cause (see TS 38.413 [11]).

f)
N3IWFFunction. 
g)
Valid for packet switched traffic.
h)
5GS. 

	Next Modified Sections


A.29
Monitor of call (/session) setup performance

Call(/session) setup is one of most important step to start delivering services by the networks to users. 
The success or failure of a call(/session) setup directly impacts the quality level for delivering the service by the networks, and also the feeling of the end user. So the success or failure of call(/session) setup needs be monitored, this can be achieved by the calculation of call setup success rate which gives a direct view to evaluate the call setup performance, and the analysis of the specific reason causing the failure to find out the problem and ascertain the solutions. 

In addition, the time duration of the call(/session) setup need to be monitored as it impacts the end user experience, and by comparison with operator’s benchmark requirements, the optimization may be required according the performance.

To support the monitor of success or failure of the call(/session) setup, the performance measurements related to QoS flow setup (See 3GPP TS 38.413[18]) in NG-RAN or via trusted/untrusted non-3GPP access and Initial UE Context Setup (See 3GPP TS 38.413[18]) procedure for each QoS level are required. 

	End of Modified Sections


