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	First change


X
Trace streaming format

This clause defines the format of streamed trace records. 

A trace record is divided into a header and a payload, see Figure X.1. The header has a set of common parameters that are defined in this specification. The header can also have a vendor-specific extension, which contents are not defined by this specification beyond being a generic name-value pair list. 

The payload carrying the specific trace contents is vendor-specific and not defined by this specification beyond a generic container format. 
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Figure X.1: Trace record


A report message is used to carry one or more trace records from the Producer to the Consumer, see Figure X.2. The trace records are carried as payload in the report message. The specification of the report message (including its header) is protocol-dependent and therefore up to each solution set to specify. See Annex <x> for an example of a protocol stack and report message implementation.
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Figure X.2: Report message, carrying trace records from Producer to Consumer.

X.1 Definition of the trace record header

The trace record header consists of the parameters in Table X.1.1.
	Trace Record header parameter name
	Description

	timeStamp (M)
	Time stamp (milliseconds since Epoch) of when the trace record is produced internally in the Producer (not when the trace report is sent to the Consumer) (64 bit integer)

	NFInstanceId (M)
	Id of the Producer NF instance (String)

	NFType (M)
	Type of the Producer NF (String)

	traceReference (M)
	Trace Reference (String)

	traceRecordingSessionReference (O)
	Trace Recording Session Reference (String)

	RAN UE ID (O)
	Used in UE-related trace records (64 bit integer)

	traceRecordTypeId (M)
	Identifier of the trace record type (64 bit integer)

	payloadSchemaURI (M)
	URI identifying the schema to decode the payload (String)

	vendorHeaderExtension (O)
	Vendor-specific header extension (Array of string name-value pairs)


Table X.1.1: Parameters in the trace record header
X.2 Definition of the trace record payload

The payload part of the trace record is a sequence of bytes that represents the binary encoded data of the specific trace record. The vendor-specific schema indicated in the header is used the decode the payload.
The trace record payload consists of the parameters in Table X.2.1.

	Trace Record Payload parameter name
	Description

	payloadSize (O)
	Size of payload, in bytes (64 bit integer)

	payload (M)
	Array of bytes


Table X.2.1: Parameters in the trace record payload


In a specific solution set, the encoding/decoding scheme may have in-built support for indicating the size of an array. If so, there is no need for an explicit payloadSize parameter.

	Next change


Annex <x> (informative):
Example of protocol stack

In Figure A.1 is shown an example of protocol stack that can be used in stream-based Trace.

The trace report message shown in Figure X.2 can be realized using the Websockets protocol. The report message header shown in Figure X.2 is simply Websockets’s own header. No additional report message header information is sent in the Websocket layer payload, i.e. the Websocket layer payload consists purely of one or more trace records.

A report message can though be split up in multiple frames on the Websocket layer. 
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Figure A.1: Protocol stack for stream-based trace reporting


	End of changes


