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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]

3GPP TS 28.533 Management and orchestration; Architecture (version 15.1.0)

[2]

Discovery of management services in 5G work item (5GDMS)
3
Rationale

The purpose of this discussion paper is to show the potential roles and impacts of management capability exposure governance in service based management architecture. Currently, the exposure governance enhancement is one of the objectives in discovery of management services in 5G work item [2]: 

--------------------------------------------------------------------5GDMS------------------------------------------------------------------

The objective of this work item is to:
· Specify the enhancements of the exposure governance management capability related to MnS discovery in 5G network and network slicing management. 
--------------------------------------------------------------------5GDMS------------------------------------------------------------------

And it is described as concept in TS 28.533 [1]:

--------------------------------------------------------------------TS 28.533----------------------------------------------------------------

Management capability exposure governance provides exposure governance on basic elements of management function service based interface:

1)
Management service component type A

2)
Management service component type B

3)
Management service component type C

--------------------------------------------------------------------TS 28.533----------------------------------------------------------------

MnS exposure governance functionality could have potentially different impact on broader domain of service access authentication/authorization, which typically includes the specific domain of service access policy. The service based management architecture brings additional service access data layer that needs to be governed – MnS component data layer. Additionally, each MnS component data layer can have different MnS component attribute data layer with different attribute access policy as well. Common off the shelf authentication/authorization frameworks cannot cover service specific aspects of such frameworks, so impact is expected. 
MnS exposure governance can be seen as bridge between common off the shelf authentication/authorization frameworks and specific requirements of service based management architecture. It can significantly simplify the process of MnS access and discovery for 3rd part MnS consumers (e.g. verticals) by providing a solution with minimum impact on common off the shelf authentication/authorization frameworks.
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Figure 3.1: MnS exposure governance relationship with authentication/authorization frameworks – option 1
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Figure 3.2: MnS exposure governance relationship with authentication/authorization frameworks – option 2
Conclusion

Option 1 above has less impact on the Client side and on the common off the shelf authentication/authorization frameworks in general (Access policy + extended with MnS exposure policy), while option 2 introduces a new end point for the Client and for the off the shelf authentication/authorization frameworks (MnS exposure policy).
Detailed proposal

For the purpose of common understanding of TS 28.533 exposure governance concept and its potential enhancements, the group is asked to endorse the following:
· MnS exposure governance solution stage 2 and stage 3 should be specified
· MnS exposure governance should have minimum impact on MnS discovery and existing off the shelf authentication/authorization frameworks (e.g. OAuth 2.0, OpenConnect, etc.)
