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1
Decision/action requested

The group is asked to approve the proposal.
2
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3
Rationale

As indicated in TR 28.807 [1], non-public networks are intended for the sole use of a private entity such as a college or an enterprise, in contrast to public networks that offer mobile network services to the general public.
As per TS 23.501 [2], an NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.

Since an NPN could be deployed either with or without the support of network functions provided by the PLMN, there are many possible use cases that need to be considered for NPN operation. Given its popularity and vast cases of practical applications, there can be wide variety of different requirements ranging from complete isolation and control for the NPN customer to giving full operation and management to the provider PLMN. 
Usually an NPN customer may like to relieve the burden of managing and controlling the NPN network and the services, but it also wants to make best use of the NPN for its requirements which might change depending on the situation. Therefore, some customers may like to have certain management capabilities for the NPN network. In particular, an NPN customer may like to have specific capabilities such as monitoring customer traffic and controlling NPN traffic (e.g. relative priorities of traffic flows, admission control, etc.) without having to take other complex management responsibilities. These controlling policies and monitoring requirements may change depending on the customer’s application requirements and vary in time. 
Such traffic control and monitoring capability may be needed in many practical situations of NPN. For example, a customer using an NPN for the customer’s sensor network might have different types of sensors and due to a simultaneous event triggers, the NPN network may be flooded with traffic which would impact urgent traffic. In such events the customer could prevent traffic initiated from selected number of devices or certain group of devices or prioritize certain type of urgent traffic after evaluating the situation using monitoring the performance. In another example, an NPN customer may observe different traffic congestion situations at different times and may want to prioritize/block different traffic classes which may depend on specific events happening in the customer applications. In another example, the network may have a fault situation and has limited capabilities, in which instance only the critical traffic is allowed though the network which may depend on the network condition and traffic demand at that time.
The main issue is the type of traffic to be prioritized or blocked would depend on the observed traffic congestion situation or the specific event and, evaluating the cause of the congestion, customer has all the knowledge to decide what is the most suitable action for that situation (e.g., certain traffic types originated from specific geographical areas or specific type of sources, traffic destined for certain destination may be allowed, blocked, prioritized etc.) according to the SLS.

NPN customer may also need to decide what needs to be monitored and what kind of analytics are needed for this purpose.
For these needs, a use case is proposed to study the deployment of an NPN using some core network functions allowed to be configured by the NPN customer so that the NPN customer can dynamically change NPN’s traffic controlling parameters and specific monitoring requirements. 
4
Detailed proposal

This document proposes the following changes in TR 28.807 [1].

	1st Change


5
Use Cases

5.1
Use cases related to management of public network integrated NPN

5.1.X
Exposure of management capability of NPN
5.1.X.1
Providing specific management capability of configuration and monitoring to an NPN operator
A PLMN operator has created an NSI, which includes either only the RAN part or only the CN part or both the RAN part and the CN part, for an enterprise. CN part is provided by the PLMN operator and the RAN part is either provided by the PLMN operator or the NPN operator.


The service request from the NPN customer includes a requirement of a limited management capability exposure which would enable the NPN customer to dynamically change the configuration parameters and policies related to traffic controlling and performance monitoring and associated data analytics requirements. The NPN customer can then use the NPN most effectively for its traffic. As an example, an NPN network may have a partial failure and running with limited capabilities and in such a situation, only the critical traffic is allowed by means of admission control or prioritization as required by the NPN customer which may depend on the network condition and traffic demand at that time.
The performance monitoring capabilities that may be provided to the NPN customer may include creation of certain measurement jobs and selecting the type of data analytics and performance to be monitored, e.g., performance related to various traffic types, geographical areas, different device types, for a specific group of devices, for certain traffic congestion situation and analytical KPIs related to performance predictions. 
	End of change
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