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Decision/action requested

The group is requested to discuss the provided rationale and agree on the concrete proposal
2
References

[1]
3GPP Draft TR 28.806 v.0.1.0
 Study on non-file-based trace reporting
3
Rationale

The present contribution adds more choices for non-file-based trace data encoding in Potential Requirements (Clause 6)
4
Detailed proposal

It is proposed to introduce the following content in the draft TR 28.806 [1].

	1st Modified Section


6
Potential Requirements

Editor's note: this clause will be used to capture potential requirements (at various levels) derived from the use cases documented in the sub-clauses of clause 4.

6.1
Introduction

The following requirements are potential requirements to be used in the future normative work (as per recommendations clause). The usage of normative terminology should not be interpreted as mandatory in the present document.

6.2
General Trace requirements

The requirements for the Maximum Level and for the Maximum Without Vendor Specific Extension Level (as specified in TS 32.421 [2] clause 5.1) are applicable here.

6.3
Requirements for Trace data

The Trace record requirements (as specified in TS 32.421 [2] clause 5.2) for the following Network Elements and Traceable interfaces are applicable here:

-
e-NodeB: S1-MME, X2, Uu

-
NG-RAN node: NG-C, Xn-C, Uu, F1-C, E1-C

The requirement on Trace Recording Session Reference (as specified in TS 32.421 [2] clause 5.2) is applicable here.

6.4
Requirements for Trace activation

The requirements for Trace Session activation and for starting a Trace Recording Session (as specified in TS 32.421 [2] clause 5.3) are applicable here.

Potential new requirements are:

REQ-TA-001:
It shall be possible to specify the trace reporting method (file-based vs. non-file based) during Trace Session Activation.

REQ-TA-002:
In case of non-file-based trace reporting method being selected, the data producer shall establish the connection to the data consumer upon Trace Session Activation and provide data consumer with information about Trace Session.

6.5
Requirements for Trace deactivation

The requirements for Trace Session deactivation and for stopping a Trace Recording Session (as specified in TS 32.421 [2] clause 5.4) ae applicable here.

Potential new requirements are:

REQ-TD-001:
In case of non-file-based trace reporting, upon the Trace Session deactivation and end of the currently open Trace Recording Sessions, the data producer shall terminate connection to the data consumer.

6.6
Requirements for Trace data reporting

The following requirements for Trace Data reporting (as specified in TS 32.421 [2] clause 5.5) are applicable in case of non-file-based trace reporting:

Trace records should be generated in each NE where a Trace Session has been activated and a Trace Recording Session has been started.

Potential new requirements are:

REQ-TR-001:
In case of non-file-based trace reporting, the same connection shall be used for the reporting of Trace data under all Trace Recording Sessions of the same Trace Session.

REQ-TR-002:
In case of non-file-based trace reporting, a connection from the data producer to the consumer shall be established and information about Trace Session shall be provided to the data consumer.

REQ-TR-003:
In case of non-file-based trace reporting, binary encoding (e.g. ASN.1/ Google Protocol Buffers (GBP)/ Apache Thrift) shall be used for the transfer of all Trace data from data producer to the data consumer.

NOTE:
The format and the encoding details will be specified in TS 32.423 [4].

REQ-TR-004:
In case of non-file-based trace reporting, the periodicity and amount of data in each data burst from data producer to data consumer shall maintain the data relevance while minimizing the amount of transport overhead (e.g. buffering at the data producer no longer that 5 seconds).

Editor's note: whether reported data burst periodicity and amount (buffer depth at the producer) needs to be configurable or be implementation specific is FFS.

REQ-TR-005:
In case of non-file-based trace reporting, the data producer shall re-establish connection to the data consumer and provide the information about Trace Session upon unexpected connection termination (e.g. in cases such as re-start of data producer).

Editor's note: whether the cases where data consumer terminates the connection (i.e. "unwanted" data) need special treatment is FFS.

6.7
Requirements for Privacy and Security

The following requirements for Privacy and Security (as specified in TS 32.421 [2] clause 5.6) are applicable in case of non-file-based trace reporting:

[SET-SEC-1] Keys stored inside eNBs shall never leave a secure environment within the eNB. When security key(s) transported on control signalling messages are included in the trace file, the key value(s) shall be removed and replaced with the value "Unavailable".

[SET-SEC-2] Keys stored inside NG-RAN node shall never leave a secure environment within the NG-RAN node. When security key(s) transported on control signalling messages are included in the trace file, the key value(s) shall be removed and replaced with the value "Unavailable".

Potential new requirements are:

REQ-SEC-001:
In case of non-file-based trace reporting, the connection between data producer and data consumer shall provide the data privacy.

REQ-SEC-002:
In case of non-file-based trace reporting, the connection between data producer and data consumer shall provide the data integrity.

6.8
Requirements for managing MDT

The requirements for managing MDT (as specified in TS 32.421 [2] clause 6) are applicable in case of non-file-based trace reporting.

Potential new requirements are:

REQ-MDT-001:
In case of non-file-based trace reporting, binary encoding (e.g. ASN.1/ Google Protocol Buffers (GBP)/ Apache Thrift) shall be used for the transfer of all MDT data from data producer to the data consumer.

NOTE:
The format and the encoding details will be specified in TS 32.423 [4].

Editor's note: the support of 5G MDT and potential new requirements related to it is FFS.

6.9
Requirements for managing RLF reports

The requirements for managing RLF and RCEF reports (as specified in TS 32.421 [2] clause 7) are applicable in case of non-file-based trace reporting.

Potential new requirements are:

REQ-RLF-001:
In case of non-file-based trace reporting, binary encoding (e.g. ASN.1/ Google Protocol Buffers (GBP)/ Apache Thrift) shall be used for the transfer of all RLF and RCEF reports data from data producer to the data consumer.

NOTE:
The format and the encoding details will be specified in TS 32.423 [4].
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