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[bookmark: _Toc4603972]5.1.2.2.25	List of Traffic Data Volumes
This list applicable in S-CDR, SGW-CDR, IPE-CDR, ePDG-CDR and TWAG-CDR, includes one or more containers.
This list applicable in PGW-CDR when charging per IP-CAN session is active and IP-CAN bearer charging is being performed for the session.
In SGW-CDR, PGW-CDR, IPE-CDR, ePDG-CDR and TWAG-CDR, containers are per QCI/ARP pair. This means that if QoS control within one IP-CAN bearer is applicable in S-GW, P-GW, ePDG and TWAG, there can be several containers open at same time one per each applied QCI/ARP pair.
Each container includes the following fields:
-	Data Volume Uplink, Data Volume Downlink, Change Condition and Change Time. 
-	Data Volume Uplink includes the number of octets transmitted during the use of the packet data services in the uplink direction. In MBMS charging, this field is normally to be set to zero, because MBMS charging is based on the volume of the downlink data. The counting of uplink data volumes is optional. In S-CDR this field is not present when the SGSN has successfully established Direct Tunnel between the RNC and the GGSN.
-	Data Volume Downlink includes the number of octets transmitted during the use of the packet data services in the downlink direction. In S-CDR this field is not present when the SGSN has successfully established Direct Tunnel between the RNC and the GGSN.
-	Change Condition defines the reason for closing the container (see TS 32.251 [11]), such as tariff time change, QoS change or closing of the CDR. This field is derived from Change-Condition AVP Traffic-Data-Volumes AVP level defined in TS 32.299 [40] when received on Rf. Each value is mapped to the corresponding value in "ChangeCondition" field. When no Change-Condition AVP is provided, the "recordClosure" value is set for the container. For User Location Change, when one of the "CGI/SAI, ECGI or TAI or RAI Change" are reported as user location change, the dedicated value in service Condition Change is set instead of the generic "user location change" value.  
-	Change Time is a time stamp, which defines the moment when the volume container is closed or the CDR is closed. All the active IP-CAN bearers do not need to have exactly the same time stamp e.g. due to same tariff time change (variance of the time stamps is implementation and traffic load dependent, and is out of the scope of standardisation).
-	User Location Information contains the location (e.g. CGI/SAI, ECGI/TAI or RAI) where the UE is located and used during the transfer of the data volume captured by the container (applicable only to the SGW-CDR). This is included in the Traffic data container only if previous container's change condition is "user location change". Note the user location information in SGW-CDR main level contains the location where the UE was when SGW-CDR was opened, and the "Last user location information" in SGW-CDR main level contains the location where the UE was when SGW-CDR is closed. 
-	UWAN User Location Information contains the Untrusted Wireless Access Network (UWAN) user location during the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container's change condition is "user location change". Note the user location information in ePDG-CDR main level contains the location where the UE was when ePDG-CDR was opened.
[bookmark: _GoBack]-	TWAN User Location Information contains the user location in a Trusted WLAN Access Network during the the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container’s change condition is "user location change". Note the user location information in TWAG-CDR main level contains the location where the UE was when TWAG-CDR was opened.
-	Presence Reporting Area Status contains the status of the UE presence (i.e. indication on whether the UE is inside or outside) in the Presence Reporting Area(s) identified by "Presence Reporting Area identifier(s)" contained in SGW-CDR main level. This is included in the Traffic data container when the initial status is reported after opening of SGW-CDR, or if previous container’s change condition is "Presence in Presence Reporting Area Change". This field is not applicable in multiple PRA(s).
-	List of Presence Reporting Area Information contains the list of Presence Reporting Area Information. Each Presence Reporting Area Information includes the "Presence Reporting Area identifier", the status of the UE presence (i.e. indication on whether the UE is inside or outside the Presence Reporting Area or Presence Reporting Area(s) inactive). In the PGW it contains the Node (PCRF, OCS) which subscribed-to the PRA.
-	User CSG information contains the status of the user accessing a CSG cell (CSG ID within the PLMN, Access mode and indication on CSG membership) during the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container’s change condition is "user CSG information change". Note the "user CSG information" in S-CDR/SGW-CDR main level contains the "user CSG information" when S-CDR/SGW-CDR was opened.
-	EPC QoS Information In case of IP-CAN bearer specific container this contains authorized QoS for the IP-CAN bearer. First container for each QCI/ARP pair includes this field. In following containers this field is present if previous change condition is "QoS change". This field is applicable only in SGW-CDR, PGW-CDR, IPE-CDR, ePDG-CDR, and TWAG-CDR.
In S-CDR first container includes following optional fields: QoS Requested and QoS Negotiated. In following containers QoS Negotiated is present if previous change condition is "QoS change". In addition to the QoS Negotiated parameter the QoS Requested parameter is present in following containers if the change condition is "QoS change" and the QoS change was initiated by the MS via a IP-CAN bearer modification procedure.
Table 5.1.2.2.25.1 illustrates an example for S-CDR but same principles are applicable also for SGW-CDR, PGW-CDR, IPE-CDR, ePDG-CDR and TWAG-CDR. There are five containers (sets of volume counts) caused by one QoS change, one location change, one tariff time change and one Direct Tunnel establishment (direct tunnel change applicable in S-CDR only). When CDR is opened the subscriber is in CGI1.
Table 5.1.2.2.25.1: Example list of traffic data volumes
	QoS Requested = QoS1

QoS Negotiated = QoS1

Data Volume Uplink = 1
Data Volume Downlink = 2

Change Condition = QoS change
Time Stamp = TIME1
	QoS Requested = QoS2 (if requested by the MS)
QoS Negotiated = QoS2

Data Volume Uplink = 5
Data Volume Downlink = 6

Change Condition = Tariff change
Time Stamp = TIME2
	



Data Volume Uplink = 10
Data Volume Downlink = 3

Change Condition = CGI/SAI Change
Time Stamp = TIME3



	
Data Volume Uplink = 3
Data Volume Downlink = 4

User Location Info = CGI2

Change Condition = Direct Tunnel establishment Occurrence
Time Stamp = TIME4
	

Change Condition = Record closed
Time Stamp = TIME5



First container includes initial QoS values and corresponding volume counts. Second container includes new QoS values and corresponding volume counts before tariff time change. Third container includes the indication of location change and corresponding volume counts before the location change and after the tariff time change. Fourth container includes volume counts after the location change and contains the indication of Direct Tunnel establishment. Last container includes no volume count as it refers to Direct Tunnel establishment. The total volume counts can be itemised as shown in Table 5.1.2.2.25.2 (tariff1 is used before and tariff2 after the tariff time change):
Table 5.1.2.2.25.2: Itemised list of total volume count corresponding to table 5.1.2.2.25.1
	
	
	Container

	QoS1+Tariff1
	uplink = 1, downlink = 2
	1

	QoS2+Tariff1
	uplink = 5, downlink = 6
	2

	QoS2+Tariff2
	uplink = 13, downlink = 7
	3+4

	QoS1
	uplink = 1, downlink = 2
	1

	QoS2
	uplink = 18, downlink = 13
	2+3+4

	Tariff1 
	uplink = 6, downlink = 8
	1+2

	Tariff2 
	uplink = 13, downlink = 7
	3+4

	CGI1
	uplink = 16, downlink = 11
	1+2+3

	CGI2
	uplink = 3, downlink = 4
	4

	No Direct Tunnel
	uplink = 19, downlink = 15
	1+2+3+4

	Direct Tunnel 
	-, -
	5



The amount of data counted in the S-GW shall be the payload of the user plane at the S1-U/S4/S2interface. Therefore the data counted already includes the IP PDP bearer protocols i.e. IP or PPP.
The data volume counted in the SGSN is dependent on the system. For GSM SGSN the data volume is the payload of the SNDCP PDUs at the Gb interface. For UMTS-SGSN it is the GTP-U PDUs at the Iu-PS interface. Therefore, in both systems, the data counted already includes the overheads of any PDP bearer protocols.
In GSM, in order to avoid that downstream packets transmitted from the old SGSN to the new SGSN at inter SGSN RA update induce the increase of the PDP CDR downstream volume counters in both SGSN the following rules must be followed: 
-	For PDP contexts using LLC in unacknowledged mode: an SGSN shall update the PDP CDR when the packet has been sent by the SGSN towards the MS;
	For PDP contexts using LLC in acknowledged mode, a GSM-SGSN shall only update the PDP CDR at the reception of the acknowledgement by the MS of the correct reception of a downstream packet. In other worlds, for inter SGSN RA update, the new SGSN shall update the PDP CDR record when a downstream packet sent by the old SGSN is received by the MS and acknowledged by the MS towards the new SGSN through the RA update complete message. 
In UMTS, the not transferred downlink data can be accounted for in the S-CDR with "RNC Unsent Downlink Volume" field, which is the data that the RNC has either discarded or forwarded during handover. Data volumes retransmitted (by RLC or LLC) due to poor radio link conditions shall not be counted.
The following additional fields are applicable in the P-GW CDR when charging per IP-CAN session is active and IP-CAN bearer charging is being performed for the session:
-	Charging Id In case of IP-CAN bearer specific container this contains the charging Id assigned to the bearer. 
-	RAT Type This field contains the RAT type for the current IP-CAN bearer.
-	Access Availability Change Reason indicates the reason why the avalibilityavailability of an access is changed by the PCEF, i.e. RAN rule indication or Access usable/unusable as defined in TS 29.212 [220].
-	Related Change of Charging Condition indicates the reason a related container was closed when the current container is indirectly closed and the supplemental information for the event. This information is applicable when charging per IP-CAN session is active for a multi-access PDN connection.
-	Diagnostics In case of IP-CAN bearer specific container this contains the Diagnostics as per clause 5.1.2.2.11 associated to the bearer. 
-	Enhanced Diagnostics In case of IP-CAN bearer specific container this contains the Enhanced Diagnostics as per clause 5.1.2.2.13Aa associated to the bearer. 
-	CP CIoT EPS optimisation indicator This field contains the indication on whether Control Plane CIoT EPS optimisation is used for the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container's change condition is "change in user plane to UE". Note the CP CIoT EPS Optimisation indicator field in SGW-CDR main level contains the CP CIoT EPS optimisation indicator value when SGW-CDR was opened. 
-	Serving PLMN Rate Control This field contains the Serving PLMN Rate Control applied by MME during the transfer of the data volume captured by the container (applicable only to the SGW-CDR and PGW-CDR). For the SGW-CDR this This is included in the Traffic data container only if previous container's change condition is " Serving PLMN Rate Control change ". Note the Serving PLMN Rate Control field in SGW-CDR main level contains the Serving PLMN Rate Control when SGW-CDR was opened. For the PGW-CDR this is included when List of Traffic Data Volumes is present, charging per IP-CAN session is active and IP-CAN bearer charging is being performed for the session.
-	APN Rate Control This field contains the APN Rate Control applied by PGW during the transfer of the data volume captured by the container (applicable only to the PGW-CDR). This is included in the Traffic data container only if previous container's change condition is "APN Rate Control change ". Note the APN Rate Control field in PGW-CDR main level contains the APN Rate Control when PGW-CDR was opened.
	
End of change



