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1
Decision/action requested

Please approve the proposed changes
Update the Use Case for multi-aspect resource optimization, in view of the Study on Self-Organizing Networks (SON) for 5G, TR 28.861
2
References

[1]

3GPP TR 28.861 V0.4.0 (2019-03) Study on the Self-Organizing Networks (SON) for 5G networks

3
Rationale

The resource management in current mobile networks is handled in a network domain/aspect-specific way, i.e. there are specific procedures and parameters for optimizing resource utilization for each domain of network resources. The network domain in this context represents the type and scope of network resource, for example, the resource types include physical radio resources or virtualization and cloud resources, or the different network management scopes like individual network slice instances. The different resource optimization mechanisms (e.g. as illustrated by Figure 1) have visibility of resource utilization limited to specific domains, e.g. only to the RAN resources or to the virtual infrastructure resources but not to both simultaneously. Furthermore, the means that resource management is limited to a specific domain. In Figure 1, for example, the number labels indicate the different areas where resource related actions may be performed, specifically: changing radio parameters and policeis at (1) and (2); changing slice configurations at (2) or (5); changing virtualization resource configurations by undertaking load balancing among VNFs at (3) or scaling the virtual resources at (4).
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Figure 1: Resource optimization (Load balancing) options labelled 1 through 5.
The impact of domain-specific actions to other potentially influenced dimensions and the benfits of cross-domain decisions are not considered. Such multi-domain awareness becomes critical especially with advent of virtualization support in network deployment where network functions can be implemented on different infrastructure domains, e.g. partially on physical and partially on virtualized resources such as in case of CU/DU split of gNB. Besides, multi-dimensional awareness can be leveraged to maximize the available resources, e.g., if core network latency drops from 100ms to say 60 ms, the extra 40ms can allow the OAM to use RAN functions that would otherwise violate the end-to-end lateny budget.  Moreover, as network slicing enables the cases of network function sharing, the same network function can belong to different administrative domains corresponding to different managed network slice/subnet instances. Therefore, it is of high importance to be able to manage such interdependencies among the different network domains in order to perform adequate resource management.
4
Detailed proposal

1st Change 
5.21.3
Description

The provider of multi-domain/aspect resource optimization is running to jointly optimize resource utilization among multiple network domains/aspects.

It consumes network resource-related provisioning, assurance and supervision services on the different network aspects including Radio resources and virtual resources; the deployment environements including virtual machines or cloud instances; as well as the slices and subnets utilizing these functions. 

It offers provisioning services on the resource parameters configuration. 
5.21.4
Steps

The provider of multi-aspect resource optimization (MARO) takes network status inputs from multiple domains and derives the policies for network configuration and optimization. This may be specific to a single network slice or it may be applicable to multiple network slices. 

The provider of MARO consumes performance assurance (PM), fault supervision (FM) and provisioning (CM) services across different domains. The information retrieved may consists of network resource-related data (both physical and virtual resources), which may be characterized as, but not restricted to:

-
The information from one or multiple network slices, slice subnets and/or infrastructure domains (physical and virtual) 

-
For each domain/subnet/slice, information on allocated resources and their utilization, event history (e.g. recent overload situations), history of actions taken (e.g. MLB decisions, scaling of resources)

The provider of MARO then:

-
Analyses the collected data for resource optimization across different infrastructure domains for either a single network slice or multiple network slices

-
Correlates the data across network slices or slice subnets. Note that although from network planning some initial mapping on resource allocation across domains is known, correlation of performance in the different domains is still necessary. For example, even given CU/DU split with known resource allocation in each domain the relative performance in each domain (CU-virtual resource utilization, vs. DU physical load) must be correlated.                                                 

-
Calculates/generates network resource provisioning policy improvements. Non-exhaustive list of examples of policy improvements may be: 

-
Adjusting the policy on scaling of virtual resources based on the observation that RAN MLB (on physical resources) was performing well but the virtual resources were not adequately provisioned. 

-
Change the characteristics of transport links based on observed transport network performance bottleneck. 

-
Change in the network slice or subnet resource provisioning for inter-slice resource optimization

-
Exposes obtained policy improvements as a service toward other network functions.

The policy improvement service exposed can be either: 

-
Directly applied by MDROF by utilizing the configuration management service of the related network function 

-
Consumed by the domain-specific control function which:

-
takes into account all the existing policy improvement requests related to that particular domain/resource

-
analyses potential conflicts among policy improvements 

-
resolves identified conflicts among policy improvements and derives the actual policy improvement to be applied within that specific domain

-
applies the resulting policy improvement through the configuration management of involved network function       

End of changes 
