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1
Decision/action requested

The group is asked to approve the proposal.
2
References

[1]
3GPP TR 28.805 Study on management aspects of communication services
3
Rationale

It is proposed to make several updates to CSMF functions.

- Add “service onboarding” to CSMF functions.

- Some modifications to CSMF life cycle management.
- Remove the Editor’s Note, CSI resource inventory would be sufficient.

Also, it is proposed to do seveal modifications to address some ambiguities in TR 28.805 [1] as below:

***************************** Extract from TR 28.805 v1.1.0 [1] Section 4.3  ***********************

…For example, a CSP agrees on requirements and documents them in a Service Level Specification (SLS) with the customer. The SLS requirements can be part of a product definition to allow the CSP e. g. to offer same product definition to other customers. This relationship belongs to the business management layer and is not subject to standardization. 

A service order to provide a communication service comes from the business management layer to the service management layer. The order contains information about the communication service to be provided to the customer…
*************************** End of extract from TR 28.805 v1.1.0 [1]**********************************

Therefore, the text in section 4.4.2 is modified to reflect the above.

A CSP receives an order or request from a customer to provide a communication service. With the reception and acceptance of the order, the administration and management of communication services begins. The order from the customer is processed and mapped to service requirements by the business management layer (BML) and provided to the CustomerFacingCommunicationService (CFCS).

The first sentence below is duplicated in Section 4.5.1 and should be deleted as shown below.

“
The NOP needs to take into account of their customers' requirements in planning, provisioning and optimization phases of the network, which may include:”
4
Detailed proposal

This document proposes the following changes in TR 28.805 [1].

	1st Change


4.2.2
Communication service management function

The CSMF is described in [5] and involves provisioning and management of communication service instances. Part of his role is to request the necessary resources to realize the communication service instances. The request for the resources includes service specific instance information to be used by the resource management to realize the communication service instance. 
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Figure 4.2.2.1: Customer aspects as well as, service and resource aspects regarding CSMF

The CSMF is split into two parts where one of them is related to customer aspects and the other is related to the service and resource aspects. Figure 4.2.2.2 depicts the CSMF functionalities.
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Figure 4.2.2.2: CSMF functionalities

CFCS aspect provides the following functions and services:
- 
Service Design: It defines parameters for service provisioning, including parameter name, parameter type, allowed value and range of the service parameters and so on.

- 
Service SLA Input and Translation: It receives service SLA from CSC and translates the SLA into resource aspect related requirements, e.g. parameterized NST for the instantiation of network slice instance. 
- 
Service Catalogue: It stores the service profile information which represents the communication service type and capability.


- 
Capability exposure: It handles exposure of communication service management capability to CSC, e.g. communication service instance performance monitoring.

RFCS aspect manages the resource aspects of the communication service instance (CSI). RFCS aspect provides the following functions and services:

-
 CSI resource inventory: It stores the identifications of the CSI resources (e.g. CSI ID, NSI ID), including those are currently in use, and those are available to be allocated. It also stores the mapping relationship between the CSI and the resource e.g. NSI, as well as the real time communication service resource availability and capability information according to the feedback or notification from NSMF. CSIs are allocated, modified and deallocated, and the corresponding network resource information is updated during CSI life cycle management. It maintains the CSI resource availability status. 


-
CSI LCM: It manages CSI lifecycle e.g. through requesting NSMF to allocate/deallocate/modify network resources for the CSI. It also does the feasibility check for a new CSI request. The NSMF notifies CSMF the network resource LCM status so that the CSI can update the CSI resource inventory accordingly.

-
Fault Supervision of CSI: It collects CSI level fault supervision information. The closed loop management should be operated through interaction between CSMF and other OAM functions e.g. NSMF, MDAF.
-
Performance Assurance of CSI: It collects CSI level performance measurement information and supports SLA assurance. CSMF needs to collaborate with other OAM functions, e.g. NSMF, MDAF, for this purpose.
4.2.3
Lifecycle of communication service

Lifecycle of a communication service instance (CSI) includes the following phases:

- Preparation phase: 
Providing a communication service instance (CSI) starts with preparation of CSI, which includes service design, pre-planning, feasibility check, i.e., checking the attainable service quality from both resource and service aspects, negotiation of the service attributes, preparing service and network requirements derived from SLA.

- CSI commissioning phase: 
Once the CSI is prepared, it can be established by converting the communication service requirement for the CSI to network requirements and creation of the CSI. When the CSI is created, it is deployed on the network resources and ready to be activated. 
- CSI operation phase: 
After the commissioning phase, the CSI is activated. An activated CSI allows run-time operation of the communication service, e.g., quality assurance, data exposure, CSI modification. Optimization of CSI utilization may continue during the operation phase of the CSI.
- CSI decommissioning phase: 
When the CSI is no longer needed, after being de-activated, lifecycle of the CSI ends with CSI termination. 
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Figure 4.2.3.1 Lifecycle of a communication service instance

	Next Change


4.4
Management model 

4.4.1
Introduction

A CSP has to administrate communication services both from the view of the customer and from the view of the resource. The administration from the view of the customer is about information in relation to the business agreement for example address, SLA information etc. The administration of a communication service from the view of the resources is about information on the relation between the communication service and the resources being used, the behaviour of the resources and how this impacts the users of the communication service. 

NOTE: The meaning of SLA information in the context of this report is as follows: A CSP and a CSC have a business agreement of which the SLA is a part of. The service and network requirements are derived from an SLA (for example performance management metrics for eMBB on delay and latency)  

4.4.2
Description

The administration of a customer facing communication service (CFCS) and the administration of a resource facing communication service (RFCS) are the responsibility of different organisations within a CSP, Administration of CFCSs includes the administration of the business aspects between the CSP and the CSC. For example, what actions the CSP is to take in case an SLA is not met. This interaction takes place northbound of the customer facing part of the CSMF which maintains the relationship between the customer and the communication service(s). Not meeting an SLA may results in concrete actions to be performed towards the resources, this interaction takes place between the RFCS and the resources. 

The entities and the relationship are shown in Figure 4.4.2.1. a more detailed description is provided below Figure 4.4.1.
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Figure 4.4.2.1: Example of relationships shown between different entities 
A CSP receives an order or request from a customer to provide a communication service. With the reception and acceptance of the order, the administration and management of communication services begins. The order from the customer is processed and mapped  to the CustomerFacingCommunicationService (CFCS).

The CSCF is what the customer will see and recognize, which is not the same as which resources are configured and used to provide the communication service to the customer. 

The CFCS uses the RFCS, the RFCS represents a communication service instance for a specific customer. A customer may have multiple RFCS (for example eMBB#1, eMBB#2 and mIoT#1). An RFCS uses resources or uses resource services. An example of a resource service is the NSaaS, an example of resources is a RAN resource, CN resources or TN resources.

The provisioning of a RFCS can be done using a set of parameters that are applicable to each instance of an RFCS. This set of prameters is called the RFCS profile. Multiple RFCS profile can be supported depending on the different types of RFCS that can be supported by the resources. The RFCS profile holds all information that is needed to describe the capabilities of an RFCS.  The management function creates a new RFCS when a request is received, the parameters from the RFCS profile are added to the new RFCS with the values of the parameters populated with information from the request.

	Next Change


4.5
SLA assurance

4.5.1
Description


The NOP needs to take into account of their customers' requirements in planning, provisioning and optimization phases of the network, which may include:

- 
Receive the service request from the customer.
- 
Identify which SLA that management system could guarantee with the network management capabilities.

- 
Identify what other information except the management data may be needed to support management decision.

	End of change
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