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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1] TR 28.805
Telecommunication management; Study on management aspects of communication services
3
Rationale

It is proposed to do some clean-up editorial changes in TR 28.805 [1].

4
Detailed proposal

This document proposes the following changes in TR 28.805 [1].

	1st Change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 28.533: "Management and orchestration; Architecture framework".

[3]
3GPP TS 28.530: "Management and orchestration; Concepts, use cases and requirements".

[4]
3GPP TS 22.261: "Service requirements for next generation new services and markets".
[5]
3GPP TR 28.801: "Study on management and orchestration of network slicing for next generation network".

[6]
3GPP TR 23.791 "Study of Enablers for Network Automation for 5G".
[7]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[8]

3GPP TS 28.531: "Management and orchestration; Provisioning".
[9]
TMN M.3010: "Principles for a telecommunications management network" M.3010 (02/00).
	Next Change


4.2.3
Lifecycle of communication service

Lifecycle of a communication service instance (CSI) includes the following phases:

-
Preparation phase: 
Providing a communication service instance (CSI) starts with preparation of CSI, which includes pre-planning, feasibility check, i.e., checking the attainable service quality from both resource and service aspects, negotiation of the service attributes, preparing service and network requirements derived from SLA.

-
CSI commissioning phase: 
Once the CSI is prepared, it can be established by converting the communication service requirements for the CSI to network requirements and creation of the CSI. When the CSI is created, it is deployed on the network resources and ready to be activated. 
-
CSI operation phase: 
After the commissioning phase, the CSI is activated. An activated CSI allows run-time operation of the communication service, e.g., quality assurance, data exposure, CSI modification. Optimization of CSI utilization may continue during the operation phase of the CSI.
-
CSI decommissioning phase: 
When the CSI is no longer needed, after being de-activated, lifecycle of the CSI ends with CSI termination. 
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Figure 4.2.3.1 Lifecycle of a communication service instance

	Next Change


4.2.4.3
CSI LCM operation triggering NSI activation and deactivation
The LCM operation of an NSI is independent of the LCM operation of CSIs using the NSI. When CSIs share an NSI there is no constraints on the termination of the CSIs. For example, CSI_1 is created before CSI_2: CSI_1 could then be terminated first, or CSI_2 could be terminated first, both options are possible. Even more options are possible if CSI_3… to CSI_N are added.
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4.2.4.3.1 CSI LCM operation triggering activation/deactivation of a NSI shared by two CSIs 
	Next Change


4.3
Management layers

The high-level view of management layers is provided by ITU-T and can be found in M.3010 [9]. Figure 4.3.1 shows the relation between the communication service model and the business, service and network management layer specified in [8].
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Figure 4.3.1:  Management model for management of communication services.

The customers of a service provider (a subscriber or an enterprise) are not directly connected to the CFCSs. The customer is connected via the products in the portfolio of the service provider (a product is offered to the customers of a service provider). This relationship belongs to the business management layer and is not subject to standardization. 

A service order to provide a communication service comes from the business management layer to the service management layer. The order contains information about the communication service to be provided to the customer. The information includes service specific information, i.e. attributes and values that are needed to configure the communication service, and customer specific information, i.e. attributes and values that are needed to configure the service for a specific customer (for example endpoints, coverage, and QoS, QoE attributes).

The information from a CFCS is mapped or converted to RFCS information and depending on the type of service additional attributes may be needed for the configuration of an RFCS. The RFCSProfile describes a specific RFCS type that can be instantiated with a new service order.

The service order for provisioning of a new communication service is converted to a request to the network management layer (NMF) to allocate a network slice [8] and allocate or configure the associated network slice subnets [8]. Depending on the communication service requirements the network management layer either creates a new network slice for the request or modifies, an existing network slice and let the new communication service use the existing network slice. The procedures for network slice allocation and network slice subnet allocation and configuration are described in TS 28.531[8].

NSaaS

Network slice as a Service is specified in [8] as a use case supported by NSMF. The associated service profile(s) [7] specifies the network attributes that need to be configured for the customer to use the network slice as a service. In this scenario the CSMF layer translates the SLA to SLA requirements.

Editor’s Note: other examples such as VoLTE are FFS
	Next Change


4.4.2
Description

The administration of a customer facing communication service (CFCS) and the administration of a resource facing communication service (RFCS) are the responsibility of different organisations within a CSP, Administration of CFCSs includes the administration of the business aspects between the CSP and the CSC. For example, what actions the CSP is to take in case an SLA is not met. This interaction takes place northbound of the customer facing part of the CSMF which maintains the relationship between the customer and the communication service(s). Not meeting an SLA may results in concrete actions to be performed towards the resources, this interaction takes place between the RFCS and the resources. 

The entities and the relationship are shown in Figure 4.4.2.1. a more detailed description is provided below Figure 4.4.1.
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Figure 4.4.2.1: Example of relationships shown between different entities 
A CSP receives an order or request from a customer to provide a communication service. With the reception and acceptance of the order, the administration and management of communication services begins. The order from the customer is processed and mapped into a CustomerFacingCommunicationService (CFCS).

The CSCF is what the customer will see and recognize, which is not the same as which resources are configured and used to provide the communication service to the customer. 

The CFCS uses the RFCS, the RFCS represents a communication service instance for a specific customer. A customer may have multiple RFCS (for example eMBB#1, eMBB#2 and mIoT#1). An RFCS uses resources or uses resource services. An example of a resource service is the NSaaS, an example of resources is a RAN resource, CN resources or TN resources.

The provisioning of a RFCS can be done using a set of parameters that are applicable to each instance of an RFCS. This set of parameters is called the RFCS profile. Multiple RFCS profile can be supported depending on the different types of RFCS that can be supported by the resources. The RFCS profile holds all information that is needed to describe the capabilities of an RFCS.  The management function creates a new RFCS when a request is received, the parameters from the RFCS profile are added to the new RFCS with the values of the parameters populated with information from the request.

	Next Change


5.2.2
Potential requirements

REQ-CSM_SLA-CON-01 The 3GPP management system shall have the capability monitoring the performance metrics related to the SLA.

REQ-CSM_SLA-CON-02 The 3GPP management system shall have the capability consuming the data related to QoE provided by for example an NWDAF.

REQ-CSM_SLA-CON-03 The 3GPP management system shall have the capability evaluating the QoE data provided by an NWDAF to trigger actions if the network slice performance requirements are not met.

REQ-CSM_SLA-CON-04 The 3GPP management system shall have the capability configuring reserved resources in RAN potentially to be used for a new network slice instance.
REQ-CSM_SLA-CON-05 The 3GPP management system shall have the capability to consume activity prediction of the users from, for example, historical data in NWDAF.
REQ-CSM_SLA-CON-06 The 3GPP management system shall have the capability to consume the Management Data Analytics Service for the purpose of SLA assurance.
	Next Change


5.10.1
Description

The goal of the use case is to enable service quality assurance and optimization for the set of services provided by the network to certain group (category) of the UEs. For example, the set can include the services provided via certain NSI(s) or to IoT devices in certain area.

It is assumed that the relevant NFs are deployed and active in NG-RAN and 5GC. The group of NG-RAN and 5GC nodes, which are essential for the set of E2E services, provide provisioning and PM management services. It is also assumed that the providers of the related NSI / NSSI provisioning and PM management services are deployed and active.
The management system is consuming above management services either directly or through proxy nodes that re-exposure the management services; the management system is aware of the performance requirements imposed on the set of services.

The management system is collecting the network data and monitoring the performance indicators related to the targeted services. Analytics hosted by the MDAF may be utilized for processing of the network data to derive and analyze the performance indicators. If the service quality assurance and optimization function detects performance degradation or potential for improvement of the targeted performance indicators, it modifies the configuration parameters in the corresponding NG-RAN and 5GC nodes and NSI(s)/NSSI(s), using the NG-RAN, 5GC, and NSI(s)/NSSI(s) (where relevant) provisioning services, and continues monitoring the performance. 

If the network performance does not recover / improves, the management system may adjust the modifications, for example roll back to previous configuration. In any case it continues collection of the network data and monitoring of the performance indicators. 

	Next Change


5.11.1
Description

A communication service provider (CSP) receives a request to provide a communication service to a CSC. 

Based on the request the CSP checks the list of CS profiles for a matching profile, creates a new instance of the profile, adds information from the request to this profile and stores it with a unique identity (CSI Id), this is followed by a request to an NMF (Network Management Function) to allocate resources (available and assigned) (for example an NSI) that can support the characteristics of the requested CSI. Once the NMF confirms the resources have been allocated to provide the CSI, the CSP informs the CSC that the CSI has been created.

Editor’s Note: the case that there is no matching profile or more than one matching profile is FFS.
	Next Change


5.12.1
Description

A communication service provider (CSP) receives a request to activate provided to a CSC. 

Based on the request the CSP checks the CSI inventory and locates the CSI that is requested to be activated. The resources needed for the CSI have been allocated (assigned and available) before the activation request. From the inventory the CSP will know which resources (for example which NSI) are used for the CSI and sends an activation request to the NMF (Network Management Function) to allow the CSI to use the allocated resources. A positive response to the activation request will immediately allow the CSI to use the allocated resources. Once the NMF confirms that the CSI can use the allocated resources, the CSP informs the CSC that the CSI has been activated.

NOTE: In some cases when a trial is being performed to allow for learning and adapting the resource allocation and configuration to the shared NSI, in such case an activation request may allow a group of subscribers to use the communication service instead of the target number of subscribers (maximum number of subscribers allowed to use the NSI). 

	Next Change


5.13.1
Description

A communication service provider (CSP) receives a request to de-activate a communication service provided to a CSC. 

Based on the request the CSP checks the inventory to locate the CSI that is requested to be de-activated. From the inventory the CSP will know which resources are used for the CSI and sends a de-activation request to the NMF (Network Management Function) to disallow the CSI to use the allocated (assigned and available) resources. Once the NMF confirms that the CSI cannot use the allocated resources, the CSP informs the CSC that the CSI has been de-activated.

	Next Change


5.14.1
Description

A communication service provider (CSP) receives a request to modify communication service provided to a CSC. 

Based on the request the CSP checks the inventory to find the CSI that is requested to be modified. In some cases a modification request may necessitate a trial being performed to allow for learning and adapting the resource allocation and configuration to the shared resources. From the inventory the CSP will know which resources (for example an NSI) are used for the CSI and sends a modification request to the NMF (Network Management Function) to modify the allocated resources (available and assigned) a modification can result in adding or removing resources, or changes of properties of the resources within the scope of the service definition). Once the NMF confirms that the modification has been completed, the CSP informs the CSC that the CSI has been modified. 

	End of change
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