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1
Decision/action requested

The group is asked to discuss and approval
2
References

[1]
3GPP TR 28.861: “Study on the Self-Organizing Networks (SON) for 5G networks”.
3
Rationale

First, the procedure of multi-vendor plug and play of NF (MvPnP) include multi-vendor plug and connect to network (MvPnC) and Self-configuration. However, in Clause 5.13, the use case of multi-vendor plug and play of NF describes only describe the multi-vendor plug and connect eNB, the use case of self-configuration is missing, so this contribution proposes to add the us case of self-configuration.
Secondly, in Clause 5.13, the use case of multi-vendor connect to network refers to TS 32.501,which is focus on eNB, and refers to TS 28.525, which is focus on VNF. So this contribution proposes to add a general MvPnC use case which is applicable for VNF and non-virtualized NF.

4
Detailed proposal

It proposes to make the following changes to TR 28.861[1].
	1st Change


5.13
Multi-vendor Plug and Play of NFs

5.13.0 Introduction
Use case of multi-vendor plug and connect eNB to network defined in clause 6.4.3 in TS 32. 501[3] can be applicable for non-virtualized NF in 5G network.

Use case of managing EM IP address provided to instantiated VNF using MVPNP defined in clause 6.4.3 in TS 28.525[4] can be applicable for VNF in 5G network.


5.13.1
Multi Vendor Plug and Connect NF to Management System
5.13.1.1
Goal
After NF deployed (physical installation for non-virtualized NF or instantiation for VNF), connect the NF (e.g. NG RAN Node, 5GC Node) to its management system providing support for self-configuration processas automatically as possible.
5.13.1.2
Pre-condition

-
The NF is deployed (physical installation for non-virtualized NF or instantiation for VNF).

5.13.1.3
Steps

1.
If a VLAN ID is available the NF uses it. Otherwise the NF uses the native VLAN where PnP traffic is sent and received untagged.
2
The NF acquires its IP address through stateful or stateless IP autoconfiguration.
3.
The NF acquires the IP address of the CA/RA server.
4.
The NF performs Certificate Enrolment.

5.
The NF acquires the IP address of the OAM SeGW.

6.
The NF establishes a secure connection (tunnel) to the Security Gateway.

7.
The NF acquires the IP address of the correct management system providing support for self-configuration process.

8.
The NF establishes a connection to the provided management system providing support for self-configuration and acquires its configuration and software if any.


5.13.1.4
Post-condition

One or more secure connections exist between the NF and the management system providing support for self-configuration process.
5.13.2
Self-configuration of a new NF

5.13.2.1
Goal
After NF deployed (physical installation for non-virtualized NF or instantiation for VNF), put in an automated manner the NF into a state to be ready to carry traffic.
5.13.2.2
Pre-condition

-
The NF is deployed (physical installation for non-virtualized NF or instantiation for VNF) and connect to IP network.
-
One or more secure connections exist between the NF and the management system providing support for self-configuration.
-
The (transport and radio) configuration data and software packages for the NF is made available in management system providing support for self-configuration.
5.13.2.3
Steps

1.
The NF provides information about its type, hardware and other relevant data about itself to the management system providing support for self-configuration.
2.
Management system providing support for self-configuration take the decision of which software and (transport and radio) configuration data have to be downloaded to the NF.
3.
Management system providing support for self-configuration download the software and (transport and radio) configuration data to the NF.
4.
Management system providing support for self-configuration also update the dependent nodes with new configuration data as well if required.

5.
NF performs a self-test.
6.
Management system providing support for self-configuration inform its Consumer about the progress of the self-configuration process and important events occurring during the self-configuration process
5.13.2.4
Post-condition

The NF (5GC Node or NG-RAN Node) is ready to carry traffic.
	End of changes


