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1 3GPP Work Plan status

Percentage of completion: 55%, depending on the contributions that will be agreed (previously 35%).
Estimated completion date: SA#85 – Sep. 2019
Other information (WID update, Rapporteur change, etc): 
None
2 Technical Progress status 
Summary of progress: As input to the meeting there where 9 contributions. All contributions were treated.
The group discussed the following:

· SA6 CAPIF for management service discovery and exposure governance (stage 2).
· OAuth 2.0 framework for exposure governance (stage 3).

· Table of management capability examples offered by various management service instances.
· Use case of discovery of MnS access information (using DNS) and related requirements.
· Use case of MnS capability query and related requirement.
· Use case of authorization scopes in exposure governance and related requirements.

· Use case of 3rd party MnS consumer authentication and authorization, and related requirements
· Use case of MnS consumer requesting access to additional MnS.

· MnS registration and discovery way forward using IT solutions.

Outstanding issues: None.
3 Minutes

The RG session was held on 2019-06-25.
	Tdoc
	Title/Discussion/Conclusion
	Source

	S5-194181
	CR Rel-16 TS 28.533 Add table of management capabilities offered by various management service instances
Nokia: reduce the table to be an example or move to relevant TSs, reflect the existing table 100%, there are other capabilities as well not showed
Ericsson: is this table needed?
Conclusion: REVISE to S5-194449
	Huawei

	S5-194182
	Discussion paper MnS exposure governance potential role in OAuth 2.0 framework 
Ericsson: concerns about netconf/yang support of OAuth 2.0 framework, clarify that it is solution stage 3 independent
Conclusion: REVISE to S5-194466
	Huawei

	S5-194183
	CR Rel-16 TS 28.533 Add use case discovery of MnS access information and related requirements
Nokia: too generic use case with no value, DNS usage is obvious

Huawei: use case removed, requirement left
Conclusion: REVISE to S5-194450
	Huawei

	S5-194184
	CR Rel-16 TS 28.533 Add use case MnS capability query and related requirement
Telekom Italia: consumer sends query requirement

Nokia: too much details and specific steps

Ericsson: maybe one step is missing, not clear

Conclusion: REVISE to S5-194451
	Huawei

	S5-194185
	CR Rel-16 TS 28.533 Add use case management scopes in exposure governance and related requirements
Nokia: too much details and specific steps

Conclusion: REVISE to S5-194453
	Huawei

	S5-194186
	CR Rel-16 TS 28.533 Add use case 3rd party MnS consumer authentication and authorization, and related requirements  
Ericsson: actor is the MnS consumer only

Conclusion: REVISE to S5-194453
	Huawei

	S5-194187
	Discussion paper TS 23.222 CAPIF for management service discovery and exposure governance stage 2
Conclusion: REVISE to S5-194454
	Huawei

	S5-194220
	CR Rel-16 TS 28.533 Add use case for requesting access to MnS

DT: consumer cannot change the access information, consumer should reject these kind of requests
Conclusion: REVISE to S5-194455
	Huawei

	S5-194309
	Discussion paper on MnS registration and discovery

Conclusion: Noted
	Ericsson


4 Action items

None.
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