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Rationale

The current clause on potential use cases and requirements does not have much structure to help a reader to focus on the main topics regarding management of communication services.

Current list of use cases and requirements: 

5    Potential use cases and requirements    

5.1    MDA-Assisted network provisioning contributing to SLA assurance    

5.2    SLA monitoring for network slicing   

5.3    Communication service instances realized in a single network slice instance   

5.4    Remove a communication service instance from a network slice instance   

5.5    Management aspects of NSIs utilized by multiple communication services 

5.6    Service management aspects of NSaaS   

5.7    Obtaining an NSI as an NOP Internal to provide multiple CSIs   

5.8    Providing CSI management capability to vertical industries  

5.9    CSI monitoring 

5.10    Service quality assurance and optimization of the services   
5.11    Create a Communication Service (CSI)   

5.12    Activate a Communication Service (CSI)  

5.13    De-activate a Communication Service (CSI)   

5.14    Modify a Communication Service (CSI)   

5.15    Terminate a Communication Service (CSI)  

The use cases and requirements can be divived in three groups:

- Use case and requirements involving management data analytics and automated service assurance
- Use cases and requirements involving lifecycle management

- Use cases combining lifecycle management, management data analytics and automated service assurance 
Table 1: Mapping of use case to technical topic

	Use case 
	Management data analytics and automated service assurance
	Lifecycle management 
	Comments

	MDA-Assisted network provisioning contributing to SLA assurance
	X
	
	Pre-deployment use case

	SLA monitoring for network slicing   
	X
	
	Service and resource KPI’s derived from SLA

	Communication service instances realized in a single network slice instance   
	
	X
	Map service request to resources

	Remove a communication service instance from a network slice instance   
	
	X
	Remove service mapping to resources

	Management aspects of NSIs utilized by multiple communication services 
	
	X
	Map service request to resources

	Service management aspects of NSaaS   
	X
	X
	Map service request to resources

	Obtaining an NSI as an NOP Internal to provide multiple CSIs   
	
	X
	Map service request to resources

	Providing CSI management capability to vertical industries  
	
	X
	Map service request to resources

	CSI monitoring 
	X
	
	KPI’s derived from SLA 

	Service quality assurance and optimization of the services   
	X
	
	Target service performance indicators and resource reconfiguration

	Create a Communication Service (CSI)  
	
	X
	Map service request to resources

	Activate a Communication Service (CSI)  
	
	X
	Activate service 

	De-activate a Communication Service (CSI)   
	
	X
	De-activate service

	Modify a Communication Service (CSI)   
	
	X
	Modify service

	Terminate a Communication Service (CSI)
	
	X
	Remove service mapping to resources


The following table of content is proposed for clause 5
5    Potential use cases and requirements    

5.1    Management data analytics and automated service assurance

5.1.1    Service quality assurance and optimization of the services   
5.1.2    CSI monitoring
5.1.3    SLA monitoring for network slicing
5.1.4    MDA-Assisted network provisioning contributing to SLA assurance    

5.2    Lifecycle management

5.2.1    Communication service instances realized in a single network slice instance   

5.2.2    Remove a communication service instance from a network slice instance   

5.2.3    Management aspects of NSIs utilized by multiple communication services 

5.2.4    Obtaining an NSI as an NOP Internal to provide multiple CSIs   

5.2.5    Providing CSI management capability to vertical industries  

5.2.6    Create a Communication Service (CSI)   

5.2.7    Activate a Communication Service (CSI)  

5.2.8    De-activate a Communication Service (CSI)   

5.2.9    Modify a Communication Service (CSI)   

5.2.10  Terminate a Communication Service (CSI)  

5.3    Lifecycle management, management data analytics and automated service assurance 
5.3.1    Service management aspects of NSaaS
4
Detailed proposal

First change
5
Potential use cases and requirements

5.1    Management data analytics and automated service assurance

5.1.1
Service quality assurance and optimization of the services 

5.1.1.1
Description

The goal of the use case is to enable service quality assurance and optimization for the set of services provided by the network to certain group (category) of the UEs. For example, the set can include the services provided via certain NSI(s) or to IoT devices in certain area.

It is assumed that the relevant NFs are deployed and active in NG-RAN and 5GC. The group of NG-RAN and 5GC nodes, which are essential for the set of E2E services, provide provisioning and PM management services. It is also assumed that the providers of the related NSI / NSSI provisioning and PM management services are deployed and active.
The management system is consuming above management services either directly or through proxy nodes that re-exposure the management services; the management system is aware of the performance requirements imposed on the set of services.

The management system is collecting the network data and monitoring the performance indicators related to the the targeted services. Analytics hosted by the MDAF may be utilized for processing of the network data to derive and analyze the performance indicators. If the service quality assurance and optimization function detects performance degradation or potential for improvement of the targeted performance indicators, it modifies the configuration parameters in the corresponding NG-RAN and 5GC nodes and NSI(s)/NSSI(s), using the NG-RAN, 5GC, and NSI(s)/NSSI(s) (where relevant) provisioning services, and continues monitoring the performance. 

If the network performance does not recover / improves, the management system may adjust the modifications, for example roll back to previous configuration. In any case it continues collection of the network data and monitoring of the performance indicators. 

5.4.1.2
Potential requirements

REQ-CSM_SAO-CON-01 The network management system shall have the capability to be configured with the target communication service performance indicators for a set of communication services supplied to a group or category of UEs.
REQ-CSM_SAO-CON-02 The network management system shall have the capability to collect network data and analyse performance indicators related to the set of communication services supplied to a group or category of UEs.
REQ-CSM_SAO-CON-03 The network management system shall have the capability to modify the configuration parameters in the NG-RAN and 5GC nodes and NSI(s)/NSSI(s), related to the set of communication services supplied to a group or category of UEs 
5.1.2
CSI monitoring
5.1.2.1
Description

After the CSI provisioning, the 3GPP management system monitors the KPIs of CSI resource part, i.e. SLA related performance metrics. According to the KPIs of CSI resource part, the 3GPP management system can evaluate SLA fulfilment by ensuring that service requirements are fulfilled by the CSI resource part. 
The 3GPP management system may provide the KPIs of CSI resource part to the CSI to authorized CSI service provider or CSI service consumer to let them check whether the service SLA requirements are met. 
5.1.2.2
Potential requirements

REQ-CSM_CSI-MON-01 The 3GPP management system shall have the capability of monitoring CSI resource part and evaluating SLA fulfilment.
REQ-CSM_CSI-MON-02 The 3GPP management system shall have the capability of providing KPIs of CSI resource part to authorized CSI service provider or CSI service consumer.













5.1.3
SLA monitoring for network slicing
5.1.3.1
Description

An SLA will contain information that will be broken down to service requirements that are conveyed to the CSP by the CSC. The service requirements may be used to provision a network slice instance. 

After the network slice provisioning, the CSP and /or CSC may need to monitor the SLA status of the NSI to make sure whether its service requirements are achieved. In the service based management architecture, subscribe-notify and request-response style interactions between the communication services management function and network slice management function can be utilized. Network slice management function reports the SLA related network slice level KPIs and end user traffic level QoS/QoE parameters. The reporting can be periodic, or event based. Communication services management function may also invoke the SLA monitoring related APIs provided by the network slice management function. Network slice management function collects network slice domain specific operating data from the constituent network slice subnet management functions. Aggregating, analysing and processing the data into E2E network slice level operating parameters and presents them to the communication services management function. 

A new slice may be created with dedicated 5GC resource e.g. dedicated SMF/UPF/PCF. Usually 5GC resource is enough while NG RAN is the bottleneck. In the radio access network, QoS of user traffics and cell KPIs may be degraded due to many factors such as congestion, coverage issues, interference, shortage of radio resources etc. In such cases, there is a risk to guarantee the E2E SLAs of one or more network slice instances for all the UEs from the CSC all the time.

The networks outside of the 3GPP operators are out of control of the 3GPP operators and may be exceptional for the SLA negotiation, e.g. the outside transport networks or DCs of third parties and the applications etc.
The number users of the network slice (customers of the CSC) is slowly increased while the network slice resources adapt to changing traffic characteristics. What slice customer care is, how many subscribers (e.g. 1 million) can be served by the slice and the Service Experience statistics per application (e.g. average Service MOS 4.0 for Application X for the slice customer) and how many percent (e.g. 90 % for Application X) UEs' service experience satisfy per application ID, see clause 6.32 of TR 23.791 [6]. Therefore, the CSPs may need to monitor the SLA status of the NSI for those aspects.

When a performance degradation impacts the service requirements the management system reconfigures the resources to resolve the performance degradation, in case the degradation cannot be resolved the management system may restrict the total number of active users. 
Editor's Note: Adding the ref to the clause 4.8 of TS 28.530 in above paragraph is FFS.
During the runtime phase of network slice, as consequence of SLA monitoring the management system may adjust reserved resources for the network slice to improve service experiences and ensure SLA according to the activity prediction of users provided by NWDAF, as well as resource adjustment recommendation provided by MDAF. 
5.1.3.2
Potential requirements

REQ-CSM_SLA-CON-01 The 3GPP management system shall have the capability monitoring the performance metrics related to the SLA.

REQ-CSM_SLA-CON-02 The 3GPP management system shall have the capability consuming the data related to QoE provided by for example an NWDAF.

REQ-CSM_SLA-CON-03 The 3GPP management system shall have the capability evaluating the QoE data provided by an NWDAF to trigger actions if the network slice performance requirements are not met.

REQ-CSM_SLA-CON-04 The 3GPP management system shall have the capability configuring reserved  resources in RAN potentially to be used for a new network slice instance.
REQ-CSM_SLA-CON-05 The 3GPP management system shall have the capability to consume activity prediction of the users from, for example, historical data in NWDAF.
REQ-CSM_SLA-CON-06 The 3GPP management system shall have the capability to consume the Management Data Analytics Service for the purpose of SLA assurance.
5.1.4
MDA-Assisted network provisioning contributing to SLA assurance

5.1.4.1
Description

The 5G network can support different services with various QoS parameters. The QoS parameters are maintained by the system during the lifetime of the network.

Utilizing MDAF to provide big data analytics in order to help the management system functions to derive suitable network topology (e.g. VNF chains, network configurations etc.) to guarantee the service assurance given by the vertical customers from the network provisioning aspect. After the network is setup with the suitable configurations, the control plane and user plane could do further adjustment (e.g. with UE session control etc.) to improve the individual user experiences.
In this case, management system needs to identify which service requirements that are related to the network management system for the purpose of network or network slice deployment, and which type of information that could be provided to MDAF for the analytics.

Editor's Note:
which type of information that could be provided to MDAF needs the coordination with SA2 and RAN3.
For communication service provisioning, CSMF translates customer level SLA into communication service requirements, and analyzes the network capability to determine whether to map the CSI to an existing NSI or a new NSI. This operation is performed in the CSI or NSI planning phase. MDAF can be utilized to assist such planning. The MDAF may get SLA requirements as input from the CSMF and provide analytical information which may include network performance data and recommended network configuration settings to help the management system functions to derive the suitable configuration parameters.

For example, service SLA requirements such as E2E latency, bandwidth, service area, user capacity, user QoE requirements etc. may be used as input to the MDAF. The output data provided by MDAF may include performance data and recommended configuration settings.
5.1.4.2
Potential requirements

REQ-CSM_MDA-CON-01 The communication services management system shall have the capability providing the communication service requirements related to network to the management data analytics service provider.
REQ-CSM_MDA-CON-02 The management data analytics service provider shall have the capability getting the network management data from network management service provider.

REQ-CSM_MDA-CON-03 The management data analytics service provider shall have the capability allowing its authorized consumer to request recommendation for the purpose of network provisioning.
REQ-CSM_MDA-CON-04 The management data analytics service provider shall have the capability providing information which may include performance data and recommended configuration settings for communication service planning.
5.2    Lifecycle management
5.2.1
Communication service instances realized in a single network slice instance

5.2.1.1
Description

A CSP offers a portfolio of communication services to the market (CSC). CSC selects a suitable product and orders communication service by inputting some service requirements e.g. SLA requirements information.
The CSP receives a request from a customer to realize a communication service instance: 

- 
The CSP checks the communication service catalogue to find communication services with the communication service description which matches the request. The CSP performs feasibility check, i.e., checking the attainable service quality from both resource and service aspects.
- 
The CSP translates the service SLA into parameterized E2E network slice template information. In order to achieve this purpose, interactions between the CSP and NOP or some manually network design and planning process are needed. The CSP provides the parameterized NST to the NOP for network resources allocation. The NOP checks the network slice inventory to find a network slice instances which matches the request.

- 
The network slice instance to be used will be checked whether there is sufficient capacity available to support the new communication service instance. If there is enough capacity available, the communication service instance will be assigned to the network slice instance.  The mapping between the communication service instance and the network slice instance will be maintained by both the CSP and NOP.
The communication service instance has been realized.

5.2.1.2
Potential requirements

REQ-CSM_LCM-CON-01 The 3GPP management system shall provide a management service, which offers the capability to receive and process a request to realize a communication service instance.

REQ-CSM_LCM-CON-02 The 3GPP management system shall provide management service, which offers the capability to ensure that the list of realized communication service instances are up to date. 

REQ-CSM_LCM-CON-03 The 3GPP management system shall provide a management service, which offers the capability to find a communication service description based on a request.

REQ-CSM_LCM-CON-04 The 3GPP management system shall provide a management service, which offers the capability to assign a communication service instance to an existing network slice instance.
5.2.2
Remove a communication service instance from a network slice instance

5.2.2.1
Description

A Communication Service Provider (CSP) is informed by a CSC that a realized communication service instance will cease to exist.

The CSP checks the communication service inventory to find the network slice instance that is used to realize the communication service instance. The communication service instance is unassigned from the network slice instance and the network slice instance is modified or terminated to reflect the changed requirements.

The communication service instance has been removed.

5.2.2.2
Potential requirements

REQ-CSM_LCM-CON-05 The 3GPP management system shall have the capability to remove an existing instance of communication service according to the request from a CSC to remove a communication service instance.

REQ-CSM_LCM_CON-06 The 3GPP management system shall have the capability to request the network slice management function to modify or terminate the existing NSI which supports the CSI to be removed.

5.2.3
Management aspects of NSIs utilized by multiple communication services 
5.2.3.1
Description

Network slices and network slice subnets can be shared by different communication services as described in clause 4.1.3 of TS 28.530 [3]. Also, same NSI can be utilized to provide communication services to different customers. In both cases, multiple CSIs may share a single NSI. In this use case, a communication service provider uses a network slice to provide multiple CSIs, i.e. network provider performs service-based sharing of the network slice among its customers.

On the contrary to the cases where a single NSI is utilized for a single CSI, the network management system is responsible for maintaining QoS guarantees for each service or customer over the resource facing aspects of a single NSI. For service-based sharing, the customer provides service requirements. Therefore, the NSI resources are shared based on service requirements to satisfy SLA requirements. In this case, the network provider determines the policies and rules about how the network resources are utilized. In other words, the network itself is transparent to the customer of the CSI service. Therefore, the network management system can utilize a database including available services. 

While utilizing NSIs with sharing, effect of all services on that NSI and its constituent should be considered. Effects of loads of services can be evaluated using historical data and analysis provided by MDAF, as a part of feasibility check for provisioning CSIs. Similarly, for modifications on NSIs and NSSIs with sharing, effect of the modification on all services are considered. 

5.2.3.2
Potential requirements

REQ-CSM_LCM-CON-07 The 3GPP management system shall have the capability to assure the QoS guarantees for each service when a network slice is utilized by multiple services. 









5.2.4
Obtaining an NSI as an NOP Internal to provide multiple CSIs
5.2.4.1
Description

CSI is defined in Section 3.1 as a run-time construct of a communication service for a defined group of users. For example, what a vertical customer or an enterprise customer receives from a network operator is a CSI which can be used to provide PDU sessions to its end users.  

A consumer of an NSI as a NOP Internal may use the NSI to offer multiple CSIs to its customers. One example case is a CSP obtains an IOT network slice instance for a generic home monitoring service and offer it to multiple customers who run different kind of home monitoring services such as electric meter monitoring or alarm monitoring. Another example is that the CSP receives a NSI for a certain application and provides the same services to multiple customers using multiple CSIs. 

Depending on the CSC requirements, CSC may obtain certain service management capabilities such as session admission control or dynamic adjustment of priorities so that it can manage the CSI services it provides to its customers. 

In certain scenarios, the CSI consumers (e.g. vertical customers) may also obtain service management components such as service data handling and related actions, subscriber data handling, service and use policy establishment (user priority, user allowed services etc.) for managing the end user devices.

5.2.5
Providing CSI management capability to vertical industries

5.2.5.1
Description

When a CSI is provided to a vertical industry or enterprise, the vertical customer may want to get certain service management capabilities. 

The vertical customer is authorized to obtain the allowed management capability from CSI service provider according to the pre-defined agreements between the CSI service provider and the CSI service consumer. Level of management capability exposure has been agreed upon between the CSI service provider and the CSI service consumer.
These management capabilities may include the ability to limit or allow the traffic originated from certain end users, the ability to limit or allow traffic related to specific applications by applying priority, policy changes configuration setting which are related to session admission control.  

Editor’s Note: Other CSI management capabilities is FFS since different vertical customers may have different requirements for CSI management capability.



















5.2.6
Create a Communication Service (CSI)

5.2.6.1
Description

A communication service provider (CSP) receives a request to provide a communication service to a CSC. 

Based on the  request the CSP checks the list of CS profiles for a matching profile, creates a new instance of the profile, adds information from the request to this profile and stores it with a unique identity (CSI Id), this is followed by a request to an NMF (Network Management Function) to allocate resources (available and assigned) (for example an NSI) that can support the characteristics of the requested CSI. Once the NMF confirms the resources have been allocated to provide the CSI, the CSP informs the CSC that the CSI has been created.

Editor’s Note: the case that there is no matching profile or more than one matching profile is FFS.
5.2.6.2
Potential requirements
REQ-CSM_LCM-CON-08 The 3GPP management system shall support capabilities to create a communication service instance according to the request from a CSC.
5.2.7
Activate a Communication Service (CSI)

5.2.7.1
Description

A communication service provider (CSP) receives a request to activate provided to a CSC. 

Based on the the request the CSP checks the CSI inventory and locates the CSI that is requested to be activated. The resources needed for the CSI have been allocated (assigned and available) before the activation request. From the inventory the CSP will know which resources (for example which NSI) are used for the CSI and sends an activation request to the NMF (Network Management Function) to allow the CSI to use the allocated resources. A positive response to the activation request will immediately allow the CSI to use the allocated resources. Once the NMF confirms that the CSI can use the allocated resources, the CSP informs the CSC that the CSI has been activated.

NOTE: In some cases when a trial is being performed to allow for learning and adapting the resource allocation and configuration to the shared NSI, in such case an activation request may allow a group of subscribers to use the communication service instead of the target number of subscribers (maximum number of subscribers allowed to use the NSI). 

5.2.7.2
Potential requirements
REQ-CSM_LCM-CON-09 The 3GPP management system shall support capabilities to activate a communication service instance provided to a CSC.
5.2.8
De-activate a Communication Service (CSI)

5.2.8.1
Description

A communication service provider (CSP) receives a request to de-activate a communication service provided to a CSC. 

Based on the the request the CSP checks the inventory to locate the CSI that is requested to be de-activated. From the inventory the CSP will know which resources are used for the CSI and sends a de-activation request to the NMF (Network Management Function) to disallow the CSI to use the allocated (assigned and available) resources. Once the NMF confirms that the CSI cannot use the allocated resources, the CSP informs the CSC that the CSI has been de-activated.

5.2.8.2
Potential requirements
REQ-CSM_LCM-CON-10 The 3GPP management system shall support capabilities to de-activate a communication service instance provided to a CSC.
5.2.9
Modify a Communication Service (CSI)

5.2.9.1
Description

A communication service provider (CSP) receives a request to modify acommunicaiotn service provided to a CSC. 

Based on the request the CSP checks the inventory to find the CSI that is requested to be modified. In some cases a modification request may necessitate a trial being performed to allow for learning and adapting the resource allocation and configuration to the shared resources. From the inventory the CSP will know which resources (for example an NSI) are used for the CSI and sends a modification request to the NMF (Network Management Function) to modify the allocated resources (available and assigned) a modification can result in adding or removing resources, or changes of properties of the resources within the scope of the service definition). Once the NMF confirms that the modification has been completed, the CSP informs the CSC that the CSI has been modified. 

5.2.9.2
Potential requirements
REQ-CSM_LCM-CON-11 The 3GPP management system shall support capabilities to modify a communication service instance provided to a CSC.
5.2.10
Terminate a Communication Service (CSI)

5.2.10.1
Description

A communication service provider (CSP) receives a request to terminate a communication service provided to a CSC. 

Based on the requirements from the request the CSP checks the inventory to find the CSI that is requested to be terminated. If the status of the CSI is active, the CSP has to de-activate the CSI before the CSI can be terminated. When the status of the CSI is in-active the CSP can terminate the CSI. The CSP will know which resources (for example an NSI) are used for the CSI and sends a de-allocation request to the NMF (Network Management Function) to de-allocate the allocated resources.  Once the NMF confirms that the resources allocated to the CSI have been de-allocated, the CSP informs the CSC that the CSI has been terminated.

5.2.10.2
Potential requirements
REQ-CSM_LCM-CON-12 The 3GPP management system shall support capabilities to terminate a communication service instance provided to a CSC.
5.3    Lifecycle management, data analytics and automated service assurance
5.3.1
Service management aspects of NSaaS 
5.3.1.1
Description

5G networks with slicing provides a variety of communication services, including NSaaS as discussed in clause 4.1.6 of TS 28.530 [3]. NSaaS consumer may provide multiple communication service instances (CSIs) using the obtained NSI. In this case, it is assumed that the NSI is provided so as to satisfy the network resource requirements provided by the NSaaS consumer. The management system of the NSaaS consumer and the NSaaS provider are responsible for maintaining QoS guarantees for each CSI using the NSI. 

In this case, the customer's CSMF should convert NSI resource capability to service provisioning capabilities. Whenever a new CSI added to the NSI, the NSaaS consumer should ensure the NSI is capable of supporting the new CSI. The NSaaS provider has to satisfy the policies and rules about how the NSaaS consumer needs to utilize the network resources. In other words, the network is exposed to the customer based on necessity.

The MDAS of the customer may assist for the conversion of resource capability into service capability, or the customer may request services and analysis from the MDAS of the NSaaS provider. Note that in the former case, the CSMF of the NSaaS consumer needs to obtain resource information and then perform the conversion. The NSI resource capability can be evaluated using historical data and analysis provided by MDAS of the NSaaS consumer. This information can be used by the NSaaS customer for provisioning and quality assurance of CSIs utilizing the obtained NSI. 

When obtaining analysis from the MDAS of the service provider, the network management system of the service provider may prepare a database including service requirements conversion to network resource requirements and/or service capacity boundaries that can be supported by the network resources available to NSaaS consumer. When the conversion is readily available, CSMF of the NSaaS consumer do not need to make the conversion, and is used for service and customer aspects.

5.3.1.2
Potential requirements

REQ-CSM_MDA-CON-05 The communication service provider, as the NSaaS provider, shall have the capability to provide data analytics to an NSaaS consumer. 
End of change
