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	2nd modified section


6.2.1.3.4	Comment
6.2.1.3.4.1	Definition
Comment contains commentary and associated information such as the time when the commentary is made. 
6.2.1.3.4.2	Attribute
	Attribute Name
	Support Qualifier

	commentTime
	M

	commentText
	M

	commentUserId
	M

	commentSystemId
	O



	3rd modified section


6.2.1.4.3	relation-AlarmInformation-Comment (M)
6.2.1.4.3.1	Definition
This represents the relationship between AlarmInformation and Comment.
6.2.1.4.3.2	Role
	Name
	Definition

	comment
	It represents a capability to obtain the information contained in Comment.


 
6.2.1.4.3.3	Constraint
There is no constraint.

	4th modified section


[bookmark: _Toc10540648]6.2.1.5.1	Definition and legal values
	Name
	Definition
	Legal Values

	alarmId
	It identifies one AlarmInformation in the AlarmList. 
	

	notificationId
	It identifies the notification that carries the AlarmInformation. 
	

	alarmRaisedTime
	It indicates the date and time when the alarm is first raised by the alarmed resource. 
	All values indicating valid time.

	alarmChangedTime
	It indicates the last date and time when the AlarmInformation is changed by the alarmed resource. Changes to AlarmInformation caused by invocations of the management service consumer would not change this date and time. 
	All values indicating valid time.

	alarmClearedTime
	It indicates the date and time when the alarm is Cleared.
	All values indicating valid time.

	eventType
	It indicates the type of event. See Annex A for information on event type.
	See Annex A.

	probableCause
	It qualifies alarm and provides further information than eventType. See Annex B for a complete listing.
	See Annex B.

	perceivedSeverity
	It indicates the relative level of urgency for operator attention. 
	Critical, Major, Minor, Warning, Indeterminate, Cleared: see ITU-T Recommendation X.733 [4]. This IRP does not recommend the use of indeterminate.

	specificProblem
	It provides further qualification on the alarm than probableCause. This attribute value shall be single-value and of simple type such as integer or string. See definition in ITU-T Recommendation X.733 [4] clause 8.1.2.2.
	Provided by vendor.

	backedUpStatus
	It indicates if an object (the MonitoredEntity) has a back up. See definition in ITU-T Recommendation X.733 [4] clause 8.1.2.4.
	All values that carry the semantics of backedUpStatus defined by ITU-T X.733 [4] clause 8.1.2.4.

	trendIndication
	It indicates if some observed condition is getting better, worse, or not changing. 
	"Less severe", "no change", "more severe": see definition in ITU-T Recommendation X.733 [4] clause 8.1.2.6.

	thresholdInfo
	It indicates the crossed threshold information such as:
-	The identifier of the monitored attribute whose value has crossed a threshold, 
-	The threshold settings, 
-	The observed value that have crossed a threshold, etc. 
See definition in ITU-T Recommendation X.733 [4] clause 8.1.2.7. See also for information in TS 32.401 [19] subclause 5.6.
	

	stateChangeDefinition
	It indicates MO attribute value changes. See definition in ITU-T Recommendation X.733 [4] clause 8.1.2.10.
	

	monitoredAttributes
	It indicates MO attributes whose value changes are being monitored. See definition in ITU-T Recommendation X.733 [4] clause 8.1.2.11.
	

	proposedRepairActions
	It indicates proposed repair actions. See definition in ITU-T Recommendation X.733 [4] clause 8.1.2.12.
	

	additionalText
	It carries semantics that is outside the scope of this management service specification. It may provide the identity of the NE (e.g. RNC, Node-B) from which the alarm has been originated. It corresponds to the "user label" attribute of the object class representing the NE in the Generic Network Resource Model [11]. 

It can contain further information on the alarm.
	N/A

	additionalInformation
	
This attribute when present allows the inclusion of a set of vendor specific alarm information in the alarm.

A specific condition for this optional population is when an alarm presented by the Management System (e.g. via the user interface) has different values of perceived severity, and / or alarm type, compared with the values presented to the Itf-N.

Any other uses of additional information on the alarm and its semantics is outside the scope of the present document
	The additional information field is a list of one or more information parts.

The present document allows the support of two such information parts to carry
-	vendor defined perceived severity
-	vendor defined alarm type
using defined identification.

Other vendor specific information parts are allowed by using vendor specific identifications.

	ackTime
	It identifies the time when the alarm has been acknowledged or unacknowledged the last time, i.e. it registers the time when ackState changes.
	All values that indicate valid time that are later than that carried in alarmRaisedTime.

	ackUserId
	It identifies the last user who has changed the Acknowledgement State. 
	It can be used to identify the human operator such as "John Smith" or it can identify a group, such as "Team Six", or it can contain no information such as "".

	ackSystemId
	It identifies the system (Management System) that last changed the ackState of an alarm, i.e. acknowledged or unacknowledged the alarm.
	It can be used to identify the system, such as "system 6" or it can contain no information such as "".

	ackState
	It identifies the Acknowledgement State of the alarm. 
	Acknowledged: the alarm has been acknowledged.

Unacknowledged: the alarm has been unacknowledged or the alarm has never been acknowledged.

	commentTime
	It carries the time when the comment has been added to the alarm.
	

	commentText
	It carries the textual comment.
	

	commentUserId
	It carries the identification of the user who made the comment.
	

	commentSystemId
	It carries the identification of the system (Management System) from which the comment is made. That system supports the user that made the comment.
	

	rootCauseIndicator
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	"Yes", "No"

	
	
	

	source
	It identifies one MonitoredEntity.
	All values that carry the semantics of DN.

	notificationIdSet
	It carries one or more notification identifiers.
	

	clearUserId
	It carries the identity of the user who invokes the clearAlarms operation.
	It can be used to identify the human operator such as "John Smith" or it can identify a group, such as "Team Six", or it can contain no information such as "".

	clearSystemId
	It carries the identity of the system in consuming the fault management service. That management service consumer supports the user who invokes the clearAlarms().
	It can be used to identify the system, such as "system 6" or it can contain no information such as "".

	serviceUser
	It identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm.
	This attribute may carry no information if the server user is not identifiable.

	serviceProvider
	It identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm. 
	

	securityAlarmDetector
	It carries the identity of the detector of the security alarm.
	This attribute may carry no information if the security alarm detector is not identifiable.



	5th modified section


9.1.1	Introduction
The IS operations are mapped to SS equivalents according to table 9.1.1-1.
Table 9.1.1-1: Mapping of IS operations to SS equivalents
	IS operations
	HTTP Method
	Resource URI
	Qualifier

	getAlarmList
	GET
	/alarms
	M

	getAlarmCount
	GET
	/alarms/$alarmsCount
	O

	setComment
	POST
	/alarms 
	O

	
	POST
	/alarms/{alarmId}/comment
	O

	acknowledgeAlarms
	PATCH
	/alarms or /alarms/{alarmId}
	M

	unacknowledgeAlarms
	PATCH
	/alarms
	M

	
	PATCH
	/alarms/{alarmId}
	M

	clearAlarms
	PATCH
	/alarms 
	M

	
	PATCH
	/alarms/{alarmId}
	M

	subscribe
	POST
	/subscriptions
	M

	unsubscribe
	DELETE
	/subscriptions
	M

	
	DELETE
	/subscriptions/{subscriptionId}
	M



	6th modified section


9.1.4	Operation setComment
In case a comment shall be added to a single alarm the IS operation parameters are mapped to SS equivalents according to table 9.1.4-1 and table 9.1.4-2.
Table 9.1.4-1: Mapping of IS operation input parameters to SS equivalents (HTTP POST)
	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	alarmInformationReferenceList
	path
	/alarms/{alarmId}/comment
	alarmId-PathType
	M

	commentUserId
	request body
	commentUserId
	commentUserIdType
	M

	commentSystemId
	request body
	commentSystemId
	commentSystemIdType
	O

	commentText
	request body
	commentText
	commentText-Type
	M



Table 9.1.4-2: Mapping of IS operation output parameters to SS equivalents (HTTP POST)
	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	badAlarmInformationReferenceList
	response body
	error
	failedAlarms-ResponseType
	M

	status
	response status codes
	n/a
	n/a
	M



The message flow for adding a comment to a single alarm is as follows:
1. The Service Consumer sends a HTTP POST request to the Service Provider.
The URI identifies the "…/alarms/{alarmId}/comment" alarm resource the comment shall be added to.
The query part shall be absent.
The request message body shall contain a JSON object with "commentUserId" and "commentText" properties. In addition to that the request object may contain the "commentSystemId" property. The request body format is defined by "comment-RequestType".
2. The Service Provider sends a HTTP POST response to the Service Consumer.
On success "201 Created " shall be returned. The response message body shall carry the representation of the created comment resource.
On failure, an appropriate error code shall be returned. The response message body shall return the alarmId that did not exist or were identifying an alarm to which the comment could not be added, together with the failure reason. The JSON document carried in the response shall comply to the "failedAlarms" schema.
In case a comment shall be added to multiple alarms the IS operation parameters are mapped to SS equivalents according to table 9.1.4-3 and table 9.1.4-4.
Table 9.1.4-3: Mapping of IS operation input parameters to SS equivalents (HTTP POST)
	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	alarmInformationReferenceList
	path
query
	/alarms
alarmId
	n/a
alarmIdList-QueryType
	M
M

	commentUserId
	request body
	commentUserId
	commentUserId-Type
	M

	commentSystemId
	request body
	commentSystemId
	commentSystemId-Type
	O

	commentText
	request body
	commentText
	commentText-Type
	M



Table 9.1.4-4: Mapping of IS operation output parameters to SS equivalents (HTTP POST)
	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	badAlarmInformationReferenceList
	response body
	error
	failedAlarms-ResponseType
	M

	status
	response status codes
	n/a
	n/a
	M



The message flow for adding a comment to multiple alarms is as follows:
1. The Service Consumer sends a HTTP POST request to the Service Provider.
The URI identifies the "…/alarms" alarm collection resource.
The query part identifies the alarm resources of the collection the comment shall be added to, for "example "…/alarms?alarmId=5&alarmId=7c".
The request message body shall contain a JSON object with "commentUserId" and "commentText" properties. In addition to that the request object may contain the "commentSystemId" property. The request body format is defined by "commentData-Type".
2. The Service Provider sends a HTTP GET response to the Service Consumer.
On success "201 Created " shall be returned. The response message body shall carry the representation of the created comment resource.
On failure, an appropriate error code shall be returned. The response message body shall return the alarmId that did not exist or were identifying an alarm to which the comment could not be added, together with the failure reason. The JSON document carried in the response shall comply to the "failedAlarms-Type" schema.

	7th modified section


[bookmark: _Toc10540785]9.3.1	Resource structure
Figure 9.3.1-1 shows the resource structure of the Fault Supervision MnS. The "alarms","comments" and "subscriptions" resource are collection resources.

 
[image: ]
Figure 9.3.1-1: Resource URI structure of the Fault MnS
Table 9.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 9.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	Description

	alarms
	/alarms
	GET
	Retrieve all alarms or a filtered subset

	
	
	POST
	Add a comment to multiple alarms

	
	
	PATCH
	Clear, acknowledge or unacknowledge multiple alarms

	alarm
	/alarms/{alarmId}
	PATCH
	Clear, acknowledge or unacknowledge a single alarms

	
	
	POST
	Add a comment to a single alarm

	$alarmCount
	/alarms/$alarmCount
	GET
	Retrieve the alarm count per perceived severity

	subscriptions
	/subscriptions
	POST
	Create a subscription

	subscriptions
	/subscriptions
	DELETE
	Delete all subscriptions made with a consumerReferenceId

	subscription
	/subscriptions/{subscriptionId}
	DELETE
	Delete a single subscription

	notificationSink
	/notificationSink
	POST
	Send notifications



	8th modified section


9.3.2.1.3.2	HTTP POST
This method shall support the URI query parameters specified in the following table.
Table 9.3.2.1.3.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	Description
	Qualifier

	alarmIdList
	Array of strings
	Identifies the alarms the POST method shall be applied to.
	O



This method shall support the request data structures, the response data structures and response codes specified in the following table.
Table 9.3.2.1.3.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	Description
	Qualifier

	comment-Type
	JSON schema for the representation of a comment resource.
	M



Table 9.3.2.1.3.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	Response
codes
	Description
	Qualifier

	n/a
	204 No Content
	In case of success, the response body shall be empty.
	M

	failedAlarms-ResponseType
	4xx/5xx 
	In case of failure, the response body shall carry a JSON object described by the "failedAlarms-Type" format.
	M



	9th modified section


[bookmark: _Toc10540799]9.3.2.4	Resource "alarms/{alarmId}/comments"
[bookmark: _Toc10540800]9.3.2.4.1	Definition
This resource is a collection resource for comments attached to an alarm.
[bookmark: _Toc10540801]9.3.2.4.2	URI
Resource URI: {DN_prefix_authority_part}/{DN_prefix_remainder}/FaultMnS/v1500/alarms/{alarmId}/comments
The resource URI variables are defined in the following table.
Table 9.3.2.4.2-1: URI variables
	Name
	Definition

	DN_prefix_authority_part
	See subclause 4.4 of TS 32.158 [15]

	DN_prefix_remainder
	See subclause 4.4 of TS 32.158 [15]

	alarmed
	Alarm identifier



[bookmark: _Toc10540802]9.3.2.4.3	HTTP methods
9.3.2.4.3.1	POST
This method shall support the URI query parameters specified in the following table.
Table 9.3.2.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	Description
	Qualifier

	n/a
	
	
	



This method shall support the request data structures, and the response data structures and response codes specified in the following tables.
Table 9.3.2.4.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	Description
	Qualifier

	comment-RequestType
	The representation of the comment to be added to an alarm.
	M



Table 9.3.2.4.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	Response
codes
	Description
	SQ

	comment-ResponseType
	201 Created
	In case of success, the response body shall be described by the "comment-ResponseType" format. The commentTime property shall carry the value set by the server.
	M

	failedAlarms-ResponseType
	4xx/5xx
	In case of failure, the response body shall be described by the "failedAlarms-ResponseType" format.
	M



	10th modified section


9.3.2.5	Resource "/{commentId}"
[bookmark: _Toc10540804]9.3.2.5.1	Definition
This resource represents a comment attached to an alarm.
[bookmark: _Toc10540805]9.3.2.5.2	URI
Resource URI: {DN_prefix_authority_part}/{DN_prefix_remainder}/FaultMnS/v1500/alarms/{alarmId}/comments/{commentId}
The resource URI variables are defined in the following table.
Table 9.3.2.4.5-1: URI variables
	Name
	Definition

	DN_prefix_authority_part
	See subclause 4.4 of TS 32.158 [15]

	DN_prefix_remainder
	See subclause 4.4 of TS 32.158 [15]

	alarmed
	Alarm identifier

	commentId
	Comment identifier



[bookmark: _Toc10540806]9.3.2.5.3	HTTP methods
None.

	11th modified section


[bookmark: _Toc10540820]9.4.1	General
Table 9.4.1-1: Data types defined in the present document
	Data type
	Reference
	Description

	General types
	
	

	dateTime-Type
	
	Date and time

	float-Type
	
	Float type

	long-Type
	
	Long type

	uri-Type
	
	Type of an URI

	Types used in paths
	
	

	alarmId-PathType
	
	Used in the path to identify an alarm resource

	subscriptionId-PathType
	
	Used in the path to identify a subscription resource

	Types in query parts
	
	

	alarmIdAndPerceivedSeverityList-QueryType
	9.4.2.1
	Used in the query part of HTTP PATCH on /alarms to identify the alarms to be acknowledged

	alarmIdList-QueryType
	9.4.2.2
	Used in the query part of HTTP POST on /alarms to identify the alarms a comment shall be added to and in HTTP PATCH on /alarms to identify the alarms to be cleared or unacknowledged

	alarmAckState-QueryType
	9.4.4.4
	Used in the query part of HTTP GET on /alarms to discriminate alarms to be returned or counted

	consumerReferenceId-QueryType
	9.4.4.2
	Used in the query part of HTTP DELETE on /Subscriptions to delete all subscriptions made with a specific consumerReferenceId

	filter-QueryType
	9.4.4.2
	Used in the query part of HTTP GET on /alarms to discriminate alarms to be returned or counted

	href-QueryType
	9.4.4.2
	Used in the query part of HTTP GET on /alarms to identify the base object of the tree for partial alarm alignment

	perceivedSeverity-QueryType
	9.4.2.3
	Used in the query part in HTTP POST on /alarms/{alarmId} when acknowledging an alarm to indicate the perceived severity the alarm to acknowledge shall have, otherwise the alarm shall not be acknowledged

	Types used in request bodies
	
	

	comment-RequestType
	9.4.2.4
	Used in the request body of HTTP POST on /alarms describing the representation of a comment to be added to multiple alarms, or in the request body of HTTP POST on /alarms/{alarmId} describing the representation of a comment to be added to a single alarm

	patchAcknowledgeAlarms-RequestType
	9.4.2.5
	Used in the request message body of HTTP PATCH to acknowledge alarms

	patchUnacknowledgeAlarms-RequestType
	9.4.2.6
	Used in the request message body of HTTP PATCH to unacknowledge alarms

	patchClearAlarms-RequestType
	9.4.2.7
	Used in the request body of HTTP PATCH to clear alarms

	subscription-RequestType
	9.4.2.8
	Used in the request body of HTTP POST on /subscriptions to create alarm notification subscriptions

	Types used in response bodies
	
	

	alarms-ResponseType
	9.4.2.9
	Used in the response body of HTTP GET on /alarms to return complete alarm information

	alarmsCount-ResponseType
	9.4.2.10
	Used in the response body of HTTP GET on /alarms to return alarm counts per perceived severity

	comment-ResponseType
	9.4.2.11
	Used in the response body of HTTP POST on /alarms describing the representation of a comment added to multiple alarms, or in the response body of HTTP POST on /alarms/{alarmId} describing the representation of a comment added to a single alarm

	error-ResponseType
	9.4.2.12
	Used in the response body of multiple HTTP methods on multiple resources in case of error

	failedAlarms-ResponseType
	9.4.2.13
	Used in the response body of multiple HTTP methods to indicate error reasons per alarm id

	subscription-ResponseType
	9.4.2.14
	Used in the response body of HTTP POST on /subscriptions to create alarm notification subscriptions

	Types used for resources
	
	

	alarm-ResourceType
	9.4.2.15
	Representation of an alarm resource

	comment-ResourceType
	9.4.2.16
	Representation of a comment resource

	subscription-ResourceType
	9.4.2.17
	Representation of a subscription resource

	Types used in notifications
	
	

	notifyNewAlarm-NotifType
	9.4.2.18
	Used in the request body of HTTP POST for the notification type notifyNewAlarm

	notifyAckStateChanged-NotifType
	9.4.2.19
	Used in the request body of HTTP POST for the notification type notifyAckStateChanged

	notifyClearedAlarm-NotifType
	9.4.2.20
	Used in the request body of HTTP POST for the notification type notifyClearedAlarm

	notifyAlarmListRebuilt-NotifType
	9.4.2.21
	Used in the request body of HTTP POST for the notification type notifyAlarmListRebuilt

	notifyChangedAlarm-NotifType
	9.4.2.22
	Used in the request body of HTTP POST for the notification type notifyChangedAlarm

	notifyComments-NotifType
	9.4.2.23
	Used in the request body of HTTP POST for the notification type notifyComments

	notifyPotentialFaultyAlarmList-NotifType
	9.4.2.24
	Used in the request body of HTTP POST for the notification type notifyPotentialFaultyAlarmList

	notifyCorrelatedNotificationChanged-NotifType
	9.4.2.25
	Used in the request body of HTTP POST for the notification type notifyCorrelatedNotificationChanged

	notifyChangedAlarmGeneralNotifType
	9.4.2.26
	Used in the request body of HTTP POST for the notification type notifyChangedAlarmGeneral

	Types referenced by the definitions above
	
	

	ackState-Type
	9.4.4.4
	Acknowledgement state, see clause 6.2.1.5.1

	ackSystemId-Type
	9.4.4.2
	Identifier of a system acknowledging an alarm, see clause 6.2.1.5.1

	ackUserId-Type
	9.4.4.2
	Identifier of a user acknowledging an alarm, see clause 6.2.1.5.1

	additionalText-Type
	9.4.4.2
	Allows a free form text description to be reported as defined in ITU-T Rec. X. 733 [4]

	alarmId-Type
	9.4.4.2
	Alarm identifier, see clause 6.2.1.5.1

	alarmIdAndPerceivedSeverity-Type
	9.4.3.1
	

	alarmListAlignmentRequirement-Type
	9.4.4.5
	Indicating if alarm list alignment is required or not

	alarmsCountType
	9.4.3.2
	

	alarmType-Type
	9.4.4.6
	Alarm type as defined in ITU-T Rec. X. 733 [4]

	attributeNameValuePair-Type
	9.4.3.3
	Attribute name and attribute value pair

	attributeValueChange-Type
	9.4.3.4
	Attribute name with its old value and new value

	backedUpStatus-Type
	9.4.4.2
	Indicating if the object emitting the alarm has been backed up as defined in ITU-T Rec. X. 733 [4]

	backUpObject-Type
	9.4.4.2
	Indicating the backup object of the alarmed object as defined in ITU-T Rec. X. 733 [4]

	clearSystemId-Type
	9.4.4.2
	Identifier of a system clearing an alarm, see clause 6.2.1.5.1

	clearUserId-Type
	9.4.4.2
	Identifier of a user clearing an alarm, see clause 6.2.1.5.1

	correlatedNotification-Type
	9.4.3.5
	Describes the correlated notifications of a single source

	filter-Type
	9.4.4.2
	Filter of a subscription resource

	header-Type
	9.4.3.6
	Notification header

	indicationType
	9.4.4.7
	

	notificationId-Type
	9.4.4.2
	Notification identifier as defined in ITU-T Rec. X. 733 [4]

	notificationType-Type
	9.4.4.8
	Notification type (notifyNewAlarm, etc.)

	perceivedSeverity-Type
	9.4.4.9
	Perceived severity of an alarm as defined in ITU-T Rec. X. 733 [4]

	probableCause-Type
	9.4.4.2
	Probable cause of an alarm as defined in ITU-T Rec. X.733 [4]

	proposedRepairActions-Type
	9.4.4.2
	Used if the cause is known and the system being managed can suggest one or more solutions to fix the problem causing the alarm as defined in ITU-T Rec. X. 733 [4]

	reason-Type
	9.4.4.2
	Indicating in notifyPotentialFaultyAlarmList the reason why the alarm list has to be rebuilt and in notifyAlarmListRebuilt the reason why the alarm list has been rebuilt

	rootCauseIndicator-Type
	9.4.4.2
	Indicates if this event is the root cause of the events captured by the notifications whose identifiers are in the related correlatedNotifications attribute, see clause 6.2.1.5.1

	securityAlarmDetector-Type
	9.4.4.2
	Identity of the detector of the security alarm, see clause 6.2.1.5.1

	serviceProvider-Type
	9.4.4.2
	Identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm, see clause 6.2.1.5.1

	serviceUser-Type
	9.4.4.2
	Identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm, see clause 6.2.1.5.1

	specificProblem-Type
	9.4.4.2
	Identifies further refinements to the Probable cause of the alarm as defined in ITU-T Rec. X. 733 [4]

	systemDN-Type
	9.4.4.2
	System DN

	thresholdInfo-Type
	9.4.3.7
	Provides additional information for threshold crossing alarms as defined in ITU-T Rec. X. 733 [4]

	thresholdLevel-Type
	9.4.3.8
	Used in the definition of thresholdInfo-Type as defined in ITU-T Rec. X. 733 [4]

	trendIndication-Type
	9.4.4.10
	Severity trend of the alarmed object as defined in ITU-T Rec. X. 733 [4]



	12th modified section


[bookmark: _Toc532542134]9.4.2.2	Type alarmIdList-QueryType
Table 9.4.2.1-1: Definition of type alarmIdList-QueryType
	Type
	Definition
	Description

	alarmIdList-QueryType
	array(alarmId-Type)
	Used in the query part of HTTP POST on /alarms to identify the alarms a comment shall be added to and in HTTP PATCH on /alarms to identify the alarms to be cleared or unacknowledged



	13th modified section


[bookmark: _Toc10540825]9.4.2.4	Type comment-RequestType
Table 9.4.2.4-1: Definition of type comment-RequestType
	Attribute name
	Data type
	Description
	SQ

	data
	comment-ResourceType
	Used in the request body of HTTP POST on /alarms describing the representation of a comment to be added to multiple alarms, or in the request body of HTTP POST on /alarms/{alarmId} describing the representation of a comment to be added to a single alarm.
	M



	14th modified section


[bookmark: _Toc10540832]9.4.2.11	Type comment-ResponseType
Table 9.4.2.11-1: Definition of type comment-ResponseType
	Attribute name
	Data type
	Description
	SQ

	data
	comment-ResourceType
	Used in the response body of HTTP POST on /alarms describing the representation of a comment added to multiple alarms, or in the response body of HTTP POST on /alarms/{alarmId} describing the representation of a comment added to a single alarm.
	M



	15th modified section


[bookmark: _Toc10540836]9.4.2.15	Type alarm-ResourceType
Table 9.4.2.15-1: Definition of type alarm-ResourceType
	Attribute name
	Data type
	Description
	SQ

	header
	header-Type
	See clause ?
	M

	body
	object
	
	M

	> alarmId
	alarmId-Type
	Alarm identifier, see clause 6.2.1.5.1
	M

	> alarmType
	alarmType-Type
	Alarm type as defined in ITU-T Rec. X. 733 [4]
	M

	> alarmRaisedTime
	dateTime-Type
	Date and time when the alarm is first raised by the alarmed resource, see clause 6.2.1.5.1
	M

	> alarmChangedTime
	dateTime-Type
	Last date and time when the alarm resource is changed by the alarmed resource, see clause 6.2.1.5.1
	O

	> alarmClearedTime
	dateTime-Type
	Date and time when the alarm is cleared, see clause 6.2.1.5.1
	M

	> probableCause
	probableCause-Type
	Probable cause of an alarm as defined in ITU-T Rec. X.733 [4]
	M

	> specificProblem
	specificProblem-Type
	Identifies further refinements to the Probable cause of the alarm as defined in ITU-T Rec. X. 733 [4]
	O

	> perceivedSeverity
	perceivedSeverity-Type
	Perceived severity of an alarm as defined in ITU-T Rec. X. 733 [4]
	M

	> backedUpStatus
	backedUpStatus-Type
	Indicating if the object emitting the alarm has been backed up as defined in ITU-T Recommendation X. 733  [4]
	O

	> backUpObject
	backUpObject-Type
	Indicating the backup object of the alarmed object as defined in ITU-T Rec. X. 733 [4]
	O

	> trendIndication
	trendIndication-Type
	Severity trend of the alarmed object as defined in ITU-T Rec. X. 733 [4]
	O

	> thresholdInfo
	thresholdInfo-Type
	Provides additional information for threshold crossing alarms as defined in ITU-T Rec. X. 733 [4]
	O

	> correlatedNotifications
	array(correlatedNotification-Type)
	Set of all notifications to which this notification is considered to be correlated as defined in ITU-T Rec. X. 733 [4]
	O

	> stateChangeDefinition
	array(attributeValueChange-Type)
	Indicates a state transition associated to an alarm as defined in ITU-T Rec. X. 733 [4]
	O

	> monitoredAttributes
	array(attributeNameValuePair-Type)
	Defines one or more attributes of the alarmed manged object and their corresponding values at the time of the alarm as defined in ITU-T Rec. X. 733 [4].
	O

	> proposedRepairActions
	proposedRepairActions-Type
	Used if the cause is known and the system being managed can suggest one or more solutions to fix the problem causing the alarm as defined in ITU-T Rec. X. 733 [4]
	O

	> additionalText
	additionalText-Type
	Allows a free form text description to be reported as defined in ITU-T Rec. X. 733 [4]
	O

	> additionalInformation
	array(attributeNameValuePair-Type)
	Allows the inclusion of a set of additional information in the event report as defined in ITU-T Rec. X. 733 [4]
	O

	> rootCauseIndicator
	rootCauseIndicator-Type
	Indicates if this event is the root cause of the events captured by the notifications whose identifiers are in the related correlatedNotifications attribute, see clause 6.2.1.5.1
	O

	> comments
	array(comment-ResourceType)
	Set of all comments related to an alarm
	M

	> ackTime
	dateTime-Type
	Time when the alarm has been acknowledged or unacknowledged the last time, see clause 6.2.1.5.1
	M

	> ackUserId
	ackUserId-Type
	Identifier of a user acknowledging an alarm, see clause 6.2.1.5.1
	M

	> ackSystemId
	ackSystemId-Type
	Identifier of a system acknowledging an alarm, see clause 6.2.1.5.1
	O

	> ackstate
	ackstate-Type
	Acknowledgement state, see clause 6.2.1.5.1
	M

	> clearUserId
	clearUserId-Type
	Identifier of a system clearing an alarm, see clause 6.2.1.5.1
	O

	> clearSystemId
	clearSystemId-Type
	Identifier of a user clearing an alarm, see clause 6.2.1.5.1
	O

	> serviceUser
	serviceUser-Type
	Identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm, see clause 6.2.1.5.1
	M

	> serviceProvider
	serviceProvider-Type
	Identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm, see clause 6.2.1.5.1
	M

	> securityAlarmDetector
	securityAlarmDetector-Type
	Identity of the detector of the security alarm, see clause 6.2.1.5.1
	M




	16th modified section


[bookmark: _Toc10540837]9.4.2.16	Type comment-ResourceType
Table 9.4.2.16-1: Definition of type comment-ResourceType
	Attribute name
	Data type
	Description
	SQ

	commentTime
	dateTime-Type
	Time when the comment has been added to the alarm. Attribute is nullable.
	M

	commentText
	string
	Comment in text form
	M

	commentUserId
	string
	Identifier of the user who makes the comment
	M

	commentSystemId
	string
	Identifier of the system which makes the comment
	O



	17th modified section


[bookmark: _Toc10540891]A.2	Fault supervision management service
"post": {
        "summary": "Add a comment to multiple alarms",
        "description": "Add a comment to multiple alarms",
        "parameters": [
          {
            "name": "alarmId",
            "in": "query",
            "description": "Identifies the alarms to which the comment shall be added",
            "required": true,
            "schema": {
              "$ref": "#/components/schemas/alarmIdList-QueryType"
            }
          }
        ],
        "requestBody": {
          "required": true,
          "content": {
            "application/json": {
              "schema": {
                "$ref": "#/components/schemas/comment-RequestType"
              }
            }
          }
        },
        "responses": {
          "201": {
            "description": "Success case. The representation of the newly created comment resource shall be returned.",
            "content": {
              "application/json": {
                "schema": {
                  "$ref": "#/components/schemas/comment-ResponseType"
                }
              }
            }
          },
          "default": {
            "description": "Error case.",
            "content": {
              "application/json": {
                "schema": {
                  "$ref": "#/components/schemas/failedAlarms-ResponseType"
                }
              }
            }
          }
        }
      },

"/alarms/{alarmId}/comments": {
      "post": {
        "summary": "Add a comment to a single alarm",
        "description": "Add a comment to an alarm identified by alarmId.",
        "parameters": [
          {
            "name": "alarmId",
            "in": "path",
            "description": "Identifies the alarm to which the comment shall be added.",
            "required": true,
            "schema": {
              "$ref": "#/components/schemas/alarmId-PathType"
            }
          }
        ],
        "requestBody": {
          "required": true,
          "content": {
            "application/json": {
              "schema": {
                "$ref": "#/components/schemas/comment-RequestType"
              }
            }
          }
        },
        "responses": {
          "201": {
            "description": "Success case. The representation of the newly created comment resource shall be returned.",
            "content": {
              "application/json": {
                "schema": {
                  "$ref": "#/components/schemas/comment-ResponseType"
                }
              }
            }
          },
          "default": {
            "description": "Error case.",
            "content": {
              "application/json": {
                "schema": {
                  "$ref": "#/components/schemas/failedAlarms-ResponseType"
                }
              }
            }
          }
        }
      }
    },
"comment-RequestType": {
        "type": "object",
        "properties": {
          "data": {
            "$ref": "#/components/schemas/comment-ResourceType"
          }
        }
      },
"comment-ResponseType": {
        "type": "object",
        "properties": {
          "data": {
            "$ref": "#/components/schemas/comment-ResourceType"
          }
        }
      },
"comments": {
                "type": "array",
                "items": {
                  "$ref": "#/components/schemas/comment-ResourceType"
                }
              },
   "comment-ResourceType": {
        "type": "object",
        "properties": {
          "commentTime": {
            "$ref": "#/components/schemas/dateTime-Type"
          },
          "commentText": {
            "$ref": "#/components/schemas/commentText-Type"
          },
          "commentUserId": {
            "$ref": "#/components/schemas/commentUserId-Type"
          },
          "commentSystemId": {
            "$ref": "#/components/schemas/commentSystemId-Type"
          }
        }
      },
   "commentText-Type": {
        "type": "string"
      },
      "commentUserId-Type": {
        "type": "string"
      },
      "commentSystemId-Type": {
        "type": "string"
      },

	End of Modified Sections
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